
Hosted by Lunarline: School of Cyber Security

Please Fax Government Purchase Orders and SF 182s To (202) 315-3003

Cybersecurity is one of the hottest issues for today’s Federal and DOD Agencies and commercial organizations. Developed and developing
nations, governments, defense departments and industries, and organizations in critical infrastructure verticals are being increasingly targeted by
never-ending surges of cyber attacks from criminals and nation-states seeking information, economic or military advantage.

Training is provided by

To learn more about our courses please visit:
www.schoolofcybersecurity.com

Lunarline’s Cyber courses provide participants with a high-level overview of various aspects of Cybersecurity in the context of a modern and
Internet-connected environment. In our Cybersecurity Fundamentals course, you will gain a foundational perspective on the challenges of designing
a cybersecurity program, implementing secure systems, and other factors needed for a comprehensive cybersecurity solution. Our Cyber tools
course concentrates on cyber security tools, operating systems, applications, network architectures and best practices in government and industry
network security.

Purchase CyberWar Training through our catalog here.



Course Catalog

check out our courses here

Assessing Network
Vulnerabilities Training 4
Day

Course Description: Security

professionals are overwhelmed by

abundant security advisories,

intrusion and firewall alerts, and

vulnerability reports. [...]

ISC2 Certified Authorization
Professional Course CAP+
DoD Service Specific Course
5 Day

Lunarline is now authorized by

(ISC)² CAP® – Certified

Authorization Professional Class.

The course is taught by [...]

ISC2 Certified Authorization
Professional Course (CAP) 4
Day

Lunarline is now authorized by

(ISC)² CAP® – Certified

Authorization Professional. The

course is taught by (ISC)² [...]

Lunarline: School of Cyber Security
Dedicated to providing excellence in Cyber Security Training Certifications

Class Pass

Taking a few courses with us? Make sure to

check out if you qualify for our discount class

pass!

Certifications

The School of Cyber Security offers a range of

different certifications after taking our courses!

Online Training

Soon you will be able to take some of our

courses online on our Learning Management

System!

Enter your search...

HOME ABOUT TRAINING CONTACT US SIGN UP FOR COURSES





Course Catalog | Check out the courses we offer

Enter your search...

CATEGORIES

3PAO

Applying CNSS/NIST RMF

Applying FISMA/NIST RMF

Cloud Security

CNSS

CompTIA

Cyber Tools Workshop

DIACAP

FedRAMP

FISMA

ISC2

Lunarline Courses

Network Vulnerabilities

NIST

Risk Management Framework (RMF) for
DoD Information Technology (IT)

ISC2 Certified Authorization Professional Course CAP+
DoD Service Specific Course 5 Day

Lunarline is now authorized by (ISC)² CAP® – Certified Authorization Professional Class. The course is

taught by (ISC)² authorized instructors who employ effective delivery of the curriculum while focusing on

preparing you with the knowledge and skills required with passing the rigorous CAP® examination. The

CAP+ class uses the official ISC2 materials and fully prepares [...]

0

ISC2 Certified Authorization Professional Course (CAP) 4
Day

Lunarline is now authorized by (ISC)² CAP® – Certified Authorization Professional. The course is taught

by (ISC)² authorized instructors who employ effective delivery of the curriculum while focusing on

preparing you with the knowledge and skills required with passing the rigorous CAP® examination.

OVERVIEW: The Certified Authorization Professional (CAP) credential is an objective measure of [...]

0

Fundamentals of Software Assurance 3 Day 0

Enter your search...

HOME ABOUT TRAINING CONTACT US SIGN UP FOR COURSES



Security+

VIEW COURSE OFFERINGS

Course Schedule

Course Catalog

OVERVIEW:  This 3-day course provides participants with a high-level overview of various aspects of

Software Assurance in the context of a modern and Internet-connected environment. Through lecture,

hands-on exercises, and group discussion, you will gain a foundational perspective on the challenges

of security software design and procurement, program, implementing secure software, and other

factors needed [...]

Special Access Programs C&A Transition 3 Day

Lunarline’s SAP C&A Transition training provides students with a fundamental knowledge of the

requirements for transitioning from the DIACAP/JAFAN/DCID C&A process to the NIST/CNSS

requirements, as well as an in-depth look at the Risk Management Framework (RMF). This training

equips the students with an in-depth indoctrination into the RMF and will provide them the requirements

[...]

0

Recovery Planning Practitioner 5 Day

OVERVIEW:  This course is designed to provide an operational basis for all facets of recovery

planning through information delivery and practical exercises.  As a result of this course, students will

be able to conduct risk analysis, business impact analysis, recovery strategy analysis and develop

viable emergency response plans and recovery plans through the information obtained [...]

0

Cyber Tools Workshop 4 Day

OVERVIEW: Do you want to better understand how to use cyber tools in securing networks? Would

you like to be better prepared to answer fairly technical security questions about Microsoft Active

Directory, Unix, Linux, databases, firewall, intrusion detection systems and major network services like

the Domain Name Service? Would you like a combination of professional [...]

0

NSA CNSS 4015 Boot Camp 5 Day

Includes the DIACAP Validator and Applying the FISMA/NIST Risk Management Framework This class

combines the DIACAP Validator and NIST Risk Management Framework FISMA In-Depth class which

qualifies you to earn your National Security Agency (NSA) and Committee on National Security

Systems (CNSS) NSTISSI 4015 – Information System Certifier in 5 days.   This course concentrates

[...]

0



Next →

Cloud Security and FedRAMP Training 5 Day

Are you in the cloud? Are you concerned about security in the cloud? Do you want to have a better

understanding of FedRAMP? Are you a 3PAO? If you answered yes to any of the above questions,

then you should register for the Lunarline School of Cybersecurity (SCS) class in Cloud Security and

FedRAMP. The [...]

0

Applying the CNSS/NIST Risk Management Framework
Intensity 4 Day

Certified Committee on National Security Systems OVERVIEW: This course equips the student with an

overview of the system authorization process (also known as C&A) and the Risk Management

Framework (RMF) for National Security Systems (NSS).  In addition to the classroom instruction, the

student will also participate in several scenario-based hands-on exercises in the implementation of [...]

0

Applying the CNSS/NIST Risk Management Framework
In-Depth 3 Day

Certified Committee on National Security Systems OVERVIEW: This course equips the student with an

overview of the system authorization process (also known as C&A) and the Risk Management

Framework (RMF) for National Security Systems (NSS).  In addition to the classroom instruction, the

student will also participate in several scenario-based hands-on exercises in the implementation of [...]

0


