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ABSTRACT 

 

INFORMATION SHARING AND COLLABORATION IN THE UNITED STATES 

INTELLIGENCE COMMUNITY: AN ETHNOGRAPHIC STUDY OF THE NATIONAL 

COUNTERTERRORISM CENTER 

Bridget Rose Nolan 

Randall Collins 

Melissa Wilde 

The National Counterterrorism Center (NCTC) was established to serve as the primary 

organization in the U.S. Government for the integration, sharing, and analysis of all 

terrorism and counterterrorism intelligence. To date, no study has sought to illustrate 

whether and how NCTC overcomes the barriers to information sharing among agencies 

and the people that comprise them. The purpose of this dissertation is to explore the 

micro-level ways in which intelligence work is conducted in a post-9/11 world and to 

examine the circumstances that both facilitate and discourage collaboration. By 

presenting detailed ethnographic evidence and the in-depth interview perspectives of the 

people who actually do this work daily, this study provides a sociological analysis and 

discussion of best practices to help identify ways in which NCTC can move closer to 

fulfilling its mission. 
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In any case you mustn’t confuse a single failure with a final defeat. 

 

—F. Scott Fitzgerald, Tender is the Night
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CHAPTER 1: Through the Looking Glass 

May 14, 2007, was my first day as a counterterrorism analyst at the Central 

Intelligence Agency.  As I sat at the red light waiting to turn left into the Headquarters 

complex, my heart pounded with anticipation.  I had some typical first-day jitters—I 

worried about getting lost in the building and meeting new people—but working at the 

CIA also creates some not-so-typical worries.  Was I going to be okay driving past the 

barbed-wire fences and the large signs threatening prosecution and bodily harm to 

trespassers?  Would I accidentally do something to irritate the intimidating guards who 

were sweeping my car for explosives, AK-47s dangling by their sides?  Would I be good at 

this job, and if I made a mistake, would I possibly get someone hurt or even killed?  At 

the same time, I was filled with a feeling of pride that I had made it through a harrowing 

background check and polygraph and was finally there, ready and eager to serve my 

country.   

I took my time and savored the moment as I went through the main entrance of 

the Old Headquarters Building and walked over the famous CIA seal.  To my right, I saw 

the Wall of Honor, where 103 stars are now etched into the marble to represent CIA 

officers who have been killed in the line of duty.  My stomach turned as I read the 

inscription: “IN HONOR OF THOSE MEMBERS OF THE CENTRAL INTELLIGENCE 

AGENCY WHO GAVE THEIR LIVES IN THE SERVICE OF THEIR COUNTRY.”  I knew 

their names were contained in the Book of Honor below the stars, except for those 

officers whose missions were so sensitive that their names must remain secret even in 

death; these officers are represented only by a gold star followed by a blank space.  To my 

left, the wall bore another inscription in the marble: “AND YE SHALL KNOW THE 

TRUTH AND THE TRUTH SHALL MAKE YOU FREE.”  Straight ahead were the 
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mechanical gates, and beyond them, my future.  When I look back on it now, I realize 

that the idea for this project began to form in those first moments. 

I have been interested in studying terrorism and counterterrorism since 1998, 

when I was chosen to represent the United States in the Irish Dance division of the 

World Scholar-Athlete Games in Northern Ireland—an event intended to foster peace 

through an increased understanding of diversity in religion and politics.  Ironically, my 

arrival at the Games coincided with the terrorist bombing in Omagh, County Tyrone, the 

deadliest incident in the history of the Irish/English conflict known as the Troubles.  

Rather than connecting with fellow scholar-athletes of diverse backgrounds through the 

exchange of Irish dance techniques, I bonded with my friends through the grieving 

process instead, as I consoled them when they learned of their loved ones’ deaths.  I had 

this experience about one month before starting college, so when September 11th 

happened near the end of college, I realized that some of my most formative years had 

been bookended by terrorist attacks.  I wanted to contribute to the fight against 

terrorism, so I applied to the Graduate Fellowship program at the CIA as soon as I 

started my Ph.D. program.   

When I arrived at the CIA, I realized right away that this was a very unusual place 

to work.  I discuss many of the ways in which the IC is unusual in the coming chapters, 

but two things struck me from my first day that eventually led to the idea for this project.  

The first thing was that inside the IC “bubble,” September 11 always seemed recent in a 

way that was no longer really true on the “outside.”  When I walked into the Agency for 

the first time, I felt in some ways that I had been sent back in time to the months right 

after September 11, when everyone still talked about it every day, when American flags 

and other symbols of patriotism were displayed everywhere, and when every report of 

violence suddenly included a query of whether terrorism was suspected.  My new 
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colleagues told me that they thought about September 11 every day, not just in the course 

of their work, but also during the mundane activities of everyday life, like when they saw 

a plane flying overhead or saw a picture of any skyscraper.  I realized that I was 

witnessing profound post-9/11 changes in the CIA and the IC in general.  Things that 

could not possibly have been part of the organizational culture or the social landscape six 

years earlier now seemed dominant.  I sensed right away that something important was 

going on, and that the CIA I joined in 2007 bore very little resemblance to the CIA that 

had existed for over 50 years before September 11. 

The second thing that struck me immediately was the sheer size of the 

bureaucracy.  The learning curve was unbelievably steep, not only in the methods of 

doing the job but also the ways in which people exchanged mere pleasantries.  I 

frequently found myself understanding the words, but not the meaning, of what people 

said to me, which created a profound sense of culture shock and made the adjustment 

incredibly difficult.  This shock was exacerbated by the secrecy in which the job is 

engulfed; there is no real way to prepare oneself for the first days and weeks of this job.  

It was as though a curtain were lifted, and all of the people, places, and things behind it 

came hurtling at me all at once with the force of water from a fire hose.  This was a lot to 

take in for any new employee, but I think it was probably especially overwhelming for a 

sociologist who has been trained to study culture and micro-level interactions. 

As I looked ahead at the gates in front of me on that first day, I had the 

overwhelming sense that there was no going back.  Later, my colleagues would echo this 

feeling of entering the totally different universe of the Intelligence Community—a world 

inside a “bubble” where up is down, black is white, and the usual rules do not apply, 

much like Alice’s journey through Wonderland.  In this dissertation, I step through the 

looking glass to give a sociological account of the post-9/11 Intelligence Community.   
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Background 

 The 9/11 Commission Report, formally known as the Final Report of the National 

Commission on Terrorist Attacks Upon the United States, is the official record and best-

known analysis of the attacks.  Of its many conclusions, a main one is that a primary 

cause of the attacks was that the 16 intelligence agencies had failed to share information 

in a proper and timely manner.  These 16 agencies are listed below: 

Central Intelligence Agency (CIA)  
Federal Bureau of Investigation (FBI) 
Defense Intelligence Agency (DIA, part of the Department of Defense [DOD])  
National Security Agency (NSA)  
Department of Homeland Security (DHS)  
National Geospatial-Intelligence Agency (NGA)  
Department of the Treasury  
Drug Enforcement Administration (DEA)  
Department of Energy  
National Reconnaissance Office (NRO)  
Department of State (INR [Bureau of Intelligence and Research])  
United States Army Intelligence 
United States Navy Intelligence 
United States Air Force Intelligence 
United States Marine Corps Intelligence 
United States Coast Guard Intelligence 
 

Before September 11th, each of these intelligence agencies functioned more or less 

independently. It was presumed agencies would share information when necessary to 

achieve the relevant mission and that interagency collaboration would occur as a natural 

outcome of any task in which more than one agency was or should be involved. In 

practice, however, isolation and even open hostility has characterized the relationships 

among intelligence agencies, with the CIA-FBI and CIA-NCTC relationships being two of 

the most contentious.  

From its inception until shortly after 9/11, the CIA was the primary intelligence 

agency charged with addressing national intelligence requirements, and its head—the 

Director of Central Intelligence (DCI)—acted as the leader of the entire IC. After 9/11 and 

in accordance with the 9/11 Commission Report’s recommendations, Presidential 
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Executive Order 13354 and the 2004 Intelligence Reform and Terrorism Prevention Act 

replaced this model with the Office of the Director of National Intelligence (ODNI) to act 

as an impartial governor of the 16 dissimilar organizations.  The new Director of 

National Intelligence (DNI), a Cabinet-level leader, formally replaced the CIA Director as 

the leader of the IC, leaving the CIA Director to lead the CIA only.  This reorganization 

was in accordance with the 9/11 Commission Report’s recommendation: “Breaking the 

older mold of national government organizations, this NCTC should be a center for joint 

operational planning and joint intelligence, staffed by personnel from the various 

agencies” (2004, p. 403, emphasis in original).  The National Counterterrorism Center 

(NCTC)—which is organized under the ODNI—co-locates representatives from these 

agencies to encourage information sharing and improve the ability to detect and prevent 

terrorist threats.  NCTC’s mission is to “[l]ead our nation’s effort to combat terrorism at 

home and abroad by analyzing the threat, sharing that information with our partners, 

and integrating all instruments of national power to ensure unity of effort” (National 

Counterterrorism Center, n.d.).  In essence, NCTC was created specifically to mitigate 

the perceived effects of agency isolation—terrorist attacks.  This is a very brief 

explanation of the IC before and after the 9/11 Commission’s recommendations were 

implemented; in consideration for readers unfamiliar with this complex and opaque area 

of government, Appendix A goes into much more detail about the perceived lack of 

information sharing among and within agencies as well as the vision, structure, and 

goals of NCTC as described primarily by the 9/11 Commission Report.  Simply put, the 

events of September 11, 2001 spurred the most significant structural changes to the 

Intelligence Community since the CIA was created.   
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The Present Study 

That September 11 changed America is not generally in dispute, but no 

sociological study to date has examined the effects of the structural and cultural changes 

to the IC that resulted from that terrible day.  NCTC was created to increase information 

sharing among the agencies, but does it in fact do so?  NCTC and ODNI have conducted 

some internal reviews on the subject, but none has featured the systematic rigor required 

of legitimate social science research.  External reviews have been nonexistent partly 

because the IC tends to eschew evaluation by outsiders, so any sociological exploration of 

information sharing and collaboration at NCTC would require a sociologist who was 

already an insider to the IC.  Many psychologists, political scientists, and other social 

scientists work for the CIA, but to my knowledge, no other sociologists have worked for 

the CIA or the IC.  As a CIA Graduate Fellow in sociology, then, I was literally in a unique 

position to conduct this research.   

Hundreds of books have documented the history of the CIA and the other IC 

agencies, as well as the general changes to the IC 9/11 wrought; the 9/11 Commission 

Report, in particular, documents the pre- and post-9/11 Intelligence Community in 

terms of structure, purpose, and shortcomings.  It is not my goal to reiterate that history 

here.  My goal is to examine the rich and intricate life of counterterrorism work at CIA 

and NCTC through a sociological lens.  I want to illuminate the daily life of a 

counterterrorism analyst—a stressful and often thankless job that is frequently hidden 

from public view and far removed from the romanticized Hollywood image of the spy.  I 

want to explore CIA culture and discover what happens when the starkly different agency 

cultures come together to work under the same roof.  Ultimately, the goal of this 

dissertation is to answer empirical questions from a qualitative perspective: What are the 

circumstances that facilitate cooperation at NCTC, and what factors encourage isolation 
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or culture clashes?  Are there groups of people who collaborate more and those who 

collaborate less?  Are there situations when collaboration tends to happen and situations 

when it does not?  Do collaboration, isolation, and conflict emerge more over particular 

issues, types of threats, or types of information?  Do the analysts themselves perceive any 

barriers to achieving the stated integration goals of NCTC? How do DI analysts interact 

with analysts from other agencies? Does their behavior differ from interactions with 

analysts from their home agencies, and if so, how? What is the culture at NCTC? 

For better or worse, there is no extant literature in the sociology of 

counterterrorism or intelligence work.  Rob Johnston, a trained anthropologist with the 

CIA’s Center for Studies in Intelligence, has come the closest with his ethnographic work 

on the analytic environment in CIA’s Directorate of Intelligence (DI).  Even this field 

work, though, was conducted in the immediate aftermath of September 11th, and so there 

is still no ethnographic work to date on the post-9/11 restructuring of the IC.  The 

relative lack of literature has left me somewhat rootless in terms of grounding my 

research, but it has also meant that I have been able to forge my own path with this 

project.  I have had the freedom to draw upon a variety of seemingly unrelated literatures 

to create a cohesive whole that I hope paints an honest picture of what it is like to do 

counterterrorism work on a daily basis and offers some conclusions about whether and 

how information sharing and collaboration actually happens. 

Getting Permission 

I have dedicated a small section to the discussion of how I got permission to do 

an ethnography of the National Counterterrorism Center (NCTC) because this is one of 

the most common questions people have asked me in the course of the four years of this 

project.  It is an understandable question since access is a key concern; any random 

sociologist cannot simply wander into the CIA and ask if anyone would mind if he 
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conducted a study.  Even while technically an “insider,” the process was not a quick or 

easy one for me.   

The idea for this project came out of an ordinary lunchtime conversation with a 

friend in the summer of 2009, my third summer as a Graduate Fellow at NCTC.  We sat 

in the cafeteria and essentially began talking about how “weird” NCTC and the IC in 

general really are.  I mentioned the two things that had struck me most when I had 

started, which, two summers later, I had only begun to be able to articulate.  My friend 

agreed with me, and I said, “Really, someone should study this place. … Wait a minute.  I 

should study this place!”  The idea was as simple as that.  The process, however, was far 

more difficult and it would be six months before I was given the go-ahead to begin my 

field work.   

First, I approached my immediate supervisor, who has a background in 

anthropology and understood what I wanted to do right away.  If he hadn’t been 

supportive, the idea would have died at that meeting, and I was lucky to have his 

steadfast support throughout the entire process.  The next step was to pitch the idea to 

my group chief, two levels above my immediate supervisor.  I wrote a short two-page 

proposal to explain my idea and what I wanted to do.  She, too, was enthusiastic and told 

me to “go for it.”  The next step was to gain the approval of Andy Leipman, the Deputy 

Director of NCTC.  By this time, I had completed the summer fellowship and needed to 

return to Penn, so I relied on my immediate supervisor to set up the meetings and 

deliver my proposal to Andy.  I also wrote a letter from Andy giving me permission to 

conduct the research and addressed it to my dissertation committee at Penn, to save time 

on Andy’s end (please see Appendix B).  There were two main obstacles at this point.  

The first was the concern for security, which I address below.  The second was the 

management’s general lack of familiarity with the method of ethnography.  I was able to 
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overcome both of these with the help of my supervisor, and Andy signed the letter giving 

me permission to conduct the field work, which my supervisor faxed to me on December 

9, 2009.   

Method and Data 

 This dissertation is an ethnographic study of the National Counterterrorism 

Center.  I chose NCTC over the CIA for three main reasons.  First, I was assigned to be a 

CIA analyst at NCTC during my first week of work, so most of my experience and social 

contacts resided at NCTC.  Second, even though the idea really came to me as a 

consequence of my time at CIA, I knew that there was no better place to study the effects 

of September 11 on the IC than NCTC, since NCTC and the ODNI were created as a direct 

consequence of the 9/11 Commission’s recommendations.  Third, I soon found that 

everyone on the “outside” knows what the CIA is and generally knows what it does, but 

almost no one that I talked to knew what NCTC was unless they had a personal 

connection to the IC or a particular interest in intelligence work.  Meanwhile, on the 

inside, the IC was undergoing the biggest series of changes since its creation, and I 

thought studying NCTC would help people to understand what it is, what it does, and 

how it fits into the overall picture of how the country fights terrorism. 

From January 2010 until January 2011, I worked full time as a counterterrorism 

analyst at NCTC while also conducting ethnographic observations and interviews with 20 

analysts in NCTC’s Directorate of Intelligence (DI).  I was adamant and meticulous about 

separating research time from government time.  I wrote most of my jottings during 

break times, but if there was a day during which I took a few minutes to write out some 

thoughts or an interview went long, I made sure to add that time onto the end of my 

work day in order to get in the full work day.  I also worked on a few of my days off to 

ensure that there was no question of getting in the proper amount of analyst time.  I 
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wrote field notes and drafted my proposal on my own time during nights, weekends, and 

vacation time.  My immediate supervisor attested to the fact that my research never 

interfered with my work as an analyst, and in fact stated in writing that I was 

outperforming analysts five pay grades above me who were not also trying to write 

dissertations.   

When conducting observations, I sought to pay attention especially to any 

circumstances which involved information sharing and collaboration.  I attended 

meetings and focus groups specifically about collaboration, but these turned out to be 

less informative than I anticipated since most of the consequential interactions regarding 

collaboration took place during routine cubicle conversations.  As one saying in the IC 

goes, “All useful work is done in the hallway.”  Most of the field notes I collected, 

therefore, documented events that occurred during the normal hustle and bustle of 

cubicle life.  Everyone in my group and my immediate vicinity was aware of my project 

and, as my manager also noted, no one cared in a negative way about what I was doing.  

On the contrary, I never stopped being surprised at how enthusiastic and supportive my 

fellow analysts were of my research.  My colleagues would frequently flag interesting 

items for me that they thought related to my work or would tell me about interactions 

they had had on their own that they thought fit well with my interests.  Sometimes a co-

worker would preface what she was about to say by enthusiastically exclaiming, “Oh, you 

totally have to put this in your book!” Several of my closer co-workers got very excited 

about choosing pseudonyms for themselves for me to use in the written product, and one 

colleague went so far as to choose the actor he wanted to portray him in the movie that 

he was sure would be made about this project (Bruce Willis, for those who may be 

curious).   
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When it came time to do the interviews, the response was even more 

overwhelmingly positive.  I was nervous about approaching people at first because I 

anticipated great difficulty in gaining interview participants.  I expected people to react 

to me the same way intelligence officers are taught to react to reporters—with extreme 

suspicion and reticence.  The actual response could not have been more different.  It was 

as though my fellow analysts had been waiting for an opportunity to tell someone who 

would understand about the trials and tribulations of being a counterterrorism analyst 

post-9/11.  Indeed, a couple of the participants referred to the interview as “therapy 

sessions”  because they felt a sense of catharsis and relief after unburdening themselves 

with concerns they felt wouldn’t be heard elsewhere.  With the permission of Penn’s IRB, 

I offered to buy coffee for each interviewee to compensate them for their time, but the 

interview subject often offered to buy me the coffee instead to thank me.  One interview 

in particular was going unusually long, and when I began to try to wrap it up, my 

colleague pointed and my chair and said, “Sit down, we are so not done with this yet!”  At 

the end of another interview, my colleague said, “I don’t know if other people tell you 

this, but I feel SO MUCH BETTER! [laughing] I felt like I needed to tell someone… and I 

don’t know if anything will happen, but I feel relieved.  It was like therapy!  It was so 

good” (both excerpts from field notes).  Word of my project spread quickly, and after 

only two interviews, a few analysts whom I had never met contacted me to ask if they 

could be interviewed.   

These examples of positive response raises the question of whether selection bias 

is present in the interviews; that is, whether the presence of volunteers means that I 

interviewed people who are unusually unhappy at work and who were looking for an 

opportunity to vent their frustrations.  While I believe my interview participants did have 

many grievances about work, I do not believe my sample is particularly biased towards 
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the unusually unhappy.  First, as I detail in later chapters, I asked each participant to 

rate his or her level of job satisfaction on a scale of one to 10.  The average job 

satisfaction was a 6.13 with a median and mode of 7.  If my sample were biased towards 

the unusually unhappy, I would expect these numbers to be much lower.  Second, only 

three of my interview participants contacted me out of the blue and asked if they could 

participate.  One might expect these three would be the least happy, but their job 

satisfaction ratings were 6, 7.5, and 8—some of the highest ratings in the entire sample.  

If anything, these three people actually enabled me to have a more representative sample 

because they helped me to expand the sample beyond my own social network.  Finally, I 

believe my sample to be representative because many analysts reported similar 

experiences and because the interviews resonated with my own experiences.  The fact 

that my interview participants enjoyed the experience and that some felt it was cathartic 

means simply that, and does not necessarily suggest that I have a biased pool of 

particularly unhappy people.  Most of the participants were simply glad to help out a co-

worker with her graduate work and did not appear to have a particular ax to grind. 

I think some of the participants’ enthusiasm can also be explained by the great 

lengths to which I have gone in order to protect my fellow analysts.  Recording devices of 

any kind were out of the question from the start; while regulations vary depending on the 

agency, CIA and NCTC expressly forbid tape recorders in addition to cameras, flash 

drives, cell phones—basically any electronic equipment of any kind.  As a result, I was 

limited to writing down the participants’ answers by hand and then transcribing them to 

the best of my ability after work.  This procedure also offered some protection to the 

participants, though, because they were never recorded.  In addition, with the 

permission of Penn’s IRB, I was permitted to bypass the traditional written record of 

informed consent so that no one would ever have to write his or her name down on paper 
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(I suspect this would have been pointless anyway since everyone would almost certainly 

have written a fake name).  Instead, the IRB allowed me to explain the project 

thoroughly and obtain verbal consent from each participant.  While I asked some 

demographic questions, I never wrote down any participants’ names and instead wrote 

“Interview #12,” etc. (please see Appendix C for the letter of approval from Penn’s IRB). 

The interviews themselves were conducted between August and December of 

2010.  I knew most of the participants personally, but as I mentioned earlier, a few 

people I did not know got in touch with me after hearing about my study and asked to 

participate.  I aimed to get a relatively diverse sample with regard to the analysts’ home 

agencies to get as many perspectives as possible.  The population of analysts in the wider 

IC is not particularly diverse on measures of race, gender, and age, so there is some, but 

not much, variation on these measures in my interview sample.  The average age of the 

interview participants was 31.8 years, with a range of 24 to 47 and a median of 31.5.  All 

but three of the participants were white; 13 were female and seven were male.  The 

average amount of time served at NCTC was 2.48 years with a range of four months to 

six years and a median of two years.  The average amount of time served in the federal 

government was 7.7 years with a range of two years to 15 years and a median of 7.5 years.  

13 of the participants had at least one graduate-level degree, usually a master’s degree.  

13 of the participants claimed CIA as their home organization; seven of the longer-

serving participants claimed more than one home organization over the course of their 

careers.  Based on my observations and experiences, my sample reflects the analyst 

population writ large with the possible exception of the gender breakdown (my sense was 

that most analysts were male, but I cannot be sure because official demographics are not 

available; in any case, there is still very much an “old boys’ club” feel to both CIA and 

NCTC). 
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The interview guide I used can be found in Appendix D.  Each interview lasted 

about an hour and took place at the interviewee’s convenience.  In cases where the 

interview participant wanted to go beyond an hour, we would usually schedule a second 

session on a different day.  I was able to conduct about a quarter of the interviews 

outside of work, which allowed me to take more extensive notes on my laptop during the 

interview itself.  Many of the questions are rather open-ended, so I tried to make the 

interviews relatively informal and as much like a normal conversation as possible.  This 

approach also allowed me to ask follow-up questions when a colleague would say 

something that seemed particularly relevant to my research questions. 

Data Limitations 

 All ethnographies have limits.  For this project, there were two main sources of 

limitations: the data collection and the writing process.  The data collection limitations 

were unique to this project because I conducted the observations in a highly-secured 

government facility.  Classified information is ubiquitous, and one of my main concerns 

when collecting data was the protection of this classified material.  As a result, there were 

many incredibly rich details and interactions that I could not document because of the 

highly sensitive circumstances in which they occurred.  There were also times when I 

probably could have written about certain situations, but chose not to in order to protect 

my colleagues.  These choices were necessary in order for me to uphold both the oath I 

had taken as a CIA officer as well as the ethics of field work.  Despite these omissions, I 

still ended up with much more data than could possibly fit into one dissertation, which 

contributed to the limitations I encountered in the writing process. 

 Indeed, in my near-decade of graduate work, I have read dozens of 

ethnographies.  Each author mentioned the overwhelming amount of data the study 

generated, and although I sympathized while reading, I did not really understand this 
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until I did my own ethnographic work.  The amount of material that had to hit the 

cutting room floor could easily fill another book, and perhaps someday it will.  In order 

to graduate at some point, though, I had to make a lot of tough decisions so that I could 

bound the written product in some way.  Moreover, throughout the writing process I was 

hyper-aware that each choice I made as a writer had a role in actually shaping the social 

world I was trying to describe.  As Hammersley and Atkinson say in their book 

Ethnography: Principles in Practice, “Written language is an analytical tool, not a 

transparent medium of communication… [t]he world does not arrange itself into 

chapters and subheadings for our convenience” (1995, p. 240).  I am not merely a mirror 

of the intelligence world, so every decision I have made has consequences for how the 

world is ultimately represented; had I chosen to focus on other things, the picture I 

present would have been completely different.  I know that this is an inherent issue with 

ethnography, and so I did my best simply to stay aware of these issues at all times.   

My Role as an Ethnographer 

 This was my first attempt at a “real” ethnography—that is, an official research 

project rather than a short-lived series of observations and field notes to fulfill 

requirements for a class.  I put a tremendous amount of pressure on myself to do it 

“correctly,” and that pressure was compounded by the fact that I knew I had only one 

chance to do this once-in-a-lifetime project.  I was extremely grateful to have been 

granted access to do the project; I did not want to waste my chance, and I desperately 

wanted to make the most of the opportunity I was given and to do the intelligence world 

justice.  

 Although I was physically fully immersed in the CIA “bubble” and had already 

had nearly a year of experience in the IC before beginning this field work, I often felt like 

an outsider to the world of counterterrorism analysis.  I experienced the same 
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socialization as everyone else, but I never really felt like I was part of the CIA for reasons 

that are still not entirely clear to me, though my sense is that it probably is simply a 

matter of a poor fit.  I never truly felt like I knew what I was doing as an analyst.  I was 

unfamiliar with the feeling of not knowing what I was doing, and although many 

colleagues told me they often felt the same way, I still always felt like they knew more 

about the work than I did.  Even the things I knew for sure how to do on the outside—

buying a soda, for example, or writing an email—were different on the inside, so I soon 

began to question my way of doing every little thing.  I frequently felt disoriented and 

overwhelmed.  My feeling of not really “being” CIA was occasionally reinforced when 

non-CIA co-workers would tell me that I wasn’t a “typical” CIA person, which they 

invariably meant as a compliment.  I always felt more comfortable wearing my 

researcher “hat” than my analyst “hat,” even though at the time I had technically been an 

analyst longer.   

 While it was uncomfortable personally, I believe that this feeling of not truly 

fitting in worked to my advantage as an ethnographer because it gave me perspective and 

helped me to articulate things that I might not have noticed otherwise.  I was able to 

work through the micro-level interactions that frustrated me and figure out why they 

were troubling, and I was able to pinpoint the cultural elements that make NCTC tick.  In 

many ways, my lacking a sense of the completely immersed analyst allowed me to strike 

a balance between participation and observation that gave me more objectivity and 

distance than I might otherwise have had.  If I had been too “close to the action,” I 

probably would have taken much more of my surroundings for granted.  I have often 

heard it said in sociology that people are the fish, and culture is the water.  In feeling like 

a fish out of water, I was able to problematize and interrogate the water more effectively. 

 



17 

 
 
 

Overview 

 The four substantive chapters in this dissertation represent the four biggest 

themes that emerged from my field notes as answers to my research questions.  While 

many books about the Intelligence Community give a structural bird’s eye view of the 

agencies, Chapter Two depicts the daily life of a counterterrorism analyst at NCTC from a 

micro-level perspective.  Many analysts go through each day with a profound sense of 

constantly being overwhelmed by various features of the organization, including the 

quality and quantity of information, the technology systems, and the difficulty of the 

mission.  In this chapter I also show the ways in which analysts cope with the uncertainty 

they face; among other things, these coping strategies create interaction patterns in 

which correctness and logic are highly valued.   

 Chapter Three takes a slightly wider view of counterterrorism work to explore the 

effects of status inequality among the agencies on inter-agency collaboration.  I use 

Coser’s research on greedy institutions to talk about the acculturation process at CIA, 

which creates a fiercely loyal and devoted cadre of employees.  I then discuss the 

interaction dynamics that occur when a collection of strong intelligence agency in-groups 

comes together at NCTC. I demonstrate the various status levels of the agencies and the 

ways in which these statuses are learned and communicated. I talk specifically about the 

strained relationship between CIA and NCTC, and then begin a theoretical discussion to 

discern why the simple co-location of the intelligence agencies may not enhance 

information sharing and collaboration as the 9/11 Commission Report envisioned. 

 Chapter Four explores the central task of the counterterrorism analyst: creating 

written products for policymakers.  Although this sounds like a straightforward process 

of researching and writing papers, the procedure is far more complex in the Intelligence 

Community.  I examine the notorious coordination process, the role of management, the 
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current reward structure, and the ways in which all of these channel the analysts’ time 

and energy.  I also discuss the underlying tension in the writing process—the conflict 

between secrecy and openness—and the ways in which this might be leveraged to 

enhance information sharing and collaboration. 

 Chapter Five looks at the role of humor at NCTC.  I note that humor is often 

employed as a reaction to the difficulties analysts face in Chapters Two through Four, 

and that it is frequently used to relieve the stress of this incredibly difficult job.  Rather 

than a way of acting flippantly about their jobs, NCTC analysts view humor as a 

necessary release valve in the pressure cooker of counterterrorism analysis.   

 Chapter Six offers discussions, recommendations, and conclusions. 

 

 

 

 

 

 

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 



19 

 
 
 

Chapter Two: The Daily Life of a Counterterrorism Analyst 

 The purpose of this chapter is to understand the daily life of a counterterrorism 

analyst in the Intelligence Community and the ways in which the realities of the job 

affect patterns of interaction.  The chapter is divided into thirds.  First, I portray a slice of 

life at the National Counterterrorism Center (NCTC) from the analyst’s perspective in 

order to convey a sense of place and a ground-level view of what counterterrorism work 

is like.  This third demonstrates some of the micro-level realities of daily life, which 

many analysts experience primarily as a sense of being overwhelmed by various features 

of the organization, including the quality and quantity of information, the technology 

systems, and the difficulty of the mission.  Second, I show how analysts employ a 

number of strategies to cope with this constant uncertainty and create a set of values and 

interaction patterns in which certainty, correctness, and logic are prized above all else.  

In the final third, I use the analyst experience to conceptualize the deeper dilemmas 

underlying these specific organizational features and to suggest a possible solution. I also 

discuss the ways in which these daily experiences affect information sharing and 

collaboration. 

Daily Life at NCTC 

A two-building complex known as Liberty Crossing (LX) in northern Virginia 

houses the National Counterterrorism Center (NCTC) and the Office of the Director of 

National Intelligence (ODNI).  Workers are greeted each morning with the American flag 

flying in the center of the entranceway, anchored in a concrete structure of interlocking 

puzzle pieces to represent NCTC’s purpose (please see Figure 1 at the end of this 

chapter).  NCTC is organized by a number of Directorates.  The Directorate of 

Intelligence—the primary subject of this dissertation—employs analysts from various 

agencies to interpret information for policymakers and other customers.  The Directorate 
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of Information Sharing and Knowledge Development (ISKD) sponsors technical 

research, and the Directorate of Strategic and Operational Planning (DSOP) is charged 

with interagency planning.  There is also a 24/7 Operations Center, which most 

resembles the Hollywood imagining of a counterterrorism office: it is quite similar to the 

office featured in the TV show 24 at their fictitious Counter Terrorist Unit (please see 

Figure 2 at the end of this chapter). 

 Each group of analysts within NCTC’s Directorate of Intelligence (DI) comprises 

representatives from multiple agencies.  My group, for example, was the Radicalization 

and Extremist Messages Group (REM), and I sat alongside analysts from FBI, NGA, 

NSA, CIA, and DIA.  Other groups, such as Weapons, Tactics, and Targets (WTT) or Al-

Qaeda and Sunni Extremism (AQSE), also comprised analysts from the various agencies. 

NCTC has a “revolving-door” policy, because representatives often come to NCTC from 

the home agencies for a rotation of one or two years and then return to their home 

agencies.  For CIA employees, it is possible to join what is called the NCTC Career 

Service, through which one could join NCTC permanently while still technically 

remaining a CIA person.  Many contractors also work at NCTC, primarily in information 

technology and operational support roles. 

In some ways, working as an analyst in the Intelligence Community is just like 

many other jobs in the cubicle farmland of America.  People spend most of their days 

sitting in front of the computer or attending meetings.  They visit a standard cafeteria at 

lunchtime and take coffee breaks at the in-house Dunkin Donuts or Starbucks, and they 

decorate their cubicles with pictures of family and friends and animal calendars.  

Because this type of office life tends not to seem particularly interesting except in satire, 

the standard Hollywood image of a CIA employee is on the operations side—the James 

Bond and Jack Bauer characters who recruit spies and undertake dangerous field 
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missions.  In fact, whenever people discover that I worked for the CIA, I have frequently 

had to dispel the myth that I spent my afternoons rappelling down the walls of the 

Kremlin and instead explain that the days were a lot more like Office Space than Zero 

Dark Thirty.  I find that this is not a wholly satisfying metaphor, however, because the 

similarities to other cubicle jobs ends with the cat calendar and family photos; for next to 

those one might find a bullet-proof vest—with bullet holes—that the analyst brought 

back as a souvenir from her last business trip.  Many analysts use these oddly-juxtaposed 

items to create a humorous work environment, which I address in greater detail in 

chapter 5, but for now I wish simply to begin to illustrate the ways in which the 

Intelligence Community is quite different from other kinds of office jobs. 

The primary job of an NCTC analyst is to research and write papers on current 

and long-term counterterrorism issues.  The operations officers do their jobs in the field, 

and then they file reports about what they have learned.  Analysts read these reports and 

write papers that explain situations to policymakers, including the President and the 

Cabinet.  Sometimes the analyst will write a paper on a topic that is self-generated, but 

much of the time the analyst responds to a “tasking” that has been handed down.  This 

means that a policymaker has a specific question that he or she wants the analyst to 

answer, usually with a very short turnaround time.  The process of creating written 

products, including the notorious coordination process, is the subject of chapter 4.  The 

rest of the analyst’s time can be spent giving or attending briefings, participating in 

exchanges with foreign liaison, going to conferences, taking classes, and traveling around 

the world to serve as subject matter experts.  DI analysts routinely undertake 

assignments in war zones and other dangerous places and put themselves at great risk. 

 The combination of my own experiences as an analyst with my observations and 

interview data suggests that daily life as a counterterrorism analyst is best described as 
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chaotic and overwhelming.  There are more reasons for this than I can address here, so I 

focus on three of the most important: information overload, incompatible technology 

systems, and a general lack of explicit instruction on how to perform seemingly simple 

tasks.   

Information Overload: Quantity and Quality 

 Almost all of the analysts I formally interviewed as well as colleagues I spoke to 

during informal conversations spontaneously mentioned that they simply could not keep 

up with the volume of information they had to deal with in the course of a day, and that 

trying to manage the information overload took up a lot of their time.  The information 

comes in many forms, but most of it is email, open source reporting, drafts and final 

versions of other people’s papers, and cable traffic (the reports sent in from the field, 

satellites, and elsewhere).  Several CIA people I interviewed suggested that the flow of 

email in particular increased dramatically after September 11, 2001, probably as a result 

of three main factors: an increase in the number of employees; advances in, and 

familiarity with, information technology; and a shift to a more defensive, reactive 

mentality that encouraged people to send more emails than was really necessary.  

Cameron,1 a 15-year CIA veteran, explained it this way: 

Cameron: Right after 9/11 when I was at CTC [CIA’s Counterterrorism Center], 
I don’t want to exaggerate but I think we might have gotten a thousand emails a 
day.  And if a crisis hits, the same thing could happen again easily, because 
people will send everything to everybody out of self-defense, even though that 
itself creates a problem.  The problem is that—that is a symptom and concrete 
example of the downside of information sharing.   
Bridget: Could you tell me a little more about that? 
Cameron: Yes.  Let me start with an analogy.  If you smell smoke, in an office 
building, you may be tempted to throw the fire alarm.  Better safe than sorry, you 
might think.  But when hundreds or thousands of people exit a building through 
the stairs, they will become injured, they will twist ankles, they will fall down 
stairs, they will have heart attacks, some may even die.  And all the while it could 
have been for burning popcorn in a microwave.  So the concept of better safe than 
sorry has its limits and can cause real damage.  … In email, you might think, this 

                                                 
1 All names have been changed. 
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piece of information should be sent to the entire DI, just to be safe.  But when 
everybody does that, it creates its own noise.  And people drown in it.  And as a 
consequence of too much information sharing, key pieces of information sharing 
may be ignored.  And they might have gone ignored in the days after 9/11 when 
we got a thousand emails a day. … So every day at 9:30 when I go through my 
email, I think about the thousand emails I got every day in the days after 9/11.  
Every day is a reminder of those crazy times.   
Bridget: What did you do with all those emails, just out of curiosity? 
Cameron: What do you mean, exactly?  
Bridget: What was done with them—were they just not read, or were people 
designated for certain emails?  Because it’s impossible to read all that and deal 
with the crisis at the same time, so… 
Cameron: It’s almost impossible to keep up with that volume.  I think that 
everybody would give every email at least a cursory glance, out of mortal terror of 
missing something.  But it doesn’t create an atmosphere of thoughtfulness.   
Bridget: It sounds like a frenzy. 
Cameron: It is a frenzy … I think it’s very important to stay on offense 
analytically and stay focused on the key issues, instead of being reactive.  Which 
is the mentality of reading a thousand emails a day.  If you stay on offense then 
you have a better chance of being productive.   
 

These sentiments echo Diane Vaughan’s take on the perils of too much information. 

Vaughan says: 

Ironically, efforts to communicate more can result in knowing less.  Rules that 
guarantee wide distribution of information can increase the amount to the point 
that a lot is not read…. Masses of information, even though in categories, is not 
useful, except in a symbolic sense.  The ability to produce, accumulate, store, and 
exchange information… has become a symbol of legitimacy for many 
organizations. (1996, p. 250) 

 
 Sheer quantity is not the only struggle analysts face when it comes to information 

overload, however.  The actual content of the information is literally (and purposely) 

cryptic; analysts must undergo significant training just to be able to understand what 

they are reading, and even after being trained the analyst needs months of immersion to 

understand the bizarre language.   

Cable traffic contains many kinds of information, or what the IC calls “INTs.”  

HUMINT is human intelligence, which means the information comes from a human 

source.  OSINT is open source intelligence.  SIGINT is signals intelligence, which may 

refer to information gathered from intercepted communications.  IMINT is imagery 
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intelligence, which may come from satellites or other aerial reconnaissance vehicles.  

Finally, MASINT is measurement and signature intelligence, which may refer to clues 

gained by studying the unintended byproducts or trails left behind by a targeted device.  

Cable traffic contains code words to refer to all of these types of information as well as 

who originally collected the information—NSA, FBI, CIA, etc.  Additional code words 

describe the reliability and prolificacy of human sources, the urgency of the information, 

the limitations on the distribution of the information (i.e. whether any foreign allies may 

see it), and so on.  These code words are typed in capital letters with basically no context, 

so the cable might begin with something like this: 

HCS NUTCRACKER//PENCIL BOOMBOX MAGNET//MONKEY 
ROLLERSKATE BABYDOLL// 

 POSTCARD TUNNEL//BANK 
 MOONBEAM FIREBOLT TIGER PONYTAIL 
 
This bizarre shorthand somehow contains all of the types and sources of information 

listed above, and can continue for an entire page or more.   

But even the ability to navigate this odd language is not enough to master the 

most basic reading material.  Once an analyst is able to read a report and understand its 

meaning, she might find that the information is tainted because the source is making up 

the information.  Or an analyst might find a cable that appears to corroborate an earlier 

report, only to find that one report is merely quoting the other rather than confirming it.  

Particularly within the counterterrorism realm, analysis often requires a familiarity with 

Middle Eastern cultures and naming conventions, which the analyst may or may not 

have studied before receiving the assignment.  There may be hundreds or thousands of 

people with the name “Abu Muhammad,” for example, and the particular Abu 

Muhammad in which the analyst is interested may himself have many aliases that 

change over time, or several aliases at the same time.  Similarly, the name “Muhammad 

al-Masri,” for example, simply means “Muhammad the Egyptian,” and so it is not 
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necessarily useful in distinguishing one person from the many others who share this 

country of origin; it is about as helpful as looking for “Mary of Ireland” or “John of 

Pennsylvania,” not to mention the fact that the very people the analyst is searching for 

are actively trying not to be found.  Terrorist groups themselves often change, relocate, 

go underground, or re-emerge with different names and members, who may or may not 

use different names from the previous members.   

 Analysts often find it difficult to keep track of people in the Intelligence 

Community as well.  Change is a constant at NCTC, and several groups have gone 

through considerable metamorphoses during the short tenure of NCTC.  For example, 

REM bears almost no resemblance to the group it was just five years ago: all of the 

managers are different; only a handful of the original analysts are still there; the group 

has physically moved at least three times; branches have been added and changed; and 

even the name of the group has changed.  It is basically pointless to try to remember 

someone’s phone number, for it is likely that the person will have moved before the 

number is memorized, and the directories are difficult to keep updated.  The rotational 

nature of NCTC does not help in this regard either, for it is difficult to build and maintain 

a stable network of contacts since the players seem to be constantly shifting.  Just when 

an analyst starts to feel secure in his knowledge, it seems, everything changes. 

It is no wonder, then, that many analysts, even those who do have specialized 

training, find it very difficult if not impossible to keep their heads above water.  Hasler 

writes that the first few years as an analyst is “like falling down the March Hare’s hole” 

and that the meanings of the information that just start to seem tangible “shift like sand 

under your feet” (2010, p. 42).  Indeed, many analysts said that working in the 

Intelligence Community is like “going through the looking-glass” or similar iterations of 

going “down the rabbit hole.”  As a going-away gift for a colleague, for example, one 
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analyst bought a print depicting a scene from Alice in Wonderland with the caption, “You 

must be mad, or else you wouldn’t have come here.”  Yet the analysts are expected to 

navigate this sea of chaos with no mistakes, and since they are conscientious patriots 

who want to do the job well, they naturally have difficulty navigating the gap between 

what is expected (from others as well as themselves) and what is realistic.  The following 

quotes from several analysts illustrate this struggle: 

Jocelyn, a 31-year-old CIA analyst: This is a HUGE burden.  You’ll never get 
it done.  That’s something I actually tell new people—you will never get it done, 
just to try to alleviate the burden.  No one tells you when to stop.  I literally feel 
like I could work 12 hours a day, and come in on weekends, and never feel like I 
am getting anything done. 

 
Mary, a 32-year-old CIA analyst: My main frustration is never feeling like 
I’ve completed a task.  There’s just too much to do, it’s impossible to get it all 
done.  And you’re expected to be aware of everything all at the same time.  It’s 
disheartening because I’m so organized, and then management will ask me, “did 
you see that email?” but I haven’t seen that email because I was working on these 
other things, and it’s just impossible to be on everything.  Especially as a type A 
person!  And there are just so many aliases [email lists] that we have to be on—
I’m constantly getting spammed.  It’s just a sea of red [new] emails in my inbox.  
The Red Sea!  Or I should say, the Unread Sea.   

 
Joey, a 28-year-old FBI analyst: Oh god, piles of email.  Piles of email, piles 
of meetings, mundane.  A lot of cubicle time, that’s really it.  Staring at the 
computer, reading as much as you possibly can, as best you can—I feel like I’m 
constantly playing catch up.  That’s the best way to describe it. 

 
Pamela, a 38-year-old FBI analyst: I think expectations for production are 
extremely high, and it causes stress throughout the day, and it distracts me from 
being focused on my job.  I think there’s also an expectation to know everything 
possible about my account, and that’s not possible with everything that I have to 
do every day.  Even without everything I have to do. 

 
Beth, a 10-year IC veteran with experience at CIA, DNI, and FBI: The 
accesses we have here are the greatest part of NCTC and also its biggest downfall 
because there is just so much information.  How do I know which of 3000 cables 
a day to pay attention to?  It’s an unrealistic expectation. 
 
… I think we set up unrealistic expectations between us and the public.  We have 
to be right all the time, but they only have to be right once.  It’s a pressure cooker.  
And no one wants to be the analyst that went home and tried to have a normal 
life, or have a normal weekend, and then come in on Monday and find out it was 
your account that literally blew up.  
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These examples illustrate clearly the difficulties analysts face with both the quantity and 

complexity of information, which exacerbates the general sense of urgency and imminent 

crisis with which the analysts already cope.  The analysts I interviewed, such as the CIA 

analyst quoted below, frequently compared the hectic pace of the counterterrorism world 

to that of a newspaper, but with much more dire consequences for failure: 

The pace here can be excruciating.  Especially since 9/11, I feel like people are just 
so worried about overlooking something or not catching onto a trend, which we 
should be, but it’s like, how are you supposed to know in the moment what’s a 
trend?  It’s easy to see it after but there are like a million other scenarios exactly 
like that.  Which one is the scoop?  So you’re constantly trying to cover your 
bases, trying to do good reporting, hoping to God you’re on the right trail, but you 
often don’t know, especially if the sourcing is spotty.  And along with that, and 
the need to publish, is this sense of like, everything is needed now, now, now.  
Everything is urgent to the point where urgency barely even means anything to 
me anymore.  I’m always tired because I never get enough sleep.  Even when I go 
home, I’m working in my head. 
 

Incompatible Technology Systems 
 
 The information overload makes the analyst’s job overwhelming and chaotic, but 

there is also paradox here: the incompatibility of the various agencies’ technologies make 

analysts feel like they have far too much information in general, but not necessarily 

enough of the information they want or need, or at least not enough access to it.  The IC’s 

jargon term for the relative isolation of the agencies’ databases is “stove-piping,” a 

metaphor which recalls the separated vertical ventilation systems of actual stovepipes.  

According to a staff study by the House of Representatives Permanent Select Committee 

on Intelligence in the 104th Congress, “The most common criticism of the current 

collection management process, and one in which we concur, is that it is dominated by 

‘stovepipes,’ i.e., types of collection that are managed so as to be largely distinct from one 

another” (1996).  This report was finished before 9/11, and the consensus seems to be 

that the problem has only gotten worse.  Each agency has its own information that is 

organized into one or more databases, and being assigned to NCTC is not a guarantee 
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that an analyst will be granted access to the necessary databases.  In fact, the mere 

bureaucratic act of transferring to NCTC, even on a one-year rotation, may result in the 

analyst’s losing access to information systems he had at the home agency, and several 

weeks or months may pass before the access is reinstated.   

 An analyst’s cubicle features at least two computer screens and anywhere from 

two to five “pizza boxes,” which are hard drives corresponding to various agencies’ 

databases.  Each “pizza box”—so called because the rectangular hard drives are stacked 

horizontally—could feature many individual databases, but the box’s presence in a 

cubicle does not mean that the analyst actually has access to it.  Moreover, access to 

certain systems may be delayed by six months or more, which certainly impedes the 

analyst’s ability to do the job.  In fact, this stove piping of technology systems was one of 

the most frequently cited reasons why the analysts I interviewed felt frustrated with their 

ability to complete job tasks on a day-to-day basis, as the quotations below suggest: 

Jack, a 15-year CIA veteran: Right now, everything is so stove-piped, that 
that simple vision and capability that exists in the civilian world doesn’t even 
remotely exist in the intelligence world.  … I mean if you have questions about 
ammonium nitrate, you should type that into something like Google. And it can 
give you every one of 50 million cables, finintel [finished intelligence], 
PowerPoint presentations, the works, that has ever been written.  Right now it’s 
just not possible.  The parochial databases reside in the confines of all different 
orgs and right now they are not shared.  There’s no end to it.  There’s no end to 
the number of databases one would have to go through.  Even now, even with the 
9th anniversary of 9/11 approaching, you can type in ammonium nitrate and not 
get one tenth of the information that you should.  …  As far as the information 
systems, I just, I don’t get a warm fuzzy feeling about it.  Like if I had something 
very specific in mind, like, let’s say Los Alamos labs has done on ammonium 
nitrate, all these classified tests or something, I don’t know, I haven’t done the 
search, but I don’t know that it would be available.  And that’s a simple test for 
which I have an appropriate clearance.  I just know it won’t be there.   
 
Damian, a 32-year-old DIA analyst: At the core analytic level, [the 
frustration is] access to systems.  Or even just trying to get back accounts I had 
access to at DIA, up until the day I left for NCTC.  At DIA I had NSA Net.  Here in 
our vault, the computer next to me has NSA Net, but they can’t move the 
computer to my cubicle, and I can’t move to that computer.  I could have like, a 
hundred times the amount of information I have now and I don’t.  SIGINT is 
always a pain to get to.  …  Even for the secret-level machine—it took them three 
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months to hook it up for me.  I could have done it myself in 10 minutes.  It’s just 
accesses to certain tools and authorities.  Map data can be hard to get, because 
the files are so big, so often they will just put it on a CD, which takes a month, 
then I get the CD, and I can’t put it on my own computer.  I went through the 
training to be allowed to do all that, but then it somehow just went away.  …  So I 
am totally back to square 1.  Even just to get Adobe Illustrator!  I could just do it 
myself, but no.  I got a shitload of pushback on that, and it took three weeks to get 
the program.   

 
George, a former DHS employee who now works for CIA: There are so 
many databases, people don’t even know what buttons to push.  They don’t know 
where to get information—or they may even already have it and not know it. 

 
Jane, a 10-year CIA veteran: [In response to whether the analyst feels 
frustrations day to day] Yes.  The computer systems—how they are incompatible 
across agencies.  Thank goodness it’s [CIA’s system] here, though.  Although I 
guess analysts from other agencies don’t feel that way.   

 
Caitlin, a 28-year old FBI analyst: We’re still stove piping.  NCTC is there for 
interagency cooperation because we have people from all over sitting there, but 
the reality is that it’s kind of just another stovepipe.   

 
Max, a 29-year-old CIA analyst: From an IT perspective, NCTC is hindered 
because it doesn’t have a database that allows analysts to get the info they need 
with one-stop shopping.  Some people call it a smart search or whatever but as far 
as I know it hasn’t been completed.  So an analyst’s day can be spent checking a 
lot of different databases.  More information is not necessarily better.  Better 
information is better.   
 

Cameron, the analyst cited earlier, gives the following metaphor to illustrate the lack of 

compatibility across agency systems: 

Cameron: There are certainly technical barriers to information sharing.  And I 
think that you could write a whole thesis on that, a whole dissertation, because it 
reminds me—I was thinking about this today—it reminds me about any kind of 
standard.  Like I think the railroad gauge in Europe is different from the gauge in 
Russia.  It’s different by a few inches, or at least it used to be.  But that’s not a 
coincidence, that’s done by design, I think, because, to prevent one bloc of 
countries from invading another.  So I don’t know if that’s historically true but it’s 
a useful urban legend, that incompatible standards sometimes come about by 
design, and I used to think that was stupid too, but maybe it makes sense, the 
railroad thing.  It’s like an abstract border.  And so I think that info systems in the 
IC were designed to be the most secure entities in the whole world, and not 
shared with adversaries.  I mean the billions of dollars that were spent on making 
sure they couldn’t be gotten into is staggering, and everyone now wonders why 
you can’t flip a switch and make everything interoperate.  They were designed to 
be impenetrable.  And now they want to be penetrated.  It’s like turning a 
subterranean system of bank vaults into an open atrium.  An open forum.  It 



30 

 
 
 

makes no sense.  They’re designed to be incompatible.  It’s not a coincidence, it’s 
by design, at least that’s my understanding.   
Bridget: But surely people know this.   
Cameron: Yeah, and I think NSA is in charge of most of the security, the 
encryption security, so there are some standards.   
Bridget: But it’s not like we’re talking about sharing with the public.  These are 
people with clearances that are hard to get. 
Cameron: In this day and age, information doesn’t seem to be located 
anywhere.  It’s just in the ether, it’s in the cloud, for the general public.  Anybody 
can make a database and hook it up to the information superhighway and you’re 
off to the races.  But I think it’s difficult for the general public to understand the 
firewalling that has to be done in order to protect our systems.  It’s very labor 
intensive, it’s very expensive, and I just don’t—you know.  It should be technically 
possible, but it’s harder than it looks.  It’s harder than it looks given the will and a 
lot of people in each org are on the fence, so that causes delay too.   

 
Although Sametime, the instant messaging system, was frequently cited as a form of 

technology that improved communication, its usefulness exists only as long as an analyst 

physically works at NCTC or CIA because Sametime is a feature of the CIA computing 

system only.  An FBI analyst, for example, could come to NCTC and build a strong 

network via Sametime, but as soon as the rotation is over those contacts are much more 

difficult to maintain because there is no Community-wide instant messaging system (or 

at least, not a popular, user-friendly one like Sametime).  Sametime is excellent as far as 

it goes—it is just as easy to talk to someone two cubicles away as it is to talk to someone 

in another country—but it is also a source of frustration for analysts who only get to 

utilize its strengths for a short time. Analysts are therefore both overwhelmed by 

information and yet also frustrated by the information they cannot access. 

Lack of Explicit Knowledge 

 The final organizational feature which contributes to the analysts’ sense of being 

overwhelmed is a lack of explicit knowledge or direction.  The analysts reported, and my 

own experience confirmed, that the lack of knowledge ranged from relatively small 

matters, such as figuring out the correct form to complete, to larger matters, such as 

knowledge of one’s own job description or the goals of the larger organization.  Part of 
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this confusion at NCTC stems from the fact that as a fledgling organization, NCTC’s 

predecessor simply adopted many of CIA’s bureaucratic procedures.  This is confusing 

for non-CIA personnel at NCTC, but it is also confusing for CIA employees because it is 

often unclear which organization is supposed to take responsibility for an action.  Some 

analysts told me that they felt the management sometimes used this lack of clarity 

between agencies as an excuse not to fund training opportunities or travel expenses.  A 

few excerpts illustrate this idea: 

Beth, a 10-year IC veteran with experience at CIA, DNI, and FBI: I 
think this place is very reflective of a new concept, especially post-TTIC [NCTC’s 
predecessor], hiring analysts.  It’s a lot of, “whose rules am I following?” because 
it was CIA Lite, but no one here could interpret the rules properly, so you didn’t 
even really know what your job was.  Like there was the CIA’s student loan 
repayment program.  But it was like, oh no, NCTC doesn’t have the money for 
that, but you’re not really a CIA person even though you are.  Like medical stuff—
do I need to update this or that medical thing or not?  And you’d get different 
answers or no answers.   
 
Beverly, a 34-year-old CIA analyst: If there is [frustration at work], it’s 
usually figuring out how you’re supposed to do something, what the proper 
procedure is.  It’s hard to figure out if it’s not written down anywhere.  Like 
travel.  The simplest thing like buying a plane ticket is so not intuitive, and you 
often don’t even know to ask. 

 
Anna, a CIA analyst relatively new to the IC: This place is just so weird, 
because the people here seem to assume things that are not at all intuitive, and 
then they get mad when you haven’t come to those conclusions yourself.  Like, 
when I first started here, they were doing some construction and there were fewer 
parking spaces, so they instituted this valet parking system.  But it wasn’t like a 
valet in the real world where you pull up and hand the attendant the key or 
whatever.  You were supposed to just know that you had to leave your car key on 
the left rear tire, in case the valet had to move your car.  Even on your first day 
without having met anyone you were somehow supposed to know this.  Well, I’d 
been working there for months and I didn’t know it.  Why would you assume 
something like that?  How does that make intuitive sense?  So I took my keys 
with me, and it turns out I was blocking in one of the higher-ups who needed to 
get out to go to a briefing, and they sent this system-wide flash alert to everyone’s 
computer screen about my car, and it was just so embarrassing, but like, how was 
I supposed to know?  And how was I supposed to know that I didn’t even know 
how to park my car?  Stuff like that makes you start second-guessing everything 
you took for granted before. 
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Several analysts I talked to (and my own experience) corroborated this idea of not only 

not knowing something, but not even knowing what to know or what to ask, which 

contributed to this overall feeling of chaos or “sand shifting beneath the feet.”  In a 

larger, more general sense, many of my colleagues told  me that they often were not 

really sure what their jobs were, and they felt that they had very little understanding of 

what other people in the organization do, even people in the same analytic group:  

Anna: NCTC is really focused on getting tools and training its people but—
there’s all this talk about loose threads, like the Pursuit cell [the group created 
after the 2009 failed Christmas Day bombing to follow so-called “loose threads”], 
and I don’t really know what that means. I don’t even know what I’m doing on a 
day to day basis.  We’re fighting the War on Terror.  What does that actually 
mean?  How do you specifically go about that day to day?  Like, when we were 
fighting the Cold War, we were more sure then, I think.  There was a country that 
we could point to and we knew we were fighting.  Now it’s like, networks, there 
don’t seem to be countries anymore with this, and it’s really hard to know what 
winning this war would look like. 

 
Max, a 29-year-old CIA analyst: Over the time that I worked in the IC, I was 
always amazed at how little people knew about other people’s jobs. … You’ve been 
there three and a half years, and you’re telling me that you don’t know anything 
outside of REM.  I don’t know anything about REM.  And we’re just within one 
area.  Within LX, there are floors dedicated to the FBI or the CIA.  Do you know 
who even works there?  Have you ever been there?  It’s not like HQ where there 
are areas you can’t get into.  But LX isn’t like that.  So I mean, LX is like 
Spaceballs.  Do you know the scene I’m talking about?  It’s like the captain of the 
ship, and he’s talking to the guy on the screen, and he’s like, WTF, we can’t hear 
you, and it’s like, they just come around to the other side of the screen.  It’s like a 
SVTC [secure video teleconference], you realize half the people in the SVTC are 
actually in the building and we’re wasting 15 minutes trying to get the damn thing 
to work.  I wouldn’t be derogatory toward NCTC though.  I would think about it 
as like, the incredible challenges that NCTC has to navigate in order to integrate 
the way it wants to, with something that’s fundamentally designed not to be 
integrated.   

 
Surely this phenomenon is not uncommon in large organizations; indeed, Vaughan 

(1996, p. 250) states that as organizations grow, the actions of the people that comprise 

them become less easily observable.  Vaughan says that secrecy is a fundamental feature 

of any organization, not just organizations like the CIA that specifically require secrecy to 

protect sources and methods.  Increased hierarchy, bureaucratization, and specialized 
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knowledge create social distance among employees, making it difficult to understand 

fully what another part of the organization does, and so this finding may not seem 

remarkable in a government organization like NCTC.  But surely it is less common for 

people to lack clarity on what their own jobs are, and the finding is certainly more 

troubling for an organization that was specifically created to increase communication, 

collaboration, and sharing across agency boundaries.   

In any case, it should now be clear that the daily life of a counterterrorism analyst 

tends to be chaotic and features a paradox between a deluge of complicated information 

on the one hand and a perceived lack of proper access to information on the other.  The 

mission to fight the War on Terror is exceedingly difficult, and the analysts typically feel 

overwhelmed and strive to complete their work under incredibly stressful circumstances.  

It is a high-pressure, high-stakes job, and not one for the faint of heart.  The real 

difficulty of this job is the reason that many analysts balk when reporters or politicians 

use the phrase “connecting the dots” to refer to counterterrorism work, as though 

uncovering a terrorist plot were as simple as completing the activities on a child’s paper 

placemat.  As Hasler wryly puts it in the beginning of her novel: “‘Connect the dots.’  

Maddie rolls her eyes.  ‘The page is black with dots’” (2010, p. 14).  Two additional 

metaphors more accurately represent the task at hand.  First, Jeffrey Cooper’s work, 

Curing Analytic Pathologies, a CIA-sponsored document, states: 

Frequent public references to “failing to connect the dots” are especially 
problematic for an accurate understanding of intelligence errors and failures.  
This view of the analytic shortfalls is particularly perverse, because it masks the 
true nature of the analyst’s challenges. … The analogy assumes… that the dots 
exist, that it will be obvious which dots connect to which others and in what 
order. …  
 
If we are to use a puzzle analogy, perhaps a more appropriate model might be 
that of a guest at a resort hotel who, on a rainy afternoon, wanders into the game 
room and finds a box holding a large number of jigsaw puzzle pieces.  As the 
cover of the box is missing, there is no picture to guide him in reconstructing the 
puzzle, nor is there any assurance that all the pieces are there.  Indeed, when he 
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discovers that there are several other empty puzzle boxes on a shelf, it is not even 
clear that all the pieces in the box belong to the same puzzle.  Reconstructing the 
puzzle in this example is a far different and more difficult challenge than linking 
numbered dots, where the outline of the image is reasonable apparent.  (2005, p. 
26) 
 

A second example comes from Hasler: 
 

I have always been a great lover of Russian literature, but my tenure as a 
[counterterrorism analyst] has led me to reconsider Chekov’s admonition: “If in 
the first act you have hung a pistol on the wall, then in the following one it should 
be fired.  Otherwise don’t put it there.”  How sensible and neat.  How it satisfies 
our psychological needs.  And how it leads us to false conclusions, false 
expectations.  This is how the art of [counterterrorism analysis] differs from the 
art of fiction.  In fiction there is a pistol above the mantel and it must go off.  In 
our world, there is an AK-47 above the mantel, a basket full of grenades on the 
table, a half kilo of plastic explosive under the couch cushion, ricin in the candy 
dishes, and sarin in the air vents.  And none of it is significant, because in the end 
it is the pistol hidden in the drawer that kills you.  (2010, p. 45) 

 
Thus, the process of fighting terrorism is already much more difficult than the average 

member of the public understands.  I now turn to the coping strategies many analysts 

employ to manage this extreme yet constant uncertainty. 

Coping Strategies 

 The nature of counterterrorism work and the structure of the organization have 

observable effects on the organization’s culture, including, but not limited to, norms of 

interaction.  Researchers have demonstrated the link between an organization’s 

structure and its culture in other fields.  Harrison’s (1972) classic research was among 

the first to explore the link between structure and culture in organizations and to talk 

about the relationship between the individual employee and the organization.  Handy 

(1976), drawing on Harrison’s work, showed that technology systems in particular can 

have profound effects on an organization’s culture, as can the organization’s larger 

structural goals and objectives.  Diane Vaughan’s (1996) more recent research has 

implications about the structure-culture relationship as well, while acknowledging that 

many different cultures may exist within the same organization.  She argues that work 
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groups—that is, groups “who interact because they have a central task in common” 

(1996, p. 64)—create and sustain “norms, beliefs, and procedures that are unique to their 

particular task… work groups… do develop certain ways of proceeding and certain 

definitions of the situation that are shared and persist.  These collectively construed 

realities constitute the work group culture” (1996, p. 64-65).  In other words, an 

organizational structure brings people together, who then develop a culture as a result.  

Finally, Morrill’s (1996) research explores the ways in which organizational structure 

affects conflict-management practices.  Morrill is especially concerned with bridging the 

gap between macro-level structural concerns and micro-level personal interactions.  As 

he says, “We need theoretical constructs that are neither purely ‘macro’ or ‘micro,’ but 

theoretical efforts which have as their foci the relationships between proximate and 

broader contexts” (1996, p. 222).  The following sections will explore the cultural 

elements—particularly norms of interaction—that have developed in response to the 

larger structural elements described above. 

Social Construction of Precision 

In an occupation where nothing is certain, nothing is more valuable than 

certainty. The term “social construction of precision” describes a phenomenon in which 

intelligence officers “out-correct” and “out-logic” each other in the course of routine 

conversation to the point where any increased accuracy in what has been said no longer 

seems meaningful.  It may take place when a listener interrupts a speaker to make the 

speaker’s sentence more precise.  It can also happen when a listener demands a logical 

explanation for a routine action that would require no explanation outside the field of 

intelligence.  The following exchange is a good example, told to me by a CIA analyst who 

was explaining the rules of baseball to visitors who didn’t know the game:   

 Analyst A: So there are four bases--  
 Analyst B: -- Well, no, it’s really three bases plus home plate. 
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Analyst A: ... Okay, three bases plus home plate.  The batter hits the ball and 
advances through the bases one by one— 

 Analyst C: -- Well, no, it doesn’t have to be one base at a time. 
 
Analysts B and C might well have been correct, but the focus of the interaction had 

shifted from the goal of helping the guests understand the basics of baseball to the goal 

of a super-precise, if more confusing, rendering of the rules.  According to Analyst A, the 

interaction resulted in mutual irritation and annoyance among the analysts and 

confusion among the guests.  Many analysts routinely engage each other this way, such 

that it becomes difficult to say anything definitively without being challenged—often at 

the expense of the true purpose of the interaction.  In counterterrorism analysis, this 

approach is sensible: analysts need to be precise because their work is so consequential.  

At the same time, it is important to learn why this posture carries over to inconsequential 

topics because the practice appears to shift the focus from a mutually successful and 

harmonious interaction ritual to a concentration on obtaining an abstract absolute truth 

at the expense of that solidarity.  The following excerpts from stories people have told me 

or that I witnessed further illustrate this concept: 

John: I see you’ve drawn a star on that draft. 
Bridget: Yeah, that’s just my doodle of choice. I just do it unconsciously 
sometimes. 
John: Don’t you mean subconsciously? 
 
Scott: Good morning! 
Employee in the parking lot:  Well, I don’t know if it’s good, but here we are.  
 
Helene: I am so thirsty today!  I seriously have a dehydration problem. 
Lucy: Actually, you have a hydration problem. 

 
 Victoria: My hopes have been squashed like a pancake. 
 James: Don’t you mean flattened like a pancake? 
 
This last excerpt is one of my favorites because it illustrates so well not only the hyper-

correctness itself, but also the fact that this correctness is valued above all else, including 
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the empathy for the speaker that might have been displayed, even superficially, in 

another context.  I cannot overstate how frequently these types of interactions occurred.   

The social construction of precision also manifests itself when people demand 

logical explanations for insignificant decisions.  Garfinkel (1967) wrote that one of the 

fundamental tenets of ethnomethodology is that people avoid questioning the rationale 

for behavior lest they fall into an infinite loop of contextual explanation.  But the 

following anecdotes suggest that these very loops are characteristic of routine 

conversations at NCTC: 

 Janie: Did you go to the gym today? 
 Bridget: Nah, I didn’t have time. 

Janie: Well, why are you bringing your gym bag home?  Why don’t you just leave 
it here for tomorrow? 

 Bridget: I’m going to work out at home instead today. 
 Janie: Why don’t you just work out here?  [The gym at work] is bigger. 
 Bridget: Do I need a reason? 
 Janie: No, it just doesn’t make sense. 
 
 Caroline: What’s that on your hand? 
 Toby: A Band-Aid. 
 Caroline: Why? 
 Toby: I have a little cut. 
 Caroline: Why the Band-Aid? 
 Toby: So it wouldn’t get infected or anything.  But it’s not that bad. 
 Caroline: No, why that Band-Aid? 
 Toby: What do you mean? 
 Caroline: Why the Mickey Mouse Band-Aid? 
 Toby: Everyone likes Mickey. 
 Caroline: I mean, were you with your nephew or something? 

Toby: Well, we went shopping for Band-Aids when he was here for Family Day 
last week, but they didn’t have any Mickey Band-Aids while he was here, but I 
found some later and snatched them up.  You know, just in case. 

 Caroline: Ah, I see. 
 
These excerpts illustrate the continuous loops of explanation that contradict the basics of 

ethnomethodology; most conversations would not normally demand so many 

explanations for ordinary topics like going to the gym or buying Band-Aids.  

Additionally, my observations indicate that analysts are relatively poor conversational 

turn-takers.  Overlap and frequent interruption seems to be much more common and 
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pronounced within the Intelligence Community; during a chat near my desk at NCTC 

between two analysts about American Idol, parts of the conversation overlapped for 

more than an entire sentence.  If the overlap does not continue, it is generally because 

one person has successfully interrupted the other, not because one person has completed 

his/her turn (see Sacks, Schegloff, and Jefferson, 1974).  Oddly, though, the people I 

observed and interviewed by and large were either not aware that the interactions were 

particularly combative, or they were actually energized by them, contrary to what 

interaction sociologists might predict.  Prolonged overlap is still a sign of conflict in 

conversation, though, even if the participants are not aware of it and do not have the 

angry emotions that would normally build up in a different context.  Actually, the lack of 

anger or discomfort fits with the more general point that the style of expressed affect is 

relatively flat and controlled within the Intelligence Community so as to project properly 

managed emotions.. 

 A final manifestation of the social construction of precision occurs not in verbal 

interactions per se, but through what might be called anonymous public corrections.  

The following two examples come from my field notes: 

I was at CIA Headquarters today and there was a printed sign taped to the ATM 
machine that said, “This ATM machine only gives out $20 bills.”  Someone took 
the time to cross out the word “machine,” I guess because it’s redundant.  (field 
notes) 
 
After lunch I walked over to the copy machine with Rose because she wasn’t sure 
how to make a copy.  There was a sign over the copier said, “If paper jams do not 
try and fix it.”  Someone had then crossed out the “and” and written in “to.”  Rose 
saw it and rolled her eyes, saying, “That’s such an analyst thing to do.”  The 
editing is constant here.  In the real world no one would bother to do this, I don’t 
think.  You might notice the error but I can’t imagine random people actually 
taking out a pen to correct it. (field notes) 
 

Even though the meaning of both signs was already clear, at least one person felt the 

need to muddy the signs to create a more correct, if more difficult to read, version.  

Indeed, this anonymous correcting of posted signs can be considered a graphic 
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representation of what happens verbally: people edit each other to the point where the 

sentence is often much less clear but technically more correct. 

Bureaucratic Language 

The federal government in general—and NCTC in particular—uses language 

distinctively.  There is a joke that NCTC requires its employees to be bilingual in both 

English and “Bureaucrat” and that translators are needed to get through the day.  It is a 

special way of speaking that one can only learn it through immersion; thus, it functions 

to create clear boundaries between NCTC and the outside world, but also between 

seasoned analysts and neophytes within the Intelligence Community. 

 The clearest demonstration of this different language is the use—perhaps 

overuse—of acronyms, sometimes called “alphabet soup.”  Federal government 

employees seem obsessed with acronyms, and while acronyms are definitely useful for 

speeding up conversation, there are so many of them that people often seem to speak 

only in letters, as these field note examples illustrate:  

One of the BCs recently PCSed to the DRC. 

When you EOD, set up your contributions to the TSP but especially the ELB 
ASAP, in case you run out of SL and AL in an emergency while PCS or TDY. 
 
FYI FOR SA RE: OBE SITREP—NAR AFAIK 

 
The first sentence is: “One of the branch chiefs recently moved to the Democratic 

Republic of the Congo.”  The second sentence is: “When you Enter on Duty, set up your 

contributions to the Thrift Savings Plan but especially the Emergency Leave Bank as 

soon as possible, in case you run out of sick leave and annual leave in an emergency 

while moving or going on a trip for work.”  (PCS = permanent change of station, often 

used as a verb; TDY = Temporary Duty, basically a business trip.)   The third example is 

the subject line of an email I received.  It translates to: “For your information for 

situational awareness regarding the obsolete (“overtaken by events”) situation report—
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no action required as far as I know.”  Without a certain amount of experience, it is 

impossible to know what these sentences mean even though they appear to be English.  

The second example is an especially good one because it is something one might hear 

during the first days at work, and it has the potential to cause anxiety because it sounds 

important and mentions emergencies.   

Terminology specific to the Intelligence Community is also often substituted for 

“normal” phrases in casual conversation, as in the following example: 

 Analyst A: Tell me your middle name. 
 Analyst B: No way. 
 Analyst A: Come on! 
 Analyst B: No, dude.  That information is ORCON. 
 
Instead of saying, “I don’t want to tell you,” or “it’s a secret,” the analyst said that the 

information was “ORCON”—an acronym for “originator controlled,” meaning that the 

information can only be shared with the permission of the person with which it 

originated.  I also once heard someone who was fighting a head cold refer to this battle as 

her personal “biowarfare campaign.”  Later that day, I was talking to someone who 

disagreed with what I was saying, and he simply said, “Takfir! I takfir you,” which was 

essentially his joking way of saying I no longer belonged in the conversation.  (“Takfir” is 

a practice in which one Muslim declares another to be an “unbeliever.”)  Other examples 

of this involve giving directions, which is ironic, since someone presumably asks for 

directions because he/she is unfamiliar with the area: 

Analyst A: Can you tell me where your office is? 
Analyst B: By the Berlin Wall, under the submarine. 
 
Analyst A: Where’s that Gold’s Gym you were telling me about? 
Analyst B: I think it’s above the garage where Deep Throat talked to Woodward. 
 

These answers are delivered without a second thought, in the most natural way that only 

an seasoned insider could understand.   Once someone can converse in this way—in 

essence, once “bilingual”—the initiation has already occurred; the ability to communicate 
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indicates membership, and the internal language unifies the people who work at NCTC.  

At the same time, however, using a high concentration of IC-specific terminology can be 

used to exclude others from conversation, and it is here that we get into the use of 

jargon. 

The medical field is similar to counterterrorism work because both jobs are 

literally matters of life and death which require specialized training in a high-stress 

environment.  John Dirckx, M.D., wrote an article entitled “The Urines are Cooking: 

Perspectives on Medical Slang and Jargon,” in which he explores the functions and 

meanings of jargon in the medical community.  He defines jargon as “special, often 

secret vocabularies used by practitioners of certain trades or professions to discuss their 

activities or their equipment and its use” (2004, p. 17).  These communities develop 

“shop talk” for several reasons, one of which is “the desire for a shared, exclusive 

language as a source or symbol of solidarity, somewhat like the vestments and rites of a 

secret society or a religious sect” (2010, p. 17).  Along with this idea of language as a 

source of solidarity, Dr. Dirckx says that “a second motive for the development of trade 

jargon is the need or wish to communicate by means of a code that cannot be understood 

by outsiders” (2010, p. 17).  In the medical field, jargon may be used to speed up 

communication by shortening words or phrases, such as “met” for “metastasis.”  It may 

also be used to euphemize an unpleasant situation, such as saying that a patient with 

advanced dementia is simply “confused.”  Jargon is also used patronizingly or 

pejoratively, and in this case certain words can be used to describe a patient within 

earshot, with the patient none the wiser for its meaning, as when referring to a “gomer,” 

a patient who is hypochondriacal or otherwise difficult.   

Certainly the use of specialized language in the Intelligence Community can be 

considered jargon.  I have already discussed the ways in which this IC’s unique language 
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is not likely to be understood by outsiders, and in chapter 3 I explore the ways in which 

the CIA in particular is a special kind of secret society—a “greedy institution” which 

engenders great loyalty and solidarity.  Here I wish to suggest that the use of jargon is 

not merely a unifying force among the members of the ingroup; it can also be a 

mechanism for displaying one’s superior facility with the language, and to purposely 

exclude insiders who may not understand it.  During my first few weeks, for example, 

someone would ask me to “drill down” (gain a better understanding) on a certain topic, 

to research a subject to see how it fit in with my group’s “optic” (viewpoint), or to “bird-

dog” (keep an eye on) a particular person in the cable traffic.  At a meeting, the main 

speaker would invite people to “ping” (instant message) him or to discuss material 

“offline” (outside of the official discussion).  At lunch, a co-worker would tell me she 

liked Dunkin’ Donuts coffee “vice” (instead of) Starbucks, and later on an invitation to a 

happy hour would say that the details for the time and place of the celebration would be 

sent “septel” (separately).  Occasionally, someone would use a lot of jargon and 

acronyms together in one sentence, pause, and then say, “Oh, that’s right.  You probably 

don’t know what that means yet.”  Sometimes this was done kindly, but other times I got 

the impression this was meant as a passive-aggressive reminder of my low (and, by 

comparison, the speaker’s high) status.  Thus, jargon can be used within the IC to display 

dominance over one’s co-workers, and almost to dare them to admit they do not know 

the meaning of what the speaker has said.  In this sense, the use of jargon can contribute 

to the sense of uncertainty for analysts who are less familiar with it, while it is an 

effective strategy to cope with the difficulties of the job for those with great facility with 

the language.  Therefore, I argue that bureaucratic jargon is also used to perform 

boundary work within the organization—not just between the organization’s insiders and 

outsiders.   
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Emotion Work in the Intelligence Community 

 The final coping strategy I will discuss is the use of emotion work in navigating 

the uncertainty of counterterrorism work.  As coined by Arlie Hochschild in The 

Managed Heart, the term “emotion work” or “emotional labor” is defined as “the 

management of feeling to create a publicly observable facial and bodily display” (1983, p. 

7).  Hochschild’s work mainly examines service sector jobs in which “the emotional style 

of offering the service is part of the service itself” (1983, p. 5); she studied flight 

attendants specifically, but it is easy to see how retail workers, nurses, waitresses, and 

bank tellers are all expected to “induce or suppress feeling in order to sustain the 

outward countenance that produces the proper state of mind in others” (1983, p. 7).  For 

these types of jobs, emotional labor is a two-step process.  First, the worker must 

suppressing any “real” feelings of anger she may feel toward a belligerent or rude 

customer, for example; second, she must then conjure a smile and thank the customer 

with a pleasant and friendly demeanor despite the rude behavior.   

 I suggest that emotion work is present in the Intelligence Community, even 

though the secretive, hidden-from-view analyst in some ways could not be more different 

from the bubbly flight attendant or the caring nurse.  In service jobs, workers interact 

directly with the consumers of that service: the flight attendant smiles directly at the 

passenger as she delivers a beverage.  In the Intelligence Community, however, the 

analysts interact with the consumers of their intelligence products far less frequently.  In 

fact, it is not uncommon for an analyst to labor over a paper, only to have no knowledge 

of its impact or whether it was even read by any consumers.  One analyst described it to 

me this way: 

There’s a distance between us and the policymakers and even the NCS; am I 
making an impact?  If it is, you kind of have a right to know, it would be nice to 
know.  Otherwise it’s a black hole of intelligence.  It’s like, I spent six months on 
this paper—what happened to it?    
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At the same time, analysts may be called upon to give briefings on a particular topic on 

which they are considered “subject matter experts.”  It is in these interactions, as well as 

the day-to-day interactions with colleagues, that the emotion work of an analyst takes 

place.  I suggest, however, that emotion work in the Intelligence Community involves 

only the first step of the two-step process described above.  Intelligence analysis is highly 

stressful and chaotic, as demonstrated earlier; it also requires analysts to deal with 

countless types of upsetting knowledge and disturbing images.  This is where the first 

step of emotion work occurs: analysts are expected to suppress their emotive reactions to 

stress, anxiety, fear, and uncertainty.  But instead of inducing an opposing emotive state, 

analysts’ emotion work seems to rest solely with the suppression.  Rather than replacing 

their “real” emotions with the “proper” emotions, they are expected to develop 

unemotional and almost mechanical personas, essentially turning off their emotions 

altogether.  They must take upsetting experiences in stride; they must hear about terrible 

events without batting an eye; and they must develop the ability to let the chaotic and 

unusually stressful quality of daily life slide off their backs.  These notions are illustrated 

by the fact that two of the highest compliments an analyst can be paid is to be called a 

“machine” or “made of Teflon” by a fellow analyst.  My colleagues also frequently used 

machine imagery to communicate the idea that their work was urgent or important; I 

heard analysts say they were “crashing” or “cranking” on a paper, for example.  Analysts 

must therefore develop what might be called a clinical detachment to the work of 

counterterrorism. 

 Part of this type of emotion work is managed by the institution, in this case the 

CIA and NCTC.  Hochschild addresses this role of the institution; she says, “as a farmer 

puts blinders on his workhorse to guide its vision forward, institutions manage how we 

feel” (1983, p. 49).  In medical schools, for example, the institution can “prearrange what 
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is available to the worker’s view” (1983, p. 49) in order to manage the emotions of 

medical students.  When doing an autopsy, the medical school will cover the face, 

genitals, and hands of the body to depersonalize it; the instructor will use deft 

maneuvers to complete the procedures quickly and cleanly; and the body itself is 

removed as quickly as possible so that only organs remain to be examined.  This keeps 

the students from feeling and showing extreme reactions that might otherwise occur 

when seeing a human body cut and disassembled, and instead teaches them to display 

the clinical interest of a doctor (Hochschild, 1983, p. 49-50). 

 In the Intelligence Community, the institutional process for bringing new 

members aboard is a useful tool for weeding out applicants who may be unable to handle 

the stresses of the job and perform the necessary emotion work.  If the applicant cannot 

endure the harrowing polygraph exam in a level-headed manner, as discussed in chapter 

3, he or she is not likely to fare well in the job itself.  Even getting suited up for the 

polygraph is a thoroughly nerve-wracking experience; Lindsay Moran, the former NCS 

officer, describes the process in her book, Blowing My Cover: My Life as a CIA Spy: 

Like the other polygraphers, Kathy seemed incapable of managing so much as a 
smile.  Wordlessly, she led me to a small windowless room and seated me in a 
BarcaLounger, stationed in front of a desk.  Behind the desk was a swivel chair, 
and a computer whose screen I couldn’t see. 
  
She handed me a waiver stating that if, during my polygraph, I revealed having 
committed any serious crimes (such as murder, rape, or any federal offenses), the 
CIA was required by law to turn that information over to the Department of 
Justice or the FBI… 
 
Kathy had strapped coils around my chest and waist, a blood-pressure gauge 
around my arm, and nodes around two fingers on each hand. … One thing I 
would come to realize for the first time that morning, and on several occasions 
later in my career: The prospect of taking a lie-detector test is a surefire cure for 
constipation.  (2005, p. 15-16) 
 

The CIA surely builds observation periods into the polygraph as well to see how the 

applicant is coping.  In my case, for example, the examiner left me alone in the room 
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several times to “consult with supervisors” about my answers.  These periods of isolation 

were sometimes 20-30 minutes apiece, and while I never saw a camera, I am certain that 

I was being watched to see how I reacted to the upsetting line of questioning.  Moran had 

this sense during her polygraph as well:  

Meanwhile, I glanced around the room, wondering where the hidden camera 
must be; we had heard that all of the rooms were equipped with a discreet video-
surveillance apparatus so that the testers could observe your behavior while they 
were out of the room. (2005, p. 19) 
 
The psychological testing is also an effective tool to ensure that only the most 

level-headed people are hired.  The applicant must answer hundreds of bizarrely-worded 

true-or-false questions, such as “I would rather be a florist than a firefighter” and “I 

rarely like to torture small animals” (Moran, 2005, p. 12).  After my exam, I was required 

to speak to a psychiatrist who told me that one of my answers was “troubling.”  I had 

answered “true” to a question that said something like, “If I could go back and start all 

over, I wish I could have been born in the opposite gender.”  I suppose the question was 

designed to detect Gender Identity Disorder, but I nevertheless had to spend at least an 

hour explaining to the (male) psychiatrist the disadvantages women face as the lower-

status group in the gender hierarchy, and that I wouldn’t mind having more power, 

status, and wealth on average if I had it to do over again.  The psychiatrist was rather 

patronizing about it, but my answers did not stop me from being hired.  In any case, 

these two facets of the onboarding process are important for several reasons.  Both of 

these tools serve to get the skeletons out of the closet for a prospective employee so that 

he or she cannot be blackmailed by a foreign government.  But from an emotion work 

perspective, they are also part of the institution’s role in ensuring that only the coolest, 

most level-headed people make it to the inside. 

Once hired, the institution also has ways of channeling the employees’ focus so 

that they are constantly on high alert and in crisis mode.  Not surprisingly, the most 
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significant event in most counterterrorism analysts’ lives was September 11, 2001; both 

NCTC and CIA place visual reminders of that day all around the premises so that the 

awful day always feels recent.  As Cameron, quoted earlier in the chapter, said, “Every 

day is a reminder of those crazy times.”  At CIA’s Counterterrorism Center, for example, 

there is a sign over the entrance that says, “Today is September 12, 2001.”  When an 

employee walks into NCTC’s lobby, he must look at a glass case containing pieces of 

rubble and twisted steel from the World Trade Center.  CIA’s hallways contain similar 

items, such as bin Ladin’s guns and other artifacts.  The idea is to keep the mission at the 

front of the mind, but from an emotion work perspective it also serves to encourage 

employees to be in “machine” mode all the time.   

The institution therefore plays a role in managing the emotions of its workers, 

but the analysts themselves also reinforce this emotion work through their interactions 

with each other.  “Turning off” the emotions and remaining stoic, logic, and “machine-

like” is encouraged.  Sometimes the analysts jokingly refer to themselves and each other 

disparagingly as “drones” or “androids,” but these jokes actually underscore the point 

that these qualities are prized.  I was always surprised by the nonchalance with which my 

colleagues were able to wave off threatening situations, as these two excerpts from my 

field notes illustrate: 

Yesterday I went to Africa Day at Bolling Air Force Base.  It was basically boring, 
but around 10:30am there was an announcement that there was a suspected 
CBRN [chemical, biological, radioactive, or nuclear] device on the base and we 
were on lockdown.  Later they were like, “It’s a HAZMAT [hazardous materials] 
situation and no one is permitted to enter or leave.”  I was kind of freaked out.  
But [my colleague] Sophie said, “Don’t worry, the last thing the military wants on 
its hands is 250 dead bodies.  They will protect us!”  I was like, that’s just great.  It 
turned out to be an anthrax scare.  When stuff like that happens I realize all over 
again how weird this world is.  This stuff doesn’t happen at home.  When I got 
back to the office today, everyone was like, “I heard you had a good time at 
Bolling yesterday!”  They just made a big joke out of it like it was no big deal, I 
think to convince me that it was no big deal.  (Field notes) 
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Today I went out to lunch with some of the REM girls.  On the way back we were 
stopped at the light where you turn into NCTC, and Rose had left about two car 
lengths between us and the car in front.  I asked her why she didn’t pull up, and 
she looked at me like I was crazy and said, “In case someone starts shooting.”  Of 
course.  Who doesn’t think about getting shot at 24/7?  (Field notes) 

 
The second example is a rather routine precaution people take in response to the 1993 

shooting in which Aimal Qazi killed two employees and wounded three others who were 

waiting at the traffic light to turn into CIA Headquarters.  This normalization of risk is 

part of the emotion work of the analyst.  Most people would not flourish under such 

circumstances, but the analysts take it in stride.  More than that, they help each other 

take it in stride. 

 Analysts also use language to perform emotion work.  Specifically, I found that 

my colleagues frequently used language to create emotional distance both from terrorist 

targets and from fellow analysts—in Hasler’s (2010) terms, to turn off the “squishy” parts 

of the brain.  In the case of terrorist targets, analysts used language to take away the 

adversary’s power and to dehumanize the target.  The following three examples from my 

field notes are sentences I heard in the normal course of events, using rhyme to 

euphemize certain jobs: 

You track ‘em, we whack ‘em. 

Give that guy a warhead to the forehead. 

We’re gonna work until he’s got flies on the eyes. 

The word “kill” is seldom used to describe terrorist targeting; euphemisms abound 

instead, such as “neutralize,” “take out,” “counter,” “silence,” “smoke,” and the list goes 

on.   

 The discovery that counterterrorism analysts are particularly logical and level-

headed is itself not necessarily surprising.  Analysis is a product of logical thinking, and 

so it is not unusual that this profession would attract people who already have a logical 
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disposition.  The CIA and its counterparts must be objective, a word which means 

“expressing or dealing with facts or conditions as perceived without distortion by 

personal feelings, prejudices, or interpretations” (www.m-w.com, my emphasis).  The 

job is to report the facts as the analyst sees them to the policymakers; the job is not to 

influence or suggest policy, and the job is not supposed to change depending on which 

political party occupies the White House.  Indeed, Intelligence Community employees 

are not even permitted to display their own political leanings in the workplace; through 

legislation known as the Hatch Act, employees are forbidden from donating to a partisan 

political campaign, running for office, or even wearing political buttons.  An employee 

theoretically cannot even drive a car onto the compound if it bears a partisan political 

bumper sticker.  From all angles, analysts must be impartial, logical, and unemotional to 

the point where their very personalities are suppressed.  What is interesting here are the 

ways in which the institution encourages the suppression of emotion as well as the ways 

in which that suppression is reinforced through social interaction.  

Theoretical Discussion  
 

The main idea of this chapter is that counterterrorism analysts at NCTC are 

profoundly overwhelmed by various features of the organization, especially the quality 

and quantity of information and the technology systems.  I discuss several strategies the 

analysts employ to cope with this sense of being overwhelmed, but in this section I aim 

to conceptualize the deeper dilemmas underlying these specific organizational features 

and to suggest a possible solution. 

 One of the main paradoxes I see in my data is that there is at once both too much 

information (in the form of endless cable traffic and emails) and yet not enough access to 

the right kinds of information.  Part of the latter problem is the so-called “stove-piping” 

of information and databases, which effectively isolates an agency’s databases from the 
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others.  As one CIA analyst told me, “there’s no end to the number of databases one 

would have to go through” to get the information he is seeking.  The stove-piping 

problem has been acknowledged at least since 1996, and all accounts seem to indicate 

that rational efforts to alleviate the problem have only made things worse, especially 

after 9/11. 

 The comment referring to the unending databases suggests that the number of 

databases keeps expanding in response to a greater volume of information, so that more 

information actually means more stove-piping.  This creates a cycle in which the greater 

volume of information calls for even more segmentation and classification into 

manageable chunks that people can understand and computers can process.  The 

problem of volume is exacerbated by the defensive responses to 9/11 in which people 

began to send more and more information to each other out of “mortal terror” of missing 

something rather than sifting through it on their own.  As a manager once told me, “You 

might as well just send it to be safe.  People can always hit delete.”  And of course, the 

issue of volume is intensified when more and more people are hired to work in the IC, as 

with the post-9/11 hiring surge. 

A second and related component of the access problem is the analysts’ perception 

that getting access to databases or other programs takes much longer than seems 

reasonable.  From the perspective of the people who manage data, however, more 

information means that the problem of indexing and sorting the material becomes more 

complicated and time-consuming because they have to manage more information and 

grant more accesses to more people.  Thus the dilemma: the processes that lead to stove-

piping are not irrational, because information needs to be sorted and indexed, but these 

logical attempts to organize information actually make the problem worse for the 

analysts because their accesses seem delayed.  The advent of NCTC has created even 
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more bureaucracy with more personnel and greater specialization; therefore, the 

creation of the organization that was meant to enhance information sharing may actually 

have the opposite effect—the efforts to correct the problems have actually made them 

worse.  One of the analysts I interviewed hinted at this when she said that “NCTC is there 

for interagency cooperation because we have people from all over sitting there, but the 

reality is that it’s kind of just another stovepipe.” 

 A third part of the problem is the incompatibility of the technology systems.  The 

discussion above suggests that stove-piping information in many databases is a naïve 

consequence, even an accidental outcome, of the rational attempt to organize and index 

a massive amount of information.  But there is an additional element at work here, 

because incompatibility is not merely accidental: the information systems in the 

Intelligence Community were actively designed to be impenetrable, as noted in 

Cameron’s analogy of the railroad gauge differences between Russia and Europe.  As he 

says, the government has spent millions of dollars to ensure that its classified 

information systems are secure, and then everyone wonders why it isn’t possible to 

integrate the systems just by flipping a switch.  No one is arguing that security 

precautions against the outside world are superfluous, but these precautions have 

consequences for those on the inside as well.  The more time and energy that is spent on 

protecting our databases from our adversaries, the more time and energy legitimate 

users have to spend keeping up with access codes and security procedures.  Laura, a 34-

year-old CIA analyst who also spent time at DIA, told me that the effort she expends 

trying to maintain her accesses to the various systems was a huge barrier to her ability to 

get her job done day-to-day: 

Computer network inconsistency [is a barrier to performing my job duties].  It’s 
annoying to have to push a button to switch from system to system.  I mean how 
many passwords do I have in my brain?  And they want us to use [many other 
systems in addition]… I need a password just to look at my training log.  And 
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some of those passwords have to be changed every 30 days!  I’m running out of 
words.  And with the amount of technology we have, particularly at NSA, why I 
have to push buttons to switch systems is beyond me.  Sync the passwords so that 
you just log in once and log in to everything.  Then you just click on the box or 
whatever. 
 

Again, rational efforts to create one outcome (keeping unauthorized people out) have 

unintended negative effects on the analysts. 

 Of course, no one analyst can really change any of this.  The problems are bigger 

than the individual, and the average analyst does not have much power or control over 

the work environment.  Perhaps this is one reason why the analysts employ the coping 

mechanisms described earlier.  Competence in the specific knowledge and skills required 

in the Intelligence Community, such as correctness, logic, and level-headedness—what 

might be termed “intelligence capital”—is one way to navigate the Byzantine bureaucracy 

and claim some control and status when interacting with others.   

At the level of the organization, however, there is one clear idea that would 

address many of the issues raised in this chapter: reducing the size of the Intelligence 

Community.  It is the most drastic solution I offer in this dissertation, and one which I 

explore in much greater detail in the concluding chapter, but one that is worth 

considering and mentioning here.  One possible consequence of this idea to reduce the 

size of the IC is that having fewer people in the system could help to streamline the 

bureaucracy and reduce the number of emails and documents that make the analysts feel 

overwhelmed with information.  The creation of NCTC and its one-to-two-year rotation 

system has meant a lot more personnel movement among the IC agencies (and a lot 

more personnel in general), and the analysts I worked with felt that the bureaucratic red 

tape they faced in coming to NCTC was actually enough to discourage moving around in 

the first place—a clear impediment to the goals of NCTC.  Claudia, a 39-year-old CIA 
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veteran, explained why she thought reducing the size of the IC would address the 

problem of volume: 

Bridget: What do you think would treat the underlying cause [of the 
unmanageable volume of information]?   
Claudia (CIA): I don’t know for sure, but something that’s worth considering is 
completely counterintuitive, which is to make the CT community smaller, not 
larger.  I think there are far more people at CIA HQ now than when we defeated 
the Soviet Union in the Cold War.  What the hell?   
Bridget: Huh.  It does seem like often the USG solution is more, not less.  More 
money, more people. 
Claudia: Right.  And I understand the reasoning.  But there’s a universal joke, a 
friend of mine who works for the Department of Energy goes all around the world 
to secure nuclear facilities, all these different cultures, all these different 
languages.  And she provides American technology and security to secure these 
nuclear sites.  She says the universal joke is, when she comes across someone 
she’s never met before, you look at them with a smile and say “I’m from the 
government, I’m here to help.”  [laughing]  

 
Claudia suggests that having more people in the IC now than at the end of the Cold War 

is somewhat ridiculous with the comment “What the hell?” and the wry joke at the end of 

the comment suggests that often, more government doesn’t really help. 

 This is an easy suggestion to talk about in the abstract, but a much more difficult 

one to consider in reality since reducing the size of the IC would create an enormous 

upheaval and inevitably cause people to lose their jobs.  At the same time, it is a logical 

possible solution to the problem of too much information, too much stove-piping, and 

too many people.  Many of the analysts I worked with felt strongly about it, so this idea 

comprises an important part of the recommendations I offer later.  For now, though, it is 

important to conclude the chapter with a verdict on whether the patterns described in 

this chapter ultimately help information sharing and collaboration.  Based on the 

evidence, the answer seems to be a resounding no.  Although the consequences of the 

volume of information, the stove-piping, and the incompatibility of the technology 

systems may not purposefully antagonize the analysts, it is clear that they feel frustrated 

both by the incredible amount of information they must wade through and the 



54 

 
 
 

information they feel they are missing.  In some ways, the bizarre uses of language and 

the reliance on emotion management may help the analysts to cope with their 

surroundings and feel like insiders to the Intelligence Community, but I have also shown 

the ways in which these strategies can also be used to perform boundary work within the 

organization and enable the analysts to claim status advantages at the expense of sharing 

and collaboration.  The next chapter explores the role of status among the intelligence 

agencies and the role of the acculturation process in creating and reproducing the status 

hierarchy in the Intelligence Community. 
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Figure 1. Entrance to NCTC 
(Retrieved from http://www.fbi.gov/about-us/nsb/nctc020309) 
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Figure 2.  NCTC’s Operations Center 
(retrieved from http://www.fbi.gov/about-us/nsb/nctc020309) 
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Chapter 3: Acculturation, Status, and Collaboration at CIA and NCTC 

CIA as a “Greedy Institution” 

 The CIA certainly embodies the greedy institution.  Lewis Coser coined the term 

and states that greedy institutions “seek exclusive and undivided loyalty…  they attempt 

to reduce the claims of competing roles… and erect strong boundaries between insiders 

and outsiders so as to hold the insider in close bonds to the community to which he owes 

total loyalty” (1974, p. 4-5).  CIA draws that boundary with the very first communication 

it has with prospective employees and reinforces the line each step of the way before an 

applicant ever walks through the front door of the Headquarters building.  Before the 

Agency even makes an offer of employment, the processing paperwork states: “Be 

discreet about your employment processing.  Do not discuss information about your 

processing or prospects for employment with individuals beyond immediate family.”  

The acceptance letter begins with the usual congratulations and instructions, followed 

by: “It is important that you limit the number of people you tell about your new 

employer.  During the ACCESS [orientation] class you will receive a briefing on what you 

may tell friends, apartment managers, mortgage companies, and others.”  Even before 

the prospective employee gets the job, the CIA begins to separate the employee from all 

non-CIA personnel. 

 The background and clearance processing procedures are extreme—perhaps not 

too extreme for this type of job, but certainly extreme compared to hoops through which 

most other employers expect employees to jump.  Before he even really knows what the 

job is going to be, the prospective employee must open not only his own life to the CIA, 

but also the lives of his family, friends, and anyone he has ever chosen to or been 

assigned to live with, especially foreign nationals.  He must submit to days of physical 

and psychological testing, including a harrowing polygraph examination, during which 
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the examiner makes accusations of crimes unthinkable to the applicant—in my case, over 

the course of eight hours, I was accused of hiding contacts in the Irish Republican Army 

and of abusing drugs, among other things. 

No matter how squeaky-clean the background, this experience leaves the 

applicant shaken at best, not to mention utterly convinced that there is no chance of 

passing all of the requirements.  When the Conditional Offer of Employment arrives in 

the mail, then, the surprise is genuine, and, in perhaps a classic example of cognitive 

dissonance, there is a flood of emotion including honor, bewilderment, gratitude, 

patriotism, and an overwhelming sense of belonging to what they call “the Company.”  

All of this happens without ever really getting any information from the Agency itself: the 

nature of the job is unclear; contact people only ever give their first names; and caller ID 

does not reveal Agency phone numbers, so the applicant must remain passive and 

beholden to the Agency’s schedule, ready to jump when the Agency says to jump.  The 

prospective employee simply must take everything on faith.  This is an excellent way for 

the CIA to engender loyalty: the Agency features a self-selecting group of patriotic 

volunteers, and everything is freely given up front with no guarantees, both of which 

create a bond with the organization before the first day.  In the language of the greedy 

institution, Coser puts it this way: 

Nor are greedy institutions typically marked by external coercion.  On the 
contrary, they tend to rely on voluntary compliance and to evolve means of 
activating loyalty and commitment.  The monk or the bolshevik, the Jesuit or the 
sectarian have chosen a way of life in which they engage themselves totally even 
though they may be subject to rigid social controls… Greedy institutions aim at 
maximizing assent to their styles of life by appearing highly desirable to the 
participants.  (1974, p. 6) 
 

The ways in which the Agency appears “highly desirable to the participants” hardly need 

elucidation here; for most people there is some combination of a sense of patriotism or 
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civic duty mixed with Hollywood’s imagery, which, though inaccurate, is essentially the 

only imagery available to the applicant before the Agency makes an offer.   

 At this point, the loyalty created by CIA is already head and shoulders above the 

rest of the Intelligence Community’s agencies.  Each agency is different in terms of the 

rigor of the clearance process: some agencies do not require a polygraph, for instance, or 

require a less severe form of it.  There is certainly a sense of pride or camaraderie—some 

might call it smugness—that comes with having survived the most difficult onboarding 

process in the Intelligence Community. 

 When I started at CIA, I was placed into a four-day orientation program known 

as ACCESS.  The stated purpose (and one actual purpose) of the program is of course to 

introduce new employees to the ways of the Agency, which are no doubt different from 

what they are used to on the “outside.”  New “EODs,” as they are called (as in Entrance 

On Duty), learn how to classify documents, how to operate the technology systems, how 

to navigate the often Byzantine bureaucracy, etc.  But these four days also serve as an 

intense bonding experience coupled with a series of symbolic separations between the 

outside world and the new CIA world of which the new EOD is now a part.   

 The idea of the greedy institution might echo Goffman’s (1961) idea of the total 

institution, but it is important to note that there is a clear distinction between the two 

concepts.  From Coser: 

There are evident overlaps between “total” and “greedy” institutions, yet these 
terms denote basically different social phenomena.  Goffman focuses on physical 
arrangements separating the “inmate” from the outside world, while I shall show 
that greedy institutions, though they may in some cases utilize the device of 
physical isolation, tend to rely mainly on non-physical mechanisms to separate 
the insider from the outsider and to erect symbolic boundaries between them.   
The celibate servants of the Church or the Court Jew serving a German prince 
with his whole person are not physically separated from the rest of the population 
with which they are, on the contrary, engaged in continuous social intercourse.  
They are nevertheless socially distant from the ordinary run of citizens because of 
the nature of their statuses and prerogatives.  (1974, pp. 5-6) 
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Thus, the loyalty and separation engendered by the greedy institution is, for the most 

part, psychological rather than physical (although CIA analysts certainly spend their fair 

share of overtime physically at the office).  For lack of a better way of putting it, the CIA 

gets into its employees’ heads.  The CIA does not leave the mind once the employee 

leaves the CIA at the end of the day, as illustrated in the grocery store example below.  

The Agency way of seeing the world colors all relationships and even mundane 

interactions in the “real” world.  Of course, it is also true that the CIA certainly employs 

the instruments of physical separation (Goffman, 1961): the Headquarters compound is 

heavily guarded by armed officers and other security features such as barbed wire and 

impenetrable doors, although these are ostensibly to keep unauthorized personnel out, 

not necessarily to keep the “inmates” inside.   

Because of the work with classified sources and methods, the work at the Agency 

is not the type that employees can physically take home.  Therefore, the Agency’s grip on 

external relationships and interactions outside the office must be mental.  Lindsay 

Moran, a former case officer who wrote a best-selling memoir entitled Blowing My 

Cover: My Life as a CIA Spy, said early in her training that “every Agency officer, I 

would come to realize, carries home his job in the form of unparalleled stress and near-

constant anxiety” (Moran, 2005, p. 37).  One analyst told me the following story about a 

routine trip to the grocery store that was turned on its head just days into her 

employment, illustrating the way in which the CIA psychologically infiltrates even 

mundane circumstances: 

I actually saw someone I knew to be under cover at a Safeway [grocery store] 
once, and had to pretend I didn’t know them or recognize them because we 
hadn’t figured out a cover story ahead of time for how we knew each other.  You 
constantly have to be in that mode.  Being a brand new EOD, I wasn’t sure I’d 
pulled off the necessary face work and became obsessed with trying to determine 
if other people in the store had noticed that I had recognized this person, and 
then I became conscious of trying not to stare at them.  I was instantly suspicious 
of everyone.  They [the CIA] have you thinking enemies are everywhere.  It went 
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on and on in a loop in my head.  One minute I was thinking about what I’d like to 
have for dinner, and the next minute I’m in a James Bond movie in my head—but 
not in the fun Hollywood way, in the terrified, did-I-blow-his-cover kind of way. 
 

Friendships and Marriage: CIA Endogamy 

 The CIA has valid reasons for placing restrictions on the types of people with 

which its employees can associate, particularly spouses.  Any unvetted person is simply a 

security risk, so all potential spouses—including American citizens—must undergo a 

background check similar to that for prospective employees before a marriage can take 

place, even if the spouse never expresses an interest in working for the CIA.  The process 

is even more difficult for employees under cover.  Officially, the CIA does not place many 

restrictions on friendships unless the friend is a foreign national.  Unofficially, however, 

the stress, pace, and secrecy of the workplace continue to intensify the line between 

“insiders” and “outsiders.”  In the language of greedy institutions, Coser puts it this way: 

Greedy institutions are characterized by the fact that they exercise pressures on 
component individuals to weaken their ties, or not to form any ties, with other 
institutions or persons that might make claims that conflict with their own 
demands. … 

  
Members of greedy institutions must be so fully and totally committed to them 
that they become unavailable for alternative lines of action.  … Greedy 
institutions are always exclusive. (1974, p. 6-8)  
 

 As I said before, the CIA gets in one’s head.  Especially in American culture, 

where it is common to ask about a person’s occupation within minutes of meeting, 

interactions with outsiders instantly become awkward.  These conversations are perhaps 

trickier for overt employees because covert employees can simply provide their cover 

stories.  Overt employees, on the other hand, must always navigate the tension between 

not wanting to say much of anything and yet having to tell the truth, since overt 

employees are not permitted to lie about their jobs.  The following excerpts from my field 

notes and interviews illustrate this: 
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Jane,2 a CIA analyst at NCTC: I always get so uncomfortable when I meet a 
new person, in a bar or whatever, and they ask me what I do.  That is, like, the 
only time I wish I were under cover, so I could just give the cover story!  But it’s 
like, you have to say something or else it’s even more awkward.  So I’ve just 
learned to say “I work for the government” and try to make it sound as boring as 
possible.  Outside of DC that works pretty well, because no one really cares, but in 
DC a lot of people work for the government so they’ll ask where and stuff.  I 
usually just change the topic to my dog or something, or better yet, back to them, 
because other people love talking about themselves. 
 
Tonight I went to a party at Nancy’s house.  There were a lot of people from work 
there, so I mostly stood around talking to them.  It’s easier that way.  But what 
was interesting is that we talked for awhile about this person who was at the 
party, who came with John [a CIA person], but John didn’t tell her that he was 
bringing her to a CIA party.  The people I was standing with talked for awhile 
about how unfair they thought that was to the friend, to bring her into a CIA 
party without warning.  I asked why, and they said it was because this was the 
only party in town where no one talks about work.  It would just be awkward for 
her, not only because everyone else has this one thing in common, but because 
she would no doubt try to be friendly by asking someone about their work and 
there would be an uncomfortable silence.  (from field notes) 

 
This last comment underscores not only the difficulties CIA employees face when 

engaging even in small talk, but also the insider/outsider divide that characterizes greedy 

institutions.  Susan Hasler’s book, Intelligence: A Novel of the CIA, although technically 

fiction, is the single most accurate depiction of CIA’s DI culture I have ever read.  I quote 

an excerpt here from the perspective of the character “Doc” to show how a life in the CIA 

complicates the ability to make ties of any kind with non-CIA personnel: 

My little friend Maddie should get out of the Mines [the CIA] before she becomes 
like me: disgruntled and sour.  But leaving the Mines is easier said than done.  
The place exerts a stranglehold on people like us.  It has warped our outlook and 
minds until we don’t fit anywhere else.  We’re wearied by the endless sparring of 
intellects and overwhelmed by the flow of information, but we couldn’t live 
without it. 
 
What would I do without the Mines? I have few acquaintances above ground.  
Somehow I’ve never been able to get close to anyone who didn’t possess a Top 
Secret White Damp (TSWD) clearance… When talking to Uncleared Personnel 
(UP), I always suffer that moment of hesitation.  I try not to let them know where 
I work, but I’m not allowed to make up a cover story, because I’m not officially 
under cover.  How does one make small talk or any talk inside the Beltway if one 
can’t talk about one’s job?  Neither can I talk about the things that absorb my 

                                                 
2 All names have been changed. 
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interest—politics and international affairs—because my opinions are informed by 
classified information.  The Mines claims that part of my brain.  So in social 
settings, I end up nodding, bobbing my head until I have nearly shaken my brains 
loose, smiling blankly, waiting for the earliest possible moment to make my 
escape.  (Hasler, 2010, p. 19) 
 

To underscore the point, I frequently heard references to the Agency as the “CIA mafia,” 

“the mob,” the “mothership” (Headquarters), and the “Borg” (a reference to the fictional 

Star Trek species that forces other species to assimilate to a collective “hive mind,” and 

against whom “resistance is futile”).  These terms are usually used in jest, but are only 

funny because there is some truth behind them. 

All of this illustrates well the ways in which the Agency is a “greedy institution.”  

But if it is so hard just to maintain friendships or strike up a conversation at a cocktail 

party, how much harder is it to maintain a marriage with someone outside the CIA?  The 

Agency reportedly does not keep official statistics (Shapira, 2012), but the pressures to 

marry within the Agency are strong both in terms of how much more bureaucratically 

difficult it is to marry outside the Agency as well as in terms of the informal pressures to 

stay on the inside.  On my first day, for example, one of the instructors casually told us to 

look around the room for prospective mates, because we “could all do a lot worse than 

the people in here” (from field notes).     

Surely many CIA marriages are wildly successful.  The strains of secrecy, 

however, put additional pressures on marriages in which one partner is on the “inside.”  

This is probably more of an issue for operations officers who routinely live under cover 

and travel apart from their spouses—indeed, one retired officer told the Washington 

Post that the “divorce rate for the agency’s operations division was astonishingly high” 

(Shapira, 2012)—but any relationship in which one partner cannot share a huge part of 

life or honestly answer the question “How was work today?” has challenges that other 

relationships do not.  When I asked a CIA analyst whether she was planning to leave the 
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Intelligence Community anytime soon, for example, she said, “Nope.  It’s the CIA cult—

my husband is here, my bridesmaids are here, all of my friends are here—you get sucked 

into the culture.  If you leave, it’s tough to maintain that support network.  So that’s 

tough.”  Another CIA analyst told me that her work friendships are the most important 

relationships she has, because “they are trustworthy, we’ve gone through the same 

experiences.  They can relate to what I’m going through, good and bad. Really, above all 

else we all work for the IC and it’s so hard to share with people outside the IC what 

everything is really like.” 

All of this may suggest a sort of “endogamy of the caste system,” for as I discuss 

later, CIA has the highest status of the intelligence agencies and sits at the top of what 

might be considered the caste of the intelligence community.  Part of this is practical—it 

is bureaucratically much easier to marry someone who has also already been vetted from 

a security perspective—but part of it is the maintenance of this caste system, of “running 

in the right circles.”  These distinctions have been important with the relative newness of 

NCTC and the mandate that CIA must share and interact with it; the post 9/11 

restructuring of the intelligence community has thrown the old system into disarray, and 

while things are settling down, micro-level indicators of status become more important.  

I will return to this idea later in the chapter when I discuss more explicitly the 

relationship between CIA and NCTC and how this relationship plays out on a micro level. 

So far this chapter has used the basics of Coser’s notion of “greedy institutions” to 

describe the ways in which CIA is able to engender great loyalty among its employees.  

Part of this process involves the ways in which prospective employees voluntarily give so 

much of themselves both up front and throughout their careers, but much of the process 

entails the formal and informal limitations CIA places on all external relationships, 

particularly marriage.  Psychological, rather than physical, barriers keep CIA employees 
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on the “inside” even when they are not physically at work, and the passage of time 

creates a self-reinforcing cumulative effect, or what Simmel (1906) would call a habit of 

secrecy.  I now turn to the lens of a similar yet more detailed sociological framework to 

explore the notion of intense loyalty in organizations. 

Patricia and Peter Adler (1998) conducted an ethnography of a college basketball 

team to understand the dynamics of creating intense organizational loyalty.  Their 

definition of organizational loyalty is:  

a bond formed either to an organization or to some person or group within it that 
can be either individually or collectively forged.  It consists of feelings of 
attachment, of belonging, of strongly wanting to be part of something; it involves 
the readiness to contribute part of one’s self; it incorporates trust, the voluntary 
alignment of self with the group, and a willingness to follow faithfully the 
leadership or guidelines of the organization. (p. 401) 
 

This definition echoes Coser’s emphasis on the need to volunteer oneself to the 

organization for intense loyalty to occur, as well as the notion that the self and the 

organization in a way become fused.  The Adlers’ article, entitled “Intense Loyalty in 

Organizations: A Case Study of College Athletes,” is about college sports, which the 

authors say is “characterized by secrecy and an extreme sensitivity to the insider-

outsider distinction” (1998).  Of course the notion of secrecy takes on new meaning 

within an organization like the CIA; secrecy is not merely a side effect of successful 

bonding but the most important part of the job itself.  I draw on the Adlers because they 

break Coser’s notion of greedy institutions into component parts that give a greater 

understanding of the processes at work.  I take each of these components in turn.   

Domination 

 The Adlers suggest that domination by a strong leader is most effective when the 

organization “reshapes individuals, stripping away the unique aspects of their selves and 

molding them into role-enacting organizational members” (1998).  A central feature of 

successful domination is subordination, especially in hierarchical organizations with 
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centralized authority.  On the basketball team the Adlers observed, the players had “little 

recourse against [the coach’s] superior power; they had to accede to his rules or 

withdraw from the program” (1998).  This idea recalls the onboarding process for 

prospective CIA employees and the degree to which they are required to submit to the 

demands of essentially nameless and faceless people if they are to be accepted. 

 A dominant organization requires control over its members’ time and schedules 

as well as a resocialization process to strip an individual of an old identity in order to 

rebuild a new one in the image of the organization.  Goffman would of course speak of a 

degradation ceremony that often takes place in the context of a total institution, and 

Simmel adds that “the majority of men… seek the higher power which relieves them of 

responsibility; they seek a restrictive, regulatory rigor which protects them not only 

against the outside world but also against themselves” (Simmel, 1950, p. 193, emphasis 

in original). In this vein, a CIA analyst once described himself as being “addicted” to the 

Agency, as having a “weird relationship” with work because he often desired to get away 

from it but also felt that he needed it.   

Identification 

 The second quality of the organization that creates intense loyalty is an 

individual’s identification with it.  As Cooley put it:  

In so far as one identifies himself with a whole, loyalty to that whole is loyalty to 
himself… One is never more human, and as a rule never happier, than when he is 
sacrificing his narrow and merely private interest to the higher call of the 
congenial group. (1962, p. 38) 
 

During orientation, the instructors frequently told the new EODs that we were now 

“representing” the CIA at all times and that our conduct, even in casual conversation 

with friends and family, was a reflection of it.  Identification with the Agency quickly 

becomes a master status that overshadows other elements of life.  Further, the long 

hours and other kinds of unorthodox job requirements sometimes creates an 
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environment where familial activities, such as eating, drinking, and sleeping are shared 

by the work group.  Many analytic groups periodically go on “offsites,” which are two- or 

three-day secluded excursions with the stated purpose of getting away from the office 

and considering the future directions of the group.  As might be expected sociologically, 

one of the most important consequences of the offsite experience is the intense bonding 

that occurs when a group is isolated and time together is intensified.  For example, my 

group went on a three-day offsite in May of 2010 where the main non-work bonding 

activity was a cooking competition similar to the television show Iron Chef.   The group 

was divided into teams and had one hour to prepare some sort of culinary delight, which 

was judged by the owners of the retreat house.  The winners received a prize and 

bragging rights for the rest of the trip.  There were also happy hours and times set aside 

for movies and board games, which, along with sharing all three meals together, allowed 

the group to bond in a way that would have been impossible at the office.  The inability to 

discuss much of anything about these activities with outsiders strengthens the bonds, 

and although many people express reluctance to participate in the offsites, the bonding 

element is usually cited as one of the best consequences. 

Commitment 

 Third, the Adlers cite commitment as an important ingredient for the successful 

creation of organizational loyalty.  For the college basketball team, an important ritual is 

the high school senior’s public statement of intention to matriculate; this ceremony often 

includes signing papers and both literally and symbolically donning the intended team’s 

jersey.  One student told the Adlers, “When you sign, it’s almost like you’re taking an 

oath that you’re gonna follow this man, do what he tell you for four years, play on his 

team.  It feels like signing your life away” (1998).  At the CIA, new officers must literally 

swear the following oath, the same oath taken by members of Congress:  
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I do solemnly swear (or affirm) that I will support and defend the Constitution of 
the United States against all enemies, foreign and domestic; that I will bear true 
faith and allegiance to the same; that I take this obligation freely, without any 
mental reservation or purpose of evasion; and that I will well and faithfully 
discharge the duties of the office on which I am about to enter: So help me God.  
(United States Senate, n.d.) 
 

New EODs must also sign an incredible amount of paperwork that effectively limits their 

entitlement to certain rights, such as the First Amendment—a contract that holds for life, 

whether the employee leaves the Agency after one day or 30 years.  While the idea of 

sporting a jersey in public does not exactly match up with the ethos of the Agency, it is 

not uncommon for new employees to be presented with items that signify belonging in 

the group, such as an American flag or a pin bearing the CIA logo. 

Integration 

 Fourth on the Adlers’ list is the idea of integration.  They see this as a collection of 

dissimilar people who gel to form a group capable of working well together and 

overcoming those dissimilarities through the process of joining the organization and 

working to meet its needs:   

[Integration is the] coalescence of discrete individuals into a cohesive unit such 
that they work well together, they feel they can count on each other, and they can 
anticipate and understand much of what the other members of the group are 
doing.  But unlike the more abstract self-identification with the whole, 
integration into a group grows out of the intimacy of face-to-face cooperation and 
from a group acting and interacting together.  (1998) 
 

ACCESS CIA, the orientation program for new employees, included a number of 

activities to help us achieve this kind of integration.  One morning, the class was divided 

into smaller groups of about eight people and we were given a “field assignment” that we 

had to complete by lunchtime.  Our quest was to visit the CIA museum on the first floor 

of the Headquarters building and examine the enormous satellite image of the Pentagon 

that was on the floor as part of an exhibit.  We were given a list of questions and we were 

supposed to infer the answers from the image: What is the time of day in the image?  Is it 
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a weekday or a weekend/holiday?  What is the season?  The list was long, and the group 

that was able to gather as much information as possible would win, we were told, “a 

hundred grand.”   

Ultimately, of course, the lesson was not about deciphering the time of day from 

the satellite image; this turned out to be a relatively simple task (the Washington 

Monument was part of the image and acted as a sun dial).  The lesson was that the 

information available in the satellite image was not sufficient to answer the most 

important questions on the list.  With no guidance, our group had to discover that the 

security officer guarding the museum was actually the treasure trove of information we 

were seeking.  We had to discern not only the correct source of information, but also how 

to get that information without tipping off the other groups about our advantage, since 

all of the groups were hovering around the same area.  We also had to determine whether 

we actually had an advantage at all—after all, the security officer could have had bad 

information or could have been trying to mislead us purposefully.   

This was an excellent example of group integration because our group was forced 

to coalesce to achieve the goal, but also because our group was pitted against other 

groups in a competition.  This “unification in opposition” is part of integration, according 

to the Adlers, and Simmel adds that “discord, in fact, perhaps even more stringently than 

harmony, forces the group to ‘pull itself together’” (1950, p. 193).  The activity, which was 

one of many that week, was also an introduction into the world of the CIA and the 

knowledge that this work often does not come with explicit instructions.  (Our group did 

win the “100 Grand”—the candy bar.) 

Sponsorship is the final element of integration the Adlers discuss.  In 

organizations that create intense loyalty, sponsorship occurs when older members reach 

out to newer members to “show them the ropes.”  According to the article:  
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This kind of reaching out to newcomers who were strangers to the scene and who 
were having trouble adjusting to its often unexpected and overwhelming 
characteristics caused immediate and close-knit relationships to form.  Not only 
did players’ sponsorship generate intimacy and camaraderie, but it generated 
interpersonal loyalty. (1998) 
 

The CIA is surely an overwhelming place to work, so sponsorship is essential for new 

employees.  In CIA culture, this relationship is called mentoring, and CIA has one of the 

strongest official mentoring programs in the Intelligence Community.  Each new 

employee is assigned an official mentor, but there are plenty of opportunities to learn 

from more experienced employees about life in the CIA—including how to deal with 

relationships outside the CIA.  Many employees also rely on informal mentors, who tend 

to be more experienced employees with whom the relationship has developed more 

organically.  I myself had three or four informal mentoring relationships that grew out of 

relatively amicable, friendship-like relationships with other women in the office.  

Because they had all been in the Intelligence Community far longer than I had, many of 

our conversations resulted in their giving me advice on how to handle difficult situations 

or people over a trip to the cafeteria or the coffee shop. 

In sum, the acculturation process for new CIA employees quickly socializes them 

into a strong CIA identity from the first communication onward.  By psychologically 

shadowing employees, effectively limiting relationships with “outsiders,” and 

overwhelming other spheres of life, the CIA creates a strong in-group.  At the same time, 

the very qualities that make the CIA so strong make collaboration with other agencies 

difficult.  This irony is the subject of the second half of this chapter.  The CIA teaches its 

employees that they are the best and the brightest, and that they sit atop the Intelligence 

Community hierarchy.  It is no surprise, then, that the CIA would resist an 

organizational restructuring of this hierarchy and a mandate which requires it to 

collaborate and share information with other agencies.  In fact, all of the intelligence 
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agencies, with their own onboarding and socialization processes, may be considered 

their own in-groups.  Creating a strong in-group usually requires the designation of clear 

out-groups as well, often with accompanying negative sentiments and stereotypes, and 

these well-institutionalized notions cannot be overcome overnight.   

Status and Culture at NCTC 

Intelligence, and specifically counter-terrorism, is a small world in which people 

move frequently (every couple of years or so), so it is perhaps not all that surprising that 

several of the analysts I interviewed described the world of counter-terrorism as “a lot 

like high school” or “like one giant high-school reunion.”  The descriptions that follow 

come from the analysts themselves, both in the formal interviews and from my field 

notes.  The main agencies are CIA, FBI, NSA, DIA, and NCTC.  By “main agencies,” I 

simply mean the agencies with the greatest number of analysts at NCTC.  During my 

time at NCTC, I never to my knowledge interacted with an analyst from DEA, Treasury, 

Coast Guard, or any of the military intelligence units; this is not to say those analysts are 

not present, but merely that most of the people I interacted with were CIA, FBI, DIA, 

NSA, or ODNI/NCTC.   

Interestingly, several analysts described the agencies using clothing as a 

metaphor; I was surprised that the analysts did not necessarily describe the clothes they 

actually see each other wearing, but rather used brand names that connote a certain 

lifestyle or set of qualities.  Further, there seemed to be no association between one’s 

home agency and positive evaluation of that agency—in other words, analysts did not 

automatically say good things about their home agencies and bad things about other 

agencies.  They seemed equally likely to say positive and negative things about their own 

or other agencies. 
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CIA 

 Analysts generally described CIA as having the highest status among agencies 

and as being the best at analysis, but also as incredibly arrogant and cocky about their 

capabilities.  Burberry is the brand most often used to describe the agency, possibly 

because of that brand’s association with the trench coat and the stereotype that spies like 

to wear them, but also because of the upper-class, high-status lifestyle the Burberry 

brand conveys.  A DIA analyst conveyed this idea with a more derogatory tone by saying 

that CIA analysts are “WASPy, Harvard-educated and fluent in Yiddish or whatever.”  A 

CIA analyst bluntly noted that at CIA, “everyone thinks they have a 16-inch cock, and 

some but not all of that is deserved… I trust them more than most IC agencies, but they 

are not necessarily as nice to work with.”  Another said that the “snobby” CIA thinks 

“they are the empire of the universe.”  Someone once joked that if CIA had a perfume, it 

would smell like “Viagra and $100 bills.” 

Further, many people said that CIA analysts tend to be cutthroat, passive-

aggressive,  “back-stabby,” and out for themselves: “they’re go-getters, but can be mean.  

They’d give up their first-born for certain opportunities.”  The Agency was also described 

as being “cat-like,” sly, driven, highly competent, intimidating, aggressive, paranoid, and 

“really good at their jobs, but to a fault of narrow-mindedness.”  The general consensus 

was that CIA truly is the “best” agency and is the most respected when it comes to 

intelligence, but that their knowledge of their superiority is a turn-off, especially to 

analysts from other agencies. 

NSA 

 The National Security Agency probably has the second-highest status among the 

major intelligence agencies; it is highly respected but also something of an enigma to 

analysts from other agencies.  A CIA analyst used the Sharper Image brand to describe 
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NSA, probably because of its technical capabilities, while another analyst simply said, 

“Hawaiian shirts and sandals.” NSA was said to be impressive, “military-esque in the 

sense of making shit happen,” brilliant, mysterious, very innovative in thinking and 

problem-solving, helpful, and cooperative. 

 On the other hand, NSA was also described as having the poorest social skills of 

the intelligence agencies and was described as being “idiot-savants” when comparing 

their social aptitude to their work capabilities.  A common joke to describe NSA analysts 

is that the extroverts there stare at other people’s shoes.  They were characterized as 

nerdy, geeky, distant, numbers-focused, more paranoid than the CIA, myopic, and 

generally shrouded in mystery.  One Office of the Director of National Intelligence 

(ODNI) analyst summed it up by saying, “[NSA] is like the Hotel California-- people go 

there and they never leave.  Sometimes they do but you don’t know why.” 

FBI 

 FBI has relatively low status among intelligence agencies, perhaps because the 

FBI itself gives low status to its intelligence analysts as compared with its Agents.  A 

common saying is that at the FBI, “if you’re not an Agent, you’re furniture”; one analyst 

described this analyst-Agent relationship as a form of “apartheid” within the Bureau.  

The brand name London Fog was used to describe the FBI, but many analysts talked 

about a standard “dark suit, white shirt” with “tight haircuts” when thinking of the FBI.  

Whereas the CIA was compared to cats, the FBI were dogs; some of the Intelligence 

Community’s literature about interagency cooperation literally uses cat and dog graphics 

to symbolize the differentiation between the two cultures.   

 People seemed to roll their eyes and speak derogatorily when they described FBI, 

saying the Agents had an inflated sense of importance—“Hey, I have a badge and a gun”; 

“Agents are those idiots with the guns in the building”—while the analysts were 
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untrustworthy and handcuffed by the Bureau’s law enforcement focus (as opposed to 

counter-terrorism).  Perhaps to go along with the gun-toting imagery, FBI was also 

described as “masculine” and “like a fraternity.”  One CIA analyst said, “they actually 

have an excellent mission—it’s too bad they suck so much.”  An ODNI analyst simply 

said, “What the hell is wrong with them?”  They are considered “old and traditional, not 

creative or innovative or opportunistic, and lacking resources” as well as “bumbling” and 

“a step behind with an inferiority complex.”  FBI’s perfume, contrary to CIA’s, would 

supposedly smell like “musty files.”  Two CIA analysts chatting with each other joked 

about the FBI’s low status by saying: 

 CIA analyst 1: It’s kind of funny how proud FBI is of being FBI. 
CIA analyst 2: It IS.  It’s like Rain Man: “I’m going to let you in on a little secret, 
Ray.  K-Mart sucks.”3 
 

DIA 

 The Defense Intelligence Agency, which provides intelligence support to the 

Department of Defense, has perhaps the lowest status among the main intelligence 

agencies.  The brand used to describe DIA was K-mart, while one analyst described them 

as “hippos” as opposed to the more nimble cats and dogs of CIA and FBI.  DIA was 

consistently characterized as thick, slow, behemoth, “not very good analysts” with “poor 

tradecraft,” “a day late and a dollar short,” and “always certain, never right.”  There is 

also, of course, a lot of military imagery when analysts are asked to described DIA—they 

are strong, tactical, target-oriented, and feature top-down chains of command. 

 Several analysts, including DIA analysts, snickered or shook their heads 

derisively when I asked them to described DIA; one sarcastically said, “you saved the 

                                                 
3 This is a reference to the movie Rain Man, in which Dustin Hoffman plays an autistic man named 
Raymond who becomes fixated on buying clothes at a specific K-Mart in Cincinnati.  Tom Cruise plays his 
brother, Charlie, who initially does not understand and becomes frustrated with Raymond’s routines.  At 
one point in the movie Charlie tries to reason with Raymond’s fixation by telling him that K-Mart sucks.  
In the comment above, the reference is that FBI people are proud of being FBI, but like Ray, they don’t 
seem to understand that FBI “sucks” and has low status. 
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best for last,” and another shrugged and rolled her eyes, saying simply, “God love ‘em.”  

DIA was described as “rudderless” and “irrelevant to the greater IC,” and many analysts 

suggested that DIA routinely “rewrites” CIA papers and claims them as their own: 

I swear, and I don’t know if this is true, but someone told me that they literally 
have a training class at DIA where they are told that they can take CIA products 
and change around some adjectives, and then it’s okay to publish as yours.  And it 
does just seem like, sometimes CIA puts out a product and a few days later you 
see something REALLY similar from DIA. 
 

 In a different vein, a few analysts described DIA analysts as somehow less 

intelligent; I occasionally heard DIA analysts referred to as “DIA dimwits.”  One person 

said, “I don’t want this to sound mean, but I’ve heard it said that when analysts can’t get 

into CIA, they go to DIA.”  Another analyst simply described DIA as “blond,” while a DIA 

analyst once said to me conspiratorially, “I’m not CIA, but I’m smart enough to be CIA.”  

Determining Agency Affiliation on the Micro Level 

People often base the judgment of another’s home agency on very thin slices of 

behavior, and I usually could not get people to articulate the indicators for these 

judgments.  When I heard someone say, “He looks like FBI,” I would ask how he could 

tell, since I was a newbie and still learning how to “tell.”  Frequently the person would 

say he didn’t really know, or some variation of “I guess he could have been ODNI, but 

you can just tell he’s FBI.”  I never got to the point where I felt like I could “tell” a 

person’s agency; I was eventually able to tell CIA from non-CIA, but even now I cannot 

articulate the physical evidence on which I would base the judgment.   

This phenomenon is well-established in the sociological literature.  Lauren 

Rivera, for example, reviews some of the research on this idea in her ethnographic study 

of status distinctions in an elite nightclub (2010).  She says, “research has shown that 

individuals can identify with a surprising amount of accuracy who does and does not 

have status in their social environment… often a ‘mere glimpse’ of someone’s behavior is 
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sufficient” (p. 230).  While reviewing status characteristics theory, which holds that 

social actors search for cues of social competence to determine the most valuable 

contributions, she goes beyond these thin slices to assert that “status distinctions 

between actors, which may initially occur on the basis of minor or even trivial 

distinctions, rapidly create powerful and durable systems of inequality” (2010, p. 231).  

The displayed differences among agencies could also be considered symbolic boundaries, 

a term that relies on contextually dependent cognitive schemas from which individuals 

draw when distinguishing who is high and low in social standing (e.g. Lamont, 2002; 

Lamont and Molnar, 2002).  Though I could not reliably determine the indicators people 

used to determine another person’s home agency and I did not count the instances, the 

determination nevertheless seemed to me to be correct the vast majority of the time.  

Moreover, the decision to judge another person’s home agency was sometimes used 

specifically to communicate a perception of low status, as in the following example: 

CIA Analyst: Some people just LOOK like they work for the CIA, you know?  Like 
when guys wear suits and sunglasses. 

FBI Analyst: Yeah, I know.  Some FBI guys just have that law-enforcement 
swagger. 
CIA Analyst: I think of it more like a law-enforcement stupor. 
 

NCTC 

 When asked to describe NCTC, analysts used words such as “new” and “little-

known,” but most interesting about these responses is what the analysts did not say.  

One interview question specifically asked respondents to describe the culture of NCTC.  

Two clear patterns emerged; I provide examples of each pattern below.  First, 

respondents were unable to articulate any substantive description of an “NCTC culture”: 

My first take is that we [NCTC] don’t really have one [a culture].  Everyone comes 
from a different background and we have no coherent socialization process.   

 
There’s no sense of collective identity like at CIA.   
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At NCTC, here it’s just individuals, not a group culture, there are just so many 
different kinds of people. 
 
There’s no own culture here.  I don’t feel like “NCTC is this.”  … It seems more 
like a collection of home agencies than its own culture. 
 
It’s more of a mishmash of different IC agencies.  It’s very serious, I will say that.  
I don’t know if NCTC has quite developed its own culture.  It’s still developing.  
There are still a lot of people coming and going, even though there’s more 
retention now.   

 
Second, people reported that NCTC is essentially CIA culture, or some variation of “CIA 

Lite”:   

It’s mostly CIA folks, so the culture at NCTC doesn’t differ that much from CIA.  
We work on their systems …  So to me it’s like we’re answering to the CIA.  So 
while on face value it says it’s this interagency cooperation, I really still don’t see 
that NCTC is anything more than an investigative arm of CIA.  I don’t think 
there’s enough involvement managerial-wise with other agencies.  I just think 
it’s… I don’t think it’s different from CIA. 
 
It’s difficult to stand up an organization that is SO much like CIA when it’s trying 
to be different—how are we different?   
 
My 1.5 take is that we just lift the CIA culture because CIA has an inordinate 
amount of influence here.  Many CIA folks feel they have a lot more in common 
with their ODNI counterparts.   

 
The following vignette from an interview with a CIA analyst serves as a good transition 

from the notion that NCTC is CIA culture/has no culture of its own to a discussion of the 

relationship between CIA and NCTC: 

Leiter [at the time, the Director of NCTC] said something really important the 
other day, probably not at the right audience, but he said “the average American 
citizen doesn’t realize how hard it is to work here, not because of the material 
necessarily—although that is difficult—but because of the forcing together the 
different cultures.  It pervades all interactions in this organization.”  … And it’s 
hard too because this place is so CIA, but the actual CIA treats CIA people at 
NCTC like pond scum, like you’re a foreigner. 

 
Relationship Between CIA and NCTC 

 
 The following excerpts encompass well many of the sentiments CIA analysts 

expressed to me about NCTC.  The most contentious relationship is between CIA’s 
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Counterterrorism Center (CTC) and NCTC for perhaps obvious reasons, mainly the 

perception that NCTC is basically doing CTC’s work but not as well as CTC. 

 Interviewer (Bridget): Why did you come to NCTC? 
CIA Analyst (Jack):  There was a mandatory reorganization for the entire 
group from CTC.  I was definitely not excited about coming to NCTC.   
Bridget: Why not? 
Jack: Because for many reasons, but because I saw the creation of NCTC as a 
feckless bureaucratic and political exercise.  I got the impression that it was the 
junior varsity.   
Bridget: What gave you that impression?   
Jack: The fact that it was outside CIA HQ, for one.  That’s where all the real 
action is, for CT [counterterrorism].  So I was not enthusiastic about even moving 
physically from CIA to NCTC’s building even when we were still part of CIA.  … 
And I wasn’t excited about moving to NCTC because, just to expound upon the 
junior varsity comment, on paper I can understand why the national leadership 
would create an organization that would integrate expertise across the USG [U.S. 
Government].  In practice I thought it was going to consolidate a bunch of 
intellectual lightweights, people who knew nothing about the IC let alone CT.  
With the result being that it would dilute expertise and not concentrate it.  We 
have a bunch of people from the Coast Guard there, but with all due respect to 
the Coast Guard, the Coast Guard is not going to find UBL [Usama bin Ladin] in a 
landlocked country.    
Bridget: Do you feel that way about NCTC writ large?  
Jack: I think the devil is in the details for an umbrella organization like NCTC.  If 
it’s serving a coordination function, there’s no reason why you can’t have people 
from every department.  If it’s going to serve as an independent staff, that’s a 
different thing entirely.  DEA can play a role because in theory drugs can finance 
terrorism.  There may be a nexus between the two that goes beyond finance.  Who 
knows.  I see them playing a backseat to CIA.   
Bridget: Why is CIA so much better?  
Jack:  CIA has unique capabilities that exist nowhere else in the entire world or 
the USG.  The intelligence gathering and operational capabilities are second to 
none in the whole world.  And the analytic cadre is BY FAR the best in the world.  
I mean every day when you walk through the door of NCTC, you can think to 
yourself, “is this really where the best and the brightest are?”  I thought that all 
the time and the answer was clearly no.   

 
Alycia, CIA analyst: CTC is still pissy at [NCTC], and NCTC is still so young—
they still have yet to prove themselves of worth.  Oh, CTC hates us here.  In the 
beginning there were a LOT of “lanes in the road” discussions—what’s CTC going 
to cover, what’s NCTC going to cover.  When I first went over there [to CIA] my 
[boss] hated me just because I was from NCTC—she literally said, “we’re bringing 
over one of those lunatics from NCTC?”  Now we get along great, but it wasn’t 
until our first meeting with liaison where I sort of proved myself.  So that 
relationship is personality-driven.  We really carry a stigma from NCTC.  When I 
was in CAP [the training program for new analysts], my instructor actually said 
“NCTC is a place where careers go to die.”  And he got pretty seriously 
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reprimanded for that.  I definitely don’t feel like my career has died.   But it is a 
stigma.  I’m the girl from NCTC. 

 
Rose, CIA analyst: CTC is a barrier.  [CTC] hates NCTC and is very verbal 
about how poorly they do their job.  Which trickles down to the branch chiefs and 
the analysts.  We were actually encouraged to block stuff from NCTC.  An Ops 
person would take stuff out of ops and compartment it just so NCTC wouldn’t see 
it.  There’s a lot of corruption in CTC.  Like they’d make a report look like a source 
had been terminated just so NCTC would stop following it.  People who fought 
back or made derogatory comments about NCTC were encouraged.  Negative 
comments about the management, the analysts, the quality of the analysts—it’s 
basically bullying.  That’s a huge impediment.   

 
Immediately a paradox emerges from these comments.  Why does CIA “hate” NCTC 

when CIA comprises so much of NCTC?  One analyst told me: 

It’s so based off of CIA yet CIA hates it.  You would think they’d be like, oh, my 
sister, or my cousin, you’d think they would love it.  But in a way I see their point 
because we’re so strategically focused that there’s no way we can know everything 
we should know.  There’s no way we can be as knowledgeable as the CIA analyst.  
So of course they’re like, those people don’t know anything.   

 
This analyst frames the issue as one of relative structural ability: as Rose mentions 

above, NCTC analysts are sometimes blocked from accessing certain sensitive 

information, so they can’t be expected to do analysis of the same quality.  Max Weber 

might have a different take on it.  Weber (1968, e.g. p. 342) argues that groups gain and 

maintain a high status by restricting access to valued resources only to members of that 

group.  “status groups gain their elite social standing through a process of social closure 

in which the group effectively restricts access to valued resources to members of their 

own group” (emphasis in original, cited in Rivera, 2010).  In other words, the barrier is 

cultural rather than necessarily structural.  In the context of high school cliques, Milner 

(2006) discusses the ways in which the “cool kids” restrict knowledge of clothing trends 

or party locations; in the intelligence community, however, this can manifest itself when 

the CIA “cool kids” literally restrict access to information, as illustrated in the examples 

above.  Essentially, CIA purposefully puts NCTC at an analytic disadvantage, and then 

faults NCTC for it. 
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 Another reason that CIA sees NCTC as the “junior varsity” is that NCTC has a 

reputation for being a “dumping ground for bad analysts” (from field notes).  The 

analysts I worked with disagreed about the extent to which NCTC has been able to 

overcome that reputation, but all agreed that this was true at least in the early days of 

NCTC.  The sentiment was that analysts were “voluntold” to go to NCTC (that is, 

“volunteered” to go but with no actual choice in the matter).  Because NCTC is located in 

a building complex known as “LX” for “Liberty Crossing,” a CIA analyst sent to NCTC 

might be said to be in “L-exile.”  Two interview excerpts illustrate this “dumping ground” 

reputation: 

I think they used to [send the weakest links to NCTC], but I think a few of the 
really good analysts got sent there who have national reputations.  I think to take 
the sting out of being sent to NCTC.  And there are some smart people.  But I 
think that if there were stats available on the subject, you would see that people 
migrate from NCTC to CIA in general and not the other way around.  People vote 
with their feet.   
 
Before, CIA was really using NCTC as a dumping ground.  We’ve stopped sending 
over people like that.  Before, there was a LOT of conflict between [CIA] and 
NCTC—who was going to do analysis?  Who was going to take care of ops? …  It 
used to be like you were being punished to get sent here.   

 
Although some analysts said that this relationship was improving, I discovered 

that CIA analysts still employ several strategies to distance themselves from NCTC even 

while working there.  The first approach is the use of lanyards.  Milner (2006) explores 

the ways in which small variations in appearance indicate huge status differences in 

schools where students must wear uniforms; in the intelligence community, there is no 

official uniform (except for those in the military), but people more or less tend to wear 

some narrow variation of standard American conservative business attire.  Because 

employees must also have a badge displayed at all times, the lanyard attached to this 

badge becomes an important canvas on which people project affiliations and 

differentiate themselves.  For example, one might wear a lanyard from a particular U.S. 
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embassy to signify a visit there.  Many people simply wear the home agency’s lanyard, 

but as I learned on my first day at NCTC, the lanyard decision is more important than I 

ever anticipated: 

On Friday, my first official day at NCTC, I was given a folder with the NCTC seal 
which contained my schedule for orientation as well as several pamphlets 
designed to help new employees get settled.  I was also given a navy blue lanyard, 
which had the words “NATIONAL COUNTERTERRORISM CENTER” 
emblazoned on it in white capital letters.  I thought it was a nice gesture on 
NCTC’s part to give these lanyards to new employees, so I clipped my new badge 
onto my NCTC lanyard and slipped it over my head without giving it a second 
thought.   
 
After orientation, I waited outside the cafeteria for some CIA co-workers who 
were picking me up for lunch.  As the group approached me, I smiled and waved 
enthusiastically, but was greeted with looks of horror.  The first person to reach 
me took me by the arm and quickly guided me to a less public place where she 
whispered, “What do you think you’re doing?!”  I was already paranoid about 
doing something horribly wrong on my first day, so my mind easily came up with 
a dozen or so ways in which I could have possibly messed up.  “Going to  have 
lunch?” I replied hesitantly.  My co-worker rolled her eyes and said, “Take that 
lanyard off.  You are NOT NCTC.  You are CIA.”  “But I work at NCTC.  Plus, it 
was free!” I replied, trying to get her to laugh.  “YOU ARE CIA.  Take it off,” was 
the stern reply. From that day, I learned to look at the NCTC lanyard with disdain 
and, moreover, to assume that people wearing them were not CIA.  (From field 
notes) 

 
Thus, the lanyard is an important indicator of status. 
 
 The second way in which CIA employees distance themselves from NCTC is the 

strategic use of email and instant messaging.  In email, users are permitted to create 

headers and signatures to personalize messages.  In the header, for example, users can 

choose from a variety of intelligence community logos to attach to each message.  Within 

my first few days at NCTC, several CIA co-workers suggested that I change my header 

from the default NCTC logo to the CIA logo, even though I had not yet worked a day at 

CIA Headquarters aside from orientation.  Email signatures are similarly customizable, 

and many people use jokes or inspiring quotations, but some use it as an opportunity to 

remind everyone that they are “temporarily” at NCTC or “on rotation to NCTC” rather 

than associating themselves with NCTC for the long haul. 
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A peculiar feature of Sametime, the instant messaging system, is the second 

electronic method of differentiation.  As with other messaging programs, Sametime 

features a “buddy list” that shows the user’s contacts and their availability.  For overt CIA 

personnel, the username is simply the full name: for example, “John A. Doe.”  NCTC 

personnel, however, have a small but significant addition of “TT” to the username.  My 

username, for example, was “Bridget R Nolan-TT.”  The “TT” stands for TTIC, the 

Terrorist Threat Integration Center, which was the predecessor to NCTC.  Because there 

is no way to remove the TT, many CIA analysts bemoaned its presence, comparing it to 

“having to wear a dunce cap” or “being branded” as “CIA but not really.”  On the other 

side of the coin, a few of my friends who were heading back to the “mothership” 

specifically mentioned how excited they were to get rid of the TT next to their Sametime 

names.  I interpret these strategies, as well as the reputation of NCTC as a “punishment,” 

to be forms of resistance to the reorganization of the intelligence community and to the 

challenges to CIA’s high status. 

Alycia, quoted at length above, touches on several of the micro-level strategies 

CIA employees use to distance themselves from NCTC:   

It’s like ODNI—like you see the ODNI people walking around with their lanyards 
that they give out at orientation, and you see the FBI people in their suits, and 
some people are very reluctant to give up their CTC roots.  They’ll be walking 
around with the CTC lanyard.  Like this one dude, in his email signature it would 
say “CIA, on rotation to NCTC.”  Like he just couldn’t let it go.  And even on 
Sametime, with the TT next to our names—it makes you stick out in a bad way.  It 
separates you in a bad way.   

 
Interestingly, the emergence of NCTC may have taken some (but not all) of the sting 

away from the notoriously frosty CIA-FBI relationship.  Rose, quoted above, also told me 

that “my enemy’s enemy is my friend.  CIA and FBI have become closer because they 

have a mutual hatred for NCTC.”  This disdain is so ingrained that when I talked to a 

manager about edits for my dissertation proposal, he balked when I used this sentence: 
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“NCTC is heavily supported by CIA staff.”  Even though I meant merely that much of 

NCTC’s staff comes from CIA, this manager did not want to give even the hint of an 

impression that CIA has been in any way supportive of anything to do with NCTC.  

Instead, he asked me to change the sentence to: “NCTC has been very heavily staffed by 

CIA personnel.” 

 This was perhaps one of the most fitting characterizations I heard of the CIA-

NCTC relationship: 

CIA is more like the old money, whereas NCTC is the nouveau riche.  CIA has 
been around the longest, done the most dangerous missions, been on top with the 
greatest allure, and had the Hollywood movies made about them (however 
inaccurate they may be).  NCTC is the new kid on the block who is trying to walk 
the walk, but will never really be accepted into the old money culture.  At best 
they will be tolerated and at worst they will be actively kept out of the loop 
whenever possible.  It’s like, NCTC is like an annoying younger sibling who wants 
to play the game but isn’t capable of playing it at the same level.  But your parents 
force you to play with the younger sibling.  You do it reluctantly and you know 
that the game will take much longer and be played at a lower level. … CIA sees 
collaboration with NCTC as capitulation. 

 
Theoretical Discussion  

The idea of co-locating the intelligence agencies is similar to that of the classic 

“contact theory” proposed by Allport in the 1950s, which, though now a bit outdated, 

held that one of the most effective ways to reduce intergroup conflict is to establish a 

pattern of contact and interaction with the outgroup over time (Allport, 1954, 1958).  If 

separation is cited as one great source of antagonism between groups, it follows that co-

location would be a potential remedy.  For this contact to be optimally successful, four 

core conditions need to be met: a) equal status among the groups; b) common goals; c) a 

lack of competition between the groups; and d) authority sanction for the contact 

(Kilpatrick & Leitch, 2004).   

 The problem with this approach for NCTC is that at least two of these criteria 

have not been met since the National Security Act of 1947 was signed into law: there is 
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neither equal status nor a lack of competition among the groups concerned.  Between 

groups of equal status, as addressed by Muzafer Sherif (1961) and Allport, ingroup 

members feel hostile toward the outgroup as the ingroup focuses on acquiring the 

resource over which the groups are competing.  When considering groups of unequal 

status, however, John Duckitt (1992) describes a sort of flow chart to predict how the 

groups will relate to each other.  If, as in the Intelligence Community, the ingroup (CIA) 

dominates the outgroup (all other agencies), the subordinate group may have two 

possible responses.  One is what Duckitt calls “stable oppression,” in which the 

subordinate group accepts its lower position and poses no challenge to the authority of 

the dominant group, thereby avoiding further conflict.  The other possible response is 

“unstable oppression,” which occurs when the subordinate group rejects its lower status 

and sees the dominating group as an oppressor. 

 Within the condition of unstable oppression, the dominant group may then view 

the subordinate’s challenge as either justified or unjustified.  If it is seen as unjustified, 

the dominant group will respond to the subordinate’s challenge with hostility.  If the 

challenge is considered justified, the subordinates are given the power to demand 

change.  Duckitt gives the civil rights movement in the 1960s as an example of the latter; 

the Troubles in Northern Ireland during the 20th century could be considered an 

example of the former.  Of course, “hostility” does not always mean the response comes 

in the form of an armed conflict; in the Intelligence Community, we have seen how the 

CIA frequently responds with hostility to NCTC in particular and other agencies in 

general.   

 A last point to be considered in Duckitt’s consideration of groups of unequal 

status is what he calls the “permeability of group boundaries.”  Duckitt says that the 

subordinate group will feel less hostile toward the dominant group if its members 
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perceive that it is possible to gain membership in the dominant group.  If social mobility 

is not perceived as a significant option, and if the dominant group’s position is seen as 

relatively stable, hostility toward the dominant group is likely to increase.  Thus, there is 

a set of circumstances for both the dominant and subordinate groups under which they 

will feel maximally hostile toward one another.  The dominant group feels hostile toward 

the subordinate group if the subordinate’s challenge to power is seen as illegitimate, 

while the subordinate group may feel hostile toward the dominant group if there is no 

perceived chance to move up and if the dominant group’s status is seen as more or less 

permanent.   

These are, of course, the circumstances that exist at NCTC.  The CIA certainly 

sees the other agencies, and NCTC in particular, as illegitimate challenges to its high 

status.  It is also very uncommon for an analyst to switch agencies, so it would be difficult 

to permeate group boundaries in this way; it is also true that the CIA has maintained its 

high status since it was created, so there is likely to be a perception that this status at the 

top of the hierarchy is stable.  This is an important set of circumstances when 

considering the shortcomings of contact theory and helping to explain why co-locating 

the agencies at NCTC is not an automatic guarantee that intergroup hostilities will be 

reduced. 

The ethnographic evidence throughout this chapter illustrates the disdain that 

CIA analysts tend to have for other agencies, which underscores the perceived 

illegitimacy of the other agencies’ challenges to its status.  The analyst who compared the 

CIA to “old money” and NCTC (and, by implication, the other agencies) to “nouveau 

riche” shows this distinction quite clearly, as does the characterization of NCTC as CIA’s 

“annoying younger sibling.”  On the other side of the coin, the lower-status agencies 

acknowledge CIA’s high status, but do so in an way that also hints at a perceived 
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snobbery on the part of the CIA.  Perhaps nowhere are these status differences more 

clearly and succinctly made apparent than with the clothing brand names the analysts 

used to describe each agency: CIA as Burberry, DIA as K-Mart, FBI as London Fog, and 

NSA as the Sharper Image.   

By erecting strong psychological barriers and making “greedy” demands, working 

for the CIA quickly becomes a master status that overshadows other aspects of life.  CIA 

creates loyalty by teaching its employees that they are the best and the brightest, and 

that their analytic and collection capabilities are second to none, but they do this in part 

by emphasizing the weaknesses of the other intelligence agencies.  The Agency is not shy 

about its claims to “old money” status, which ultimately rubs other analysts the wrong 

way. 

 The following excerpt from Fingar’s Reducing Uncertainty: Intelligence Analysis 

and National Security sums up much of this chapter’s argument: 

Collaboration among analysts requires confidence in one another and in the 
quality of the work done by colleagues working in different components of the IC.  
The former requires overcoming negative stereotypes and disparaging 
characterizations of analysts in other agencies.  Negative characterizations are 
engendered by misguided efforts to build esprit de corps in one agency by 
denigrating the people and practices of the other components and by lack of 
information about the background, responsibilities, and tradecraft of the people 
who contribute to unsigned publications.  The structure of the IC facilitates 
collaboration through the development of complementary areas of expertise but 
impedes it by creating cultural differences and bureaucratic rivalries.  (Fingar, 
2011, p. 134-5) 

 
 The main conclusion of this chapter is that the very qualities that make any 

individual intelligence agency strong are the same qualities that make information 

sharing and collaboration with other agencies difficult.  I have taken the perspective of 

CIA’s acculturation process, which among other things engenders great CIA loyalty 

among its employees, because that was my home agency and the one I know best.  As the 

evidence presented in this chapter shows, however, each agency has its own distinctive 
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culture, and NCTC’s attempts to create a new culture through offsites and office parties 

(among other things) are not enough to overcome the much stronger socialization 

processes at the home agencies.  Even CIA employees who begin their careers on rotation 

to NCTC are loyal to CIA first. The rotational nature of NCTC does not help with 

collaboration either since it is something of a revolving door, and many of the 

networking ties an employee makes while on rotation to NCTC are lost or at least 

weakened when the rotation ends.  One of NCTC’s purposes was to create a melting pot 

of intelligence agencies, but instead the organization is more aptly described with the 

salad bowl metaphor: the various cultures combine to create the cultural “salad,” but 

each culture retains its distinct qualities rather than morphing into a single 

homogeneous culture.  As long as the home agencies remain the primary focus of loyalty, 

and as long as the CIA sits atop the intelligence hierarchy, the current structure and 

acculturation processes in the intelligence community may be considered barriers to 

information sharing and collaboration, even—perhaps especially—when the agencies 

work together under the same roof. 
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Chapter 4: Reward Structure, Coordination, and Management in the US Intelligence 
Community 

 
The purpose of this chapter is to explore the central activity of counterterrorism 

analysis: creating written products.  I say “creating written products” rather than 

“writing papers” because the latter implies a focus on the solitary act of composition, 

while the process is far more complex in the Intelligence Community.  I discuss the 

reward structure for promotions and salary increases and the ways in which this 

structure channels the analyst’s energy and focus.  I also explore the notorious 

coordination process, the role of management in creating written products, and their 

chilling effect on information sharing and collaboration.  Finally, I discuss the theoretical 

implications of these findings—the tension between secrecy and openness—and the ways 

in which the dynamics of this central tension can ultimately help the Intelligence 

Community improve information sharing and collaboration. 

Reward Structure 

Although the job of the counterterrorism analyst comprises many tasks, the 

promotion structure within the Intelligence Community rewards the publication of 

written products above all other aspects of the job.  The “publish or perish” mantra 

applies to the Intelligence Community as well as it does to academia, although the 

processes and consequences for publishing or perishing differ between the two fields.  As 

I discussed in earlier chapters, the typical counterterrorism analyst spends the day 

wading through the massive volume of information, attending or giving briefings, 

responding to emails, training, traveling around the globe, coordinating on other papers, 

and dealing with bureaucratic red tape, in addition to writing papers and responding to 
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taskings.  The Performance Appraisal Review (PAR) system,4 which is the formal process 

by which employees are evaluated for promotion, supposedly values all of these 

activities, and managers frequently tout the importance of every facet of 

counterterrorism work.  The received wisdom among the analysts I interviewed, 

however, suggested that this multi-faceted value system was mere lip service in reality.  

The following interview excerpts illustrate that analysts clearly receive a message that 

differs from the party line: 

Daphne,5 a 31-year-old CIA analyst: It’s quantity.  You could be working on 
something very difficult and long-term, versus someone who wrote four PDB IBs 
[In-Briefs for the President’s Daily Brief, typically a few sentences long], and that 
person is going to get the promotion.  We need a more value-added approach.  
We need to reflect when people are doing good work that might not get into the 
books.  Like you might spend time building a network of colleagues, just to make 
sure you have things in place in case something should happen, but that’s not in 
the books so it doesn’t matter.   

 
Rebecca, a CIA analyst with eight years of experience: There is way too 
much emphasis on production numbers.  It drives down quality.  And it shouldn’t 
be about numbers.  I mean, even at my group meeting today, they said “it’s not 
about the numbers,” and then they pulled out a chart with everyone’s production 
numbers.  The managers will say it’s not about numbers and then on your 
evaluations talk about your production numbers.  It’s very frustrating.  It’s a 
mixed message. 
 
Carla, a CIA weapons analyst: [NCTC] had its ups and downs, depending on 
where I worked.  I had one boss who said, literally, on my way to the airport, on 
my way to Afghanistan, that the time I spent in war zones and briefing the PDB 
[talking to policymakers about the President’s Daily Brief] was time I could have 
been working.  
Bridget: Wow. So being in Afghanistan isn’t work?   
Carla: Not to pinheads, it’s not.  Unless you’re in a cubicle writing papers, you’re 
not really working.   

 
Many other analysts echoed these comments, saying that “there is a lot of pressure to 

produce” and that “it’s about numbers, not necessarily quality of production.”  Another 

analyst compared writing papers to “the cupcake” and all other aspects of the job to “the 

                                                 
4 While I was conducting the fieldwork for this project, NCTC was in the process of creating and 
implementing its own version of CIA’s PAR system, known as the PER (Performance Evaluation Review), 
but for ease of reading and understanding I use the PAR to refer to all formal employee evaluations. 
5 All names have been changed. 
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sprinkles,” suggesting that the only substantive thing that matters on the PAR is writing 

while everything else is essentially decorative or superfluous.  These excerpts 

demonstrate not only that writing is the most highly-valued work in terms of getting 

promoted, but also that the quantity of products is of paramount importance irrespective 

of the length of each product.  An analyst who writes a long-term strategic piece of 20 

pages gets the same credit as an analyst who writes a three-sentence piece for the 

President’s Daily Brief: each counts as one written product.  Predictably, this system 

creates a disincentive to write the longer pieces and instead encourages a focus on 

“cranking out” as many shorter pieces as possible.  One analyst put it this way: 

I think across CT as a discipline, and this is probably true anytime something is 
hot, there’s always a desire from the senior staff on the analytic side to see more 
and more pieces, and I think the trend was for more and more shorter pieces, but 
I didn’t see a lot of those pieces moving the ball forward.  It seemed like a lot of 
young analysts without historical context sort of rewriting things over and over—
there’s a time and place for that, like when you get new policymakers.  But like, 
instead of 10 pieces a day, maybe we should do three pieces that each move the 
ball forward a little bit.  
  
An analyst will sometimes write a paper on a self-generated topic, but much of 

the time the analyst is responding to a “tasking,” which means that a policymaker has a 

specific question that he or she wants a subject matter expert to answer.  The analyst 

drafts a response as quickly as possible by putting together the available information 

from a variety of classified and open sources, and must then begin the arduous 

coordination process to ensure that other analysts in the Intelligence Community concur 

with the assessment.  After the paper is coordinated, it must then go through many more 

layers of editing through management, and then a final edit for style, structure, and 

formatting before it can be published—that is, delivered to the policymakers.  One 

analyst told me, for instance, that his recent article for the President’s Daily Brief went 

through 14 layers of editing.  Given the emphasis on written products for promotion, it is 
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important to examine closely the process of creating these products from start to finish 

and the ways in which they affect information sharing and collaboration.   

During my formal interviews with colleagues, I asked each analyst to rate his or 

her level of job satisfaction on a scale from one to 10, and, if applicable, to explain why 

the number was not a 10.  The average job satisfaction rating was 6.13 with a range of 1-

9.  The coordination process and subsequent managerial reviews were the single most 

frequently cited reasons for the lack of job satisfaction, a complaint that my own 

experience corroborated.   

Coordination 

 The purpose of the coordination process is to ensure that the Intelligence 

Community is providing a consistent story to the policymakers.  The President and the 

Cabinet would no doubt be confused if a CIA report said one thing while an NSA report 

said the opposite, and conflicting analytic lines would not instill the policymakers with 

overwhelming confidence in either assessment.  If two agencies cannot agree on an 

analysis, it is possible for one agency to write what is called a “text box” that contains a 

dissenting opinion, but this is unofficially frowned upon and rare.  Rob Johnston’s work 

on the Intelligence Community corroborates this idea that there is strong institutional 

pressure to stick to the analytic line; as he says, “it serves the interest of the intelligence 

agency to be perceived as decisive instead of academic and contradictory, and that 

message is transmitted to the analysts” (2005, p. 23-24).  Moreover, each paper an 

analyst writes is considered a “community” product; the paper does not bear the name of 

the individual author but rather the seal of the institution for which the author works.  

Each word communicated to the policymakers potentially has great consequences, so it 

is important that other experts vet an analyst’s work before the policymaker reads it.  At 

this theoretical level, then, coordination makes sense.  In practice, however, the 
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coordination process frequently transforms into a battle over turf, a venue for blatant 

backstabbing, and a practice so rooted in nitpicking and meaningless editing that it 

seriously degrades the analysts’ quality of life at work.  One analyst simply told me that 

“the coordination and review process will make you want to poke your eye” and that it is 

“the worst possible way to do that job”; another told me that “coordination is the most 

painful part of this business.” 

 When a paper is drafted and ready for coordination, the analyst must in good 

faith send it to everyone in the Intelligence Community with a vested interest in that 

topic for either concurrence or suggested edits.  This entails sending the paper to dozens 

or potentially hundreds of people the analyst may or may not have ever encountered in 

person.  One must simply “know” where to send a paper for coordination, often by asking 

a colleague or manager for information, which can of course be incomplete depending on 

the extent of the co-worker’s network and experience.  Typically the analyst will include a 

deadline by which coordination comments must be received; the deadline usually 

depends on the length of the product and the ultimate deadline for the policymaker, if 

applicable.   

Coordination comments can range from seemingly minor word-tweaking (the 

notorious “happy” to “glad” edit) to major substantive changes, even if the paper is only a 

paragraph in total length, and the author must incorporate all coordination comments by 

either accepting the proposed changes or compromising on mutually agreeable language.  

Because an analyst can receive dozens of sets of comments—many of which may 

contradict each other—incorporating comments is usually incredibly time-consuming 

and frustrating.  The process often results in a draft that bears little resemblance to the 

original, and the author may feel that he has had to “water down” the analysis to 

accommodate the various proposed changes.  The dozens of emails, meetings, and 
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telephone conversations that comprise a round of coordination constitutes only one layer 

of review. 

 Right from the start, the fact that those with a vested interest are evaluating a 

paper introduces conflict into the process.  Because everyone with a responsibility for the 

paper’s topic must weigh in, “turf battles” inevitably ensue.  Indeed, most of the analysts 

I interviewed as well as my own experience suggested that turf, rather than substance, 

was the most common source of tension among analysts during coordination.  Part of the 

reason for these turf battles is that issues are organized both topically and regionally 

within the counterterrorism community.  For instance, my group, Radicalization and 

Extremist Messages (REM), studied the radicalization process, and analysts within the 

group were then divided up regionally; my assignment was sub-Saharan Africa, but 

others around me were responsible for radicalization in North Africa, Pakistan, Yemen, 

etc.  Similarly, the Al Qaeda and Sunni Extremism group (AQSE) at NCTC focused on Al 

Qaeda, with those analysts also then divided regionally.  This pattern was repeated 

throughout NCTC and also the wider IC; there is an analytic group at CIA that focuses on 

counterterrorism in Africa, and so on.  This could mean that throughout all of the IC 

agencies, there are dozens or even hundreds of people with either a direct overlap with 

radicalization in Africa or a cross-cutting interest in it (for example, political analysts or 

weapons analysts).  Within this structure, it then becomes unclear who should write a 

paper about, for example, whether Somalia’s Al-Shabaab is becoming more radicalized 

by coordinating its activities with various branches of Al-Qaeda.  Does this question fall 

under radicalization, Al-Qaeda, or both? 

 If the answer is both, the respective analysts enter the dreaded area known as co-

authorship.  While the official line from management is that co-authorship counts as a 

full paper for each author, the analysts themselves seem to think that co-authoring 
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dilutes their ownership of the paper, particularly if the paper is ultimately coordinated 

through the other author’s management chain.  The following interview excerpts 

illustrate these ideas: 

There was a lot of co-authoring, even though co-authoring was sort of a dirty 
word to my  managers.   

 
There’s fighting.  …  People won’t concede that they need a co-author when they 
need one.  There’s no I in team.  The way PERs are written, individual people 
want to emerge as the winner. 

 
I get co-authors, and it sits on the desk for a month.  And it ended up sending the 
papers to [CIA offices] OTI and OREA.  It’s a little frustrating—I have to convert 
the language to OREA language, and you don’t get as much credit for it, 
depending on whose management it goes through. 

   
More frequently than co-authoring, which implies at least a sort of collegial, 

aboveboard relationship between partners, analysts either overtly fight for sole 

authorship or covertly “backstab” each other to get papers for themselves.  When 

analysts or analytic groups are blatantly fighting over a paper, the analysts I interviewed 

frequently used the term “jump-ball” to characterize these squabbles.  This is a term 

borrowed from basketball that describes a method of beginning or resuming play in 

which opposing players attempt to gain control of the basketball after an official tosses it 

into the air.  It is an apt metaphor because of the perception that the paper topic—the 

ball—is a scarce resource and there are many more players competing for it than there 

are available topics.  The metaphor also suggests opposition among the players rather 

than cooperation in pursuit of a shared mission, as well as a zero-sum game in which one 

team’s advantage is the other team’s loss, as these excerpts suggest: 

Cameron: By far the most common friction is over turf.  NCTC and parts of the 
Agency are organized both functionally and regionally.  So when you have 
anything come up it could fall under either category and in fact falls under both 
categories.  If you’re talking about a bomb, the bomb exists in a physical region, 
both people can and should write about it.  Everything that comes up is a jump 
ball.  I don’t know that there’s any real way to organize it so that it’s more clear.  
There’s almost no getting around this.  So somebody will be writing a piece, some 
analyst, and then another analyst will get wind of it, and then they might argue 
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about who should be lead author.  … I mean, turf is the mother of all conflicts.  
It’s almost—I’d say that’s 90% of any conflict you’ll ever hear about and the rest is 
in the weeds.  People could argue about the substance of something, but that’s 
relatively rare.  That does happen, but it’s rare, I think.   

 
Beth, a 10-year IC veteran with experience at CIA, DNI, and FBI: 
[Conflict is about] ownership.  “Mine syndrome.”  It’s the shiny object thing.  
There could be someone who followed that shiny object for two years, before it 
was ever a shiny object, and then people swoop in when it becomes a shiny object 
when someone has been doing that all along.  We’re divided up by region, but 
there is also a strategic leadership angle.  We pee in everyone else’s Cheerios.  
Some people say “I’m right and you’re wrong” rather than focusing on a good 
product.  It’s like a dog trying to please its master.  We all play for the same team, 
but we are competing for the attention of our managers and promotions. 
 
Jamie, a 28-year-old FBI analyst: Yeah, it’s that kind of attitude, it’s the 
pettiness, sometimes I feel like even though you’re on the same team, others 
don’t want you to succeed because by you failing, it makes them satisfied.  “Oh, 
she did a bad job, see?  I could have done it so much better.”  Or the attitude of, 
though we’re on the same team, I gotta watch for myself and that’s the most 
important thing.  And it’s like, there’s no I in team, it’s that lack of camaraderie.  
It’s like we’re on the same team and working on the same freaking paper, and you 
don’t want to talk about it to me?  You want to take all the credit?  That irritates 
me—who cares?  Give credit where credit is due and be done with it.   
 

When these battles occur, there is no formal process in place to resolve them.  Typically, 

unresolved conflicts between analysts are resolved by their respective managers, so the 

resolution is driven by the personalities involved, as two analysts told me: 

Jack: [Conflict resolution between analysts] is very ad hoc.  And on a case by 
case basis.  I don’t know that anything is ever really settled once and for all.  It’s 
largely personality- based, not substance based.  It’s based on the personality of 
an analyst and their management, it’s not like there’s a court system to resolve 
disputes, everything is just push and shove all the way.   
 
Ellie, a 27-year-old CIA analyst: I find that it’s helpful to have points of 
contact, personal relationships.  Personal relationships are a lot more important 
as far as getting shit done, far more important than just your counterparts who 
are working the same subject matter.  If you can just call up that one person and 
be like “Renee, I need you to coordinate this piece and move it forward”—that’s 
really helpful. 
 
Coordination requires that analysts with a stake in the topic at hand give their 

time and good-faith effort to help improve an author’s paper, but the reward structure 

incentivizes the analysts to look out for themselves first.  These two goals are frequently 
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at odds.  Combine this contradiction with the general cloak-and-dagger culture of the 

Intelligence Community, and it becomes easier to see how back-stabbing and betrayal 

are also common methods of getting the job done.  Many analysts referred to these types 

of tactics as mere passive-aggression and linked them to the introverted, conflict-averse 

personality of the typical analyst.  Whatever the term, analysts use a variety of 

techniques to stall and subvert the efforts of other analysts to benefit their own work.  As 

one analyst reported, “the fights are the most bitter when the stakes are the smallest.  If 

something is really important, people tend to work it out.  But if it’s not that important, 

there is a lot of passive-aggressive sniping and quiet undermining of others.”  This 

pattern is echoed in Thomas Fingar’s book, Reducing Uncertainty: Intelligence Analysis 

and National Security, when he says: 

Cooperation in the IC often had a reluctant or coerced character—analysts were 
asked or forced to cooperate on something but would have preferred sole 
ownership of the task.  Similarly, when agencies were required to coordinate or 
cooperate on a specific product, … the process was often likened to what the 
Chinese Community Party used to refer to as “struggle sessions.” 
 
Among the reasons that cooperation was often grudging, at best, was that the 
requirement for “competitive analysis”  had mutated into a perverse desire to 
scoop the competition in ways reminiscent of the late-nineteenth- and early-
twentieth-century newspaper wars between the Hearst and Pulitzer papers.  
Individuals and agencies often strove to get “their” take on new developments or 
new intelligence to policy makers before their “competitors” elsewhere in the IC.  
This perversion put a higher premium on being first than on being right, a 
situation that I often characterized as the quest to be the first to misinform senior 
decision makers.  (2011, p. 132) 
 

 One way an analyst might undermine or “scoop” another is by simply stalling 

when a fellow analyst requests coordination comments, perhaps writing his own paper 

on that topic in the meantime.  This strategy is most effective when used by relatively 

senior analysts whose input is deemed necessary by the author or the author’s 

management, but anyone can use it simply by asking the author for an extension of the 

coordination deadline.  An analyst can also stall by essentially refusing to compromise on 
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acceptable language, or what is called “non-concurring.”  While this sometimes happens 

due to legitimate disagreements, the analysts I interviewed felt as though colleagues 

sometimes refused to compromise to prevent the paper from being written at all—in 

other words, to “kill” the piece—or to prevent variations on an established analytic line 

from reaching the policymakers: 

Jamie: Coordination—the intentions of the comments.  It’s like, are you trying to 
kill the piece just so you can write it?  … that can be frustrating.  It’s morale-
crushing.   

 
Beverly, a 34-year-old CIA analyst: A lot of times, it’s people who are 
wedded to a particular idea or line of analysis, and it becomes almost a part of 
them, so that to lose it would be to lose a part of themselves, so they must defend 
it to the death.  We should put them in a gladiator ring and let them fight it out.  
Maybe sometimes because of too much pressure from above.  The office has said, 
we’re going to have this line and defend it no matter what.   

 
Joey, a 28-year-old FBI analyst: Though [coordination is] important, 
sometimes I feel like there are analysts who say, we don’t really want to write 
something that way, because it’s not something we’ve seen before, and it’s like 
they have blinders on, and so they give you push back, or if you’re writing a 
certain topic and a policymaker is interested and the analyst weighs in and says, 
we know how the policymaker wants to receive something.  But that conflicts 
with my bottom line, and they’ll push back on that.  Policy agendas get in the way.  
I hate that.  I’m not writing for how [the policymaker] wants it to be, it’s how it is. 

 
Valerie, a 47-year-old CIA analyst: It’s human nature for people to get tied 
to their analysis, and to be needlessly critical of people that are doing good work.  
Very often there’s no right answer, so the coordination process is kind of counter 
to getting new ideas out.   

 
These excerpts reinforce the institutional tendency to commit to a single analytic line, 

such that coordination can become a process of tailoring a paper to conform to 

previously published analysis.  Johnston (2005) noted this pattern in his work as well 

when he used the following interview excerpts: 

Our products are company products, not individual products.  When you publish 
something here, it’s the official voice.  It’s important for us to speak with one 
voice. 
 

 It doesn’t do us any good if people think we can’t make up our mind. 
We already briefed one thing.  I can’t go in there and change it now.  We’ll look 
like idiots. 
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When I was new, I wrote a piece that disagreed with our line.  Let’s just say, I’m 
more careful about that now.  (2005, p. 24) 

 
These organizational norms can create confirmation bias, or “the tendency to selectively 

look for evidence that confirms one’s hypothesis rather than to look for evidence that 

falsifies it” (Pohl, 2005, p. 5).  This can happen in an effort to deal with the time 

pressures and overwhelming amounts of information, but it also happens in the 

maintenance of the analytic hierarchy in the Intelligence Community.  Johnston (2005) 

even compares the analyst who questions the established analytic line to a neophyte 

surgeon who questions his attending’s methods: such a challenge to authority could 

constitute career suicide.  As he says: 

The maintenance of a corporate judgment is a pervasive and often-unstated norm 
in the Intelligence Community, and the taboo against changing the corporate 
product line contributes to confirmation biases.  Once any intelligence agency has 
given its official opinion to policymakers, there exists a taboo about reversing or 
significantly changing the official or corporate position to avoid the loss of status, 
trust, or respect.  Often, policymakers perceive a change in judgment as though 
the original opinion was wrong, and, although unstated, there are significant 
internal and external social pressures and consequences associated with being 
perceived as incorrect.  (2005, p. 23) 

 
As I argued in a previous chapter, correctness is a kind of power in the Intelligence 

Community, and it is the most valued quality in any analyst.  Analysts are therefore 

reluctant to be wrong or even to appear to be wrong.  Coordination then becomes not 

necessarily the pure quality-control process it was meant to be, but rather a way to 

ensure that the analysis falls in line and that junior analysts do not overstep their bounds 

by challenging senior analysts. 

Papers can also be killed to prevent criticism of a particular agency, as in the 

interview excerpt below: 

NCTC has to coordinate everyone.  It’s difficult when DHS thinks they can call the 
editors personally and hold your piece because they think it interferes with their 
business project.  Like with terrorist documents—we might write about how 
terrorists exploit student visas, and well, State issues the student visas and they 
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don’t like the fact that we’re criticizing the loopholes in their system.  So they’ll 
hold the piece or try to kill it. 

 
There was also a sense among my interviewees and my subjective experience that there is 

inequality among analytic groups concerning their ability to kill a paper, as this excerpt 

illustrates: 

[People fight over] substance, account territory, because you’re writing in their 
territory and they get pissed.  Coordination gone wrong.  At NCTC it seems like 
more groups have dissenting power, like, it’s like AQSE are the lovechildren of 
the front office.  If AQSE dissents, it is over, the piece is killed.  They get the 
authority not to coord.  … So some groups have more dissenting power. 

 
There was a pervasive feeling that this group inequality extended to the agency level as 

well; a DIA co-worker once told me that she felt CIA had more dissenting power than any 

other agency and that DIA had relatively little.  This inequality, at both the group and 

agency level, is linked to access to and ownership of information: the groups with more 

dissenting power either own or have access to more information than the lower-status 

groups, and are able to dissent on that basis alone without necessarily sharing the 

information that explains the reasons for the kill. 

 The strategic use of coordination comment deadlines is another way in which 

analysts sometimes undermine each other.  The purpose of the deadline is to give the 

readers a chance to look over the paper but also to move things along in a timely manner, 

and most analysts give a reasonable amount of time to coordinate on the products they 

are writing.  Occasionally, however, an analyst will send out a paper for coordination at 

10pm with a 5am deadline the next morning, thereby technically “coordinating” the 

paper but not actually giving anyone a chance to read it.  Similarly, an analyst will 

sometimes send out a paper for what is known as a “flash coord,” which is a severely 

restricted deadline.  Sometimes this is necessary for legitimate reasons, but more and 

more frequently the “flash” tactic is used simply to give people less time with the paper 

so that coordination comments are basically bypassed altogether.  The analyst is 
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essentially slipping the paper through, thereby getting it through the many layers of 

review more quickly and bolstering his own production numbers.  This practice is 

frowned upon by analysts and managers alike, but its frequency is nonetheless 

increasing as more and more people get away with it. 

 I had many experiences during my time at NCTC that illustrated these strategies, 

and one experience that embodied all of them.  In 2010, the soccer World Cup was held 

in Africa for the first time, so the Africa analysts in the Intelligence Community 

(including me) were on high alert for its duration.  On the day of the final match, twin 

suicide bombings were conducted in Uganda, killing 74 people.  Ultimately Al-Shabaab 

claimed responsibility for the attacks, which was significant because this was the first 

time Al-Shabaab had conducted attacks outside of Somalia.  In the immediate aftermath 

of the bombing, however, it was unclear who was responsible or how many people had 

been killed.  Policymakers immediately began to clamor for information, so this situation 

was a classic “jump-ball” over which analysts immediately began to compete.  Soon after 

the bombing, my counterpart in the CIA Africa group sent out a paper for “flash coord” 

with a deadline 8 minutes later—a ludicrous deadline even in the most frantic situation.  

I sent the analyst an instant message via Sametime asking for a ten-minute extension, to 

which she replied, “sorry—I’m crashing,” denying my request.  Her paper asserted that 

Al-Shabaab was responsible for the attack but did not cite a source for this claim, so I 

asked her what her source was.  “Turn on the TV,” was the terse reply, after which she 

closed the chat window—the Sametime equivalent of slamming the door in my face.  

Since I have never met this person, I cannot be sure whether she really was “crashing,” if 

she has an abrasive personality in general, or even whether she ignored me because of 

the dreaded “TT” attached to my Sametime name, which identified me as an analyst on 

rotation to the lower-status NCTC.  I do know that this analyst did not address my 
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concerns per the requirements of the coordination process, and also that her paper was 

well-received regardless, thereby legitimating the tactics she used to get it there.  The 

increasing tendency to use “flash coord” for situations far less urgent than the Uganda 

bombings became something of a running joke within my group; on Fridays, for 

example, someone would usually take orders for take-out Parmesan chicken sandwiches, 

and would make the subject line “FLASH PARM COORD.” 

 The final, and perhaps most sinister, method for undermining one’s co-workers is 

the strategic compartmentalization of classified material.  In addition to the well-known 

general classifications of Confidential, Secret, and Top Secret, classified material can 

contain a variety of additional markings that restrict access to it.  The “NOFORN” 

designation on a paper means that no foreign nationals may see it, for example; 

“ORCON” means that the originator of the information can control its possessors, and so 

forth.  Even if an analyst has a Top Secret clearance, therefore, he does not have access to 

all Top Secret information.  In this way, the Intelligence Community still very much 

predicates the sharing of information on a “need to know” basis.  When an analyst has a 

need to know certain kinds of information, he may be “read in” to a compartment with a 

specialized code word—“RABBIT,” for example, as in the excerpt below.  Only a 

predetermined number of people may be read in to a compartment at one time, and an 

analyst may not even know a compartment exists until she is read into it.  The purpose of 

further compartmentalizing Top Secret information is to minimize the number of people 

who know the information; this eases the tasks of controlling the information as well as 

finding a leak if one were to occur.  Unofficially, however, compartmentalization has also 

been used to purposefully exclude analysts from drafting or co-authoring a paper that 

would otherwise be theirs.  The following excerpt illustrates this: 
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Anna, a CIA analyst relatively new to the IC:  I will never forget this story—
it was one of the worst experiences I’ve had in the IC.  I was working on this 
paper with Mary Anne on Yemen.  She and I were becoming friendly because we 
both worked on Yemen and were kind of new to the IC.  So we were co-authoring 
this paper, actually, I’d written like 80% of it, and everything was going well until 
Mary Anne started doing some weird stuff.  Like this one time, we’d been chatting 
on Sametime in the morning.  And then in the afternoon, I heard her and her 
branch chief go into Dan’s [the group chief] office.  I could hear because my cube 
is close to Dan’s office.  And I could hear that they were talking about our Yemen 
paper!  I was like, why am I not in that meeting?  Why didn’t Mary Anne tell me 
about it?  So I went over and stuck my head in the office and said, “Is this about 
Yemen?  Shouldn’t I be in this meeting?”  And everyone was like, “Oh yes, of 
course, sorry, sit down.”  And after that meeting I was really mad at Mary Anne 
and I asked her why she didn’t come get me for that meeting.  And—get this—she 
told me she didn’t think I was at work that day.  When we had just been chatting 
on Sametime like an hour before that!  And she still stuck to this story about not 
thinking I was at work.  Anyway, this kind of shady stuff continued, but I kept 
working with her because I’d already written so much of the paper.  Fast forward 
to like a week later, and I find out that Mary Anne has slapped the RABBIT 
compartment on the paper—which she has, and I don’t.  And there were no more 
slots for me to be read into RABBIT.  So I was suddenly no longer able to even 
look at the paper that I’d written!  She compartmented me out of it and just went 
on ahead herself.  I got so mad at her—she started to cry when I confronted her 
about it.  She didn’t even give me a heads up to even make it seem like she was 
pretending to be legit about it.  So I not only wrote 80% of the paper, but I 
couldn’t even read it, let alone get credit for it.  I was really surprised because I 
didn’t think she was like that.  I felt so betrayed and really so jaded by the whole 
thing. 

 
I was astonished by this story, and while I have no way of knowing how frequently things 

like this may occur, the fact that it was allowed to happen and wasn’t rectified by 

management suggests at least implicit validation of the behavior.  In the last chapter I 

quoted a similar story about compartmentalization at the agency level: 

We were actually encouraged to block stuff from NCTC.  An Ops person would 
take stuff out of ops and compartment it just so NCTC wouldn’t see it.  There’s a 
lot of corruption in CTC.  Like they’d make a report look like a source had been 
terminated just so NCTC would stop following it.  People who fought back or 
made derogatory comments about NCTC were encouraged.  Negative comments 
about the management, the analysts, the quality of the analysts—it’s basically 
bullying.  That’s a huge impediment.   

 
This strategic use of compartments might be considered a way of hoarding information, 

which is of course the opposite of sharing it.  As one analyst wryly put it, “if you want to 

be cynical, information sharing is when YOU give ME your data.”  Yes, the analysts are 
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all on the same team when considered from the bird’s eye view of the institutional and 

national mission to protect the United States against terrorism.  On the ground, however, 

the ways in which the reward structure, coordination process, and cloak-and-dagger 

culture affect the daily life of the analyst encourage the pursuit of self-interest, even—

perhaps especially—at the expense of others.  One analyst summed this up when he told 

me, “It’s hard to focus on mission—to put mission first when you have to deal with so 

many people who personally fuck you over.”   

Management 

 Once an analyst is able to slog through the coordination process and has 

successfully incorporated comments and mollified antagonists, she is ready to submit the 

paper to management to begin the formal editing process.  The fact that formal “editing” 

technically only begins after coordination was often a source of dark humor among the 

analysts I worked with, since coordination itself has usually already shredded the paper 

beyond recognition in the mind of the author.  In any case, the paper first goes to the 

analyst’s immediate supervisor, typically the Branch Chief, and then proceeds up the 

management chain for group-level review.  There are several more layers of review 

beyond this, including final edits for style and formatting, but my colleagues and my own 

experience suggested that the role of branch- and group-level management in creating 

written products was second only to coordination when considering the most frustrating 

experiences at work.  The frustration seemed to be two-fold: analysts felt both that 

managers were in many cases not qualified to review their papers, and also that they 

could not rely on their managers to support them when conflicts arose.  Toby, a seasoned 

analyst who tends to write more technical papers, talked about his experiences with 

management’s review: 
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Toby: But I’ll also say that the managers and reviewers who edit papers are often 
simply not qualified to review the papers that they’re given.  
Bridget: You mean substantively, or…? 
Toby: Substantively.  Especially technical papers.  Almost every last one of them 
is mathematically illiterate.  And they might even agree with that, with their 
primary defense being that their ignorance is a qualification because it allows 
them to put themselves in the place of the consumer.  I always found that 
explanation to be ridiculous.  Idiocy is not a qualification.   
Bridget: Do you have an example you can think of? 
Toby: Let me think.  One time, I wrote a paper that involved simple 
multiplication.  The multiplication of two numbers.  And the reviewer had 
absolutely no idea what I was talking about.  Because he did not think that these 
two entities could be multiplied.  He said, “when I think of multiplication, I think 
2 x 2 = 4.  What are you talking about here?”  Sanctimoniously, he said this.  I 
simply explained that I was talking about the same thing, but with different 
numbers.  I don’t know if that explanation helped.   
Bridget: Did the paper get published? 
Toby: Yes.   
Bridget: How long after that? 
Toby: I think that that paper was in review at least a year.   
Bridget: That’s insane. 
Toby: There’s no explaining something that basic to a reviewer.  Can’t help you.  
(laughing)  So that did not serve a function of review.  There were other things in 
there that they should have been providing value added on.   
Bridget: Right, because you’re the subject matter expert, right? 
Toby: Right.  It was not review, it was remedial.   
Bridget: Oh man. I can see why that is frustrating. 
Toby: So that partly explains why my job satisfaction was a 3. 

 
The following excerpts also demonstrate the lack of faith in management both as 

qualified reviewers and as unbiased supporters: 

Ethel, a 27-year-old CIA analyst: Management for sure [hinders my ability to 
do my job day-to-day].  Management is a hindrance on increased writing 
capacity, on your ability to get stuff out.  My Branch Chief precludes timely 
review of papers, but my Deputy and Group Chief are really quick.  But it’s the 
opposite in terms of support.  My Branch Chief has my back, and my Deputy and 
Group chief never have our backs, consistently throw us under the bus.  But that’s 
very personality-driven.  Once we coauthored a piece with AQSE [Al Qaeda and 
Sunni Extremism Group], and their management stayed till the end, they argued 
with the editors and totally had their analysts’ backs.  I mean, sure, I’m a GS-13, 
but I’m also 27 years old.  That sort of thing makes a difference when you have to 
defend your analytic line and you’re challenged and have to argue with people 
much more senior.   
 
Jessica, a 47-year-old CIA analyst: A lot of branch chiefs justify their 
existence by doing needless edits, and are sometimes way worse writers than the 
analysts they’re correcting.  And I don’t know if you’ve ever experienced this, but 
sometimes there will be an analyst that gets branded the “good analyst,” and 
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another analyst as the “bad analyst,” and they’ll tell you to be more like the good 
analyst.  That’s just messed up.  I was recently caught in the middle of that kind 
of situation. 
 
Damien, a 32-year-old DIA analyst: The worst thing was this current project 
I have.  I was psyched about it until management got involved.  Then it got stupid 
and painful. 
 
Beverly, a 34-year-old CIA analyst: Like this paper I’m working on—
constantly shifting stuff around, shifting it just to put their mark on it.  They 
[mangers] don’t realize how much it degrades your quality of life to have things 
changed and edited so much.  And it’s one after another… just as soon as you get 
finished fighting one set of battles, you get to start all over again.   
 
Beth, a 10-year IC veteran with experience at CIA, DNI, and FBI: At a 
managerial level, I mean, my manager would edit my pieces to nonconcurrence.  
There is greater inequality and it’s not good for morale.  There would be 
situations where people got awards for nothing, and then really good, deserving 
people wouldn’t get anything.  There are favorites.  And that makes it hard to 
work, when your manager wants a viable draft of a product on his desk each 
month—well, what kind of product?  It’s partly growing pains, but it’s also like, if 
you want to be a different organization than CIA, then you can’t have all CIA 
managers.  Why don’t we have managers from the private sector, or from other IC 
agencies?  …  I mean, at the analyst level, people really do try to get along.  But at 
the managerial level, you have to either wait it out or leave.  The inmates are 
running the fucking asylum.  The manager of my branch turned over the branch 
three times, and got a 15 [promotion] when he went back to CIA!  It’s like, why 
am I making myself physically ill for this, working crazy hours, not taking care of 
myself or having a normal life?   

 
Judy, a CIA weapons analyst: In addition to managers not understanding a 
lot of what they read, I never got the sense that any of them ever had my back.  
They never really supported me.  … And I don’t want to over generalize because I 
have had a handful of good managers, but that’s the exception, not the rule.  In 
these coord battles, when I’m trying to say something controversial, I’ve always 
been on my own.   
Bridget: Why do you think that is? 
Judy: A combination of stupidity and moral cowardice.  We’ve already touched 
on the stupidity issue.   
Bridget: What do you think the manager would say if he saw these comments?  
Judy: Deep down, in a place they don’t acknowledge at cocktail parties, they 
would know it’s true.  I think that as I said, we’ve touched on the stupidity issue, 
but the moral cowardice is a more subtle problem.  Because any bureaucracy has 
a tendency to act in its own best interests and not necessarily those of the mission 
for which it was originally formed.  The larger the org, the greater the 
bureaucracy.  
Bridget: What do you think are NCTC’s self-interests? 
Judy: Self-preservation is the first and foremost interest.  There’s an old 
anecdote—I don’t know if it’s true—about the bureaucracy that went into 
maintaining the Royal Navy between WWI and WWII, and as the number of 
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ships went down, the size of the bureaucracy went up, for no particular reason 
except the laws of bureaucracy.   
 

The sum total of these frustrations with management and coordination generally means 

that written products take much longer to get published within the IC than any of the 

analysts considered reasonable.  With the exception of truly urgent taskings, a paper of 

only one or two pages could take months or, in some cases, years to emerge from the 

quagmire of coordination and managerial review.  In addition, there is no real system in 

place through which an analyst can know what, if any, impact their labor has had.  There 

is a daily email in which the briefers to certain policymakers might make a short 

comment on a paper, such as “the Attorney General read the piece with interest.”  

Comments are rarely more extensive than this, though, and the daily email covers only a 

portion of the papers that are published.  Many analysts are therefore left feeling that 

they are fighting tooth-and-nail to write these papers and push them through 

coordination and review, only to have the paper fall into a black hole, never to be 

mentioned again.  The analyst gets credit for the all-important publication, but often this 

is not enough for the people who are working in this highly stressful job because they 

want to feel like they are making an impact and actually helping to fight terrorism.  

These feelings are echoed in the comments below: 

Carla: And so that detracts most obviously from job satisfaction, thinking that 
every day you come in to write something will not result in a meaningful product, 
because it takes six months or two years for a paper to be reviewed and 
published.  There’s no need for it.  It’s not as though there’s a team of world-class 
experts who are making it better by the day.  It’s not like there’s a room full of 
100 people with lab coats who are making every word and every piece of 
punctuation the best that it can be.  The reviewer might be a single person in a 
cramped office with a four foot pile of papers in front of him who will never get to 
yours.  And there’s no reason for it because by the time they edit it and get back to 
you, it’s not any better than it was when you gave it to them to begin with.  It’s 
irresistible for them [to make changes].  So that’s a big part of it.  … I’m a fairly 
senior analyst and I CAN write.  So there’s no need for months and months of 
feckless review.   
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…Well day to day, too, the—I think I mentioned previously the review process for 
getting products out the door is insane.  You can have papers reviewed that take 
months.  That’s a huge barrier to getting anything accomplished.  And that is 
institutionalized.  That’s not just something that happens, that’s something that 
happens by design, layers and layers and layers of review.  That’s done allegedly 
for quality control, but any analyst will tell you it often just makes the product 
worse every step of the way.  Words get changed, “happy” to “glad” at best.   

 
Damien: Even within a specific project, there is no guidance or direction.  My 
current project was supposed to be a 4-week thing, supposed to end in the June 
or July timeframe, but my supervisor makes no decisions, so it just lingered for 
months and months, until he just decided to make it due this Thursday.  Yeah, so 
now I’ve been here on the weekend and here till 9 at night because he let it sit 
there for months and decided now it needs to be done Thursday.  I had a lot of 
expectations when I started, like with language training, etc., but it’s all gone by 
the wayside.   

 
… And just generally, no one has any sense of urgency or purpose.  Shit sits there 
for weeks, no matter what it is.  And it becomes a production game, too.  Like why 
is it on the analyst to declassify?  It’s a complete waste of manpower.  We have 
these fucking brains, these fucking geniuses in the group, where it’s like, the shit 
they say should be recorded—someone should be standing around them at all 
times in case they say something, because these people could win the fucking war 
effort just by talking.  They should have a recorder near these people and just say 
“Keep talking!  Write it down!”  But the super geniuses spend their time editing 
minute details or flowery language, haggling and arguing over one word when 
they are just super geniuses.   

 
Ethel: [My job satisfaction] is not a 10 because the government bureaucracy gets 
in the way of progress.  It takes three times as long as expected to get a product 
out the door.  Like my manager, she does what she calls “nits” on our papers—like 
nitpicking. 

 
Mike, a 24-year-old ODNI analyst: I’d give [my job satisfaction] an 8.  It’s 
not a 10 because I don’t always see the direct impact or relevance of the work I 
do.  Like in Iraq, I’d say it was close to a 10.  Because you’d write an assessment, 
and then like, within a few hours you’d have some general or someone calling you 
and you’d see the impact of what you did.  Being in DC, there are administrative 
headaches that you don’t deal with in the field.  I mean, there’s definitely a small 
part of me that likes to pretend I’m this crazy field operative, and it’s a lot harder 
to delude yourself into that here.   

 
I also detect a sense of disconnect within these comments between the idea and 

the reality of the job, which is actually not surprising.  Over the last few years, I have 

talked to many people who have expressed interest in working for the CIA.  These people 

usually have a Hollywood-influenced image of what the CIA is like; they assume that 



108 

 
 
 

everyone who works there is some variation of Jack Bauer or James Bond, and they have 

a hard time believing that cubicle life and red tape figure prominently in the life of the 

analyst.  CIA employees rarely have concrete, specific knowledge of the job before 

actually starting the job; the world is shrouded in secrecy to outsiders and it is very 

difficult to enter, as detailed in chapter 3.  As a result, some analysts feel a disconnect 

between what they thought the job would be like and what the job really is once they 

start to work there.  Johnston (2005) has found this to be true in his work on the 

Intelligence Community as well, particularly in his discussion about anticipatory 

socialization and “entry shock,” or “the confusion and disorientation experienced by 

many newcomers to an organization” (2005, p. 100).  He argues that employers can 

reduce entry shock by providing clear and accurate information about the organization 

and the applicant’s duties, but since this is not possible with most Intelligence 

Community jobs, the gap between expectations and experiences is perhaps unavoidably 

wide.   

From my own experience, I know that people join the CIA because they truly 

want to play an active role in protecting the nation against its enemies, so it is not 

surprising that many of my colleagues expressed disappointment in both the 

coordination and review processes as well as the impact they felt their written work 

tends to have.  Ultimately, the reward structure, the difficulty of getting papers through 

coordination and review, and the ways in which analysts undermine each other have 

created a system in which self-interest is frequently at odds with group-interest, thereby 

impeding sharing and collaboration. 

Theoretical Discussion 

 In my view, the central conflict underlying the observations and field notes 

presented in this chapter is the tension between secrecy and openness, which are 
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frequently conceptualized as two ends of a spectrum.  At NCTC, the official discourse and 

rhetoric have suggested a desire to shift toward the openness end of the spectrum; 

during a brief all-hands meeting in March of 2010, for example, then-Director Michael 

Leiter used some form of the word “integration” eight times, “coordination” four times, 

and other similar buzz words, such as “overlap,” at least once to describe his vision for 

NCTC.  Moving the Intelligence Community away from the secrecy end of the spectrum 

is not simply a matter of flipping a switch or creating a new organization, however.  Both 

the organizational history, particularly of the CIA, and the cultural value of secrets keep 

the Intelligence Community wedded to secrecy, which creates strain in an era where the 

9/11 Commission found that too much secrecy, in part, is what led to the attacks. 

 Why are the IC and the CIA beholden to secrecy?  Diane Vaughan, as I mentioned 

previously, suggests that secrecy is a fundamental characteristic of any large 

bureaucracy: 

Secrecy is built into the very structure of organizations.  As organizations grow 
large, actions are, for the most part, not observable.  The division of labor 
between subunits, hierarchy, and geographic dispersion segregate knowledge 
about tasks and goals.  Distance—both physical and social—interferes with the 
efforts of those at the top to “know” the behavior of others in the organization—
and vice versa.  Specialized knowledge further inhibits knowing.  People in one 
department or division lack the expertise to understand the work in another or, 
for that matter, the work of other specialists in their own unit.  The language 
associated with a different task, even in the same organization, can be 
wondrously opaque.  (Vaughan, 1996, p. 250) 

 
Ritchie Lowry (1972) agrees; he states that secrecy, defined as “the possession of special, 

hidden, and unacknowledged information… has always been a characteristic of human 

organizations” and that “the spread of secrecy has been partly a function of processes of 

bureaucratization” (p. 438).  Senator Patrick Moynihan (1998) echoes the notion that 

bureaucracies in general create secrecy; after considering Weber’s writings and the role 

of bureaucracy in creating the atomic bomb, Moynihan concludes that “a culture of 

bureaucracy will always tend to foster a culture of secrecy” (1998, p. 153).  As the CIA has 
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grown, therefore, we can imagine that the secrecy associated with that growth has also 

increased.  Unfortunately, it is impossible to speak concretely about employment trends 

and figures; personnel numbers are classified, since the Agency does not want our 

enemies to get an idea of what our capabilities might be.  As a ballpark figure, though, 

Moynihan states that “by the late 1950s, [the CIA] had grown to about the size of the 

State Department, with some twenty thousand employees” (1998, p. 180).  That number 

has of course ebbed and flowed in the half-century since, but there are some open-source 

materials that can give us an idea of how the number of actual secrets may have changed 

over the years.  For instance, Alasdair Roberts’s book, Blacked Out, discusses the 

increase in classified documents (by definition, secrets) between the pre- and post-9/11 

worlds: 

It is common for advocates of openness in the United States to point out the 
dramatic increase in the number of documents that have been classified for 
national security reasons over the last decade.  In August 2004, for example, 
Senators Trent Lott and Ron Wyden complained that the number of classification 
decisions taken by federal officials had more than doubled over ten years, with 
more than 14.2 million documents being classified in 2003.  (2006, p. 213) 

 
This increase is echoed in Peter Shane’s chapter in the edited volume Government 

Secrecy: Classic and Contemporary Readings:   

Evidence abounds of the increasing trend towards federal government secrecy 
over the last five years.  In the year following the September 11 attacks, the 
government classified 11.3 million documents, which jumped to 14.2 million the 
following year and 15.6 million the year thereafter.  (2009, p. 658) 

 
Classification happens throughout the federal government and not necessarily solely in 

the Intelligence Community, but these quotations nevertheless provide support for the 

idea that the number of government secrets has increased since 9/11.  Ironically, then, 

one might conclude that the post-9/11 hiring surge at the CIA may have ultimately been 

counterproductive in terms of openness and collaboration, particularly with other 

agencies, since a bigger organization means a more secretive one. 
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 This is especially true for an organization whose explicit purpose is secrecy, as the 

CIA was founded specifically to fill the federal government’s need for covert action.  

James Q. Wilson uses an ecological metaphor to describe the ways in which 

organizations in general, and the CIA in particular, begin and grow: 

An organization is like a fish in a coral reef: To survive, it needs to find a 
supportive ecological niche. … First, [the founding executives must] seek out 
tasks that are not being performed by others… [T]he first directors of the Central 
Intelligence Agency faced plenty of rivals—the military services as well as the 
State Department had active intelligence services.  This fact… led it to define a 
new role for itself in the area of covert operations.  Though intelligence was also 
done, operations became the culture-defining task of the CIA.  (1989, p. 188-189) 

 
In Athan Theoharis’s edited volume, A Culture of Secrecy, James Dempsey echoes the 

idea that the conception and operation of the CIA was fundamentally about secrecy: 

The history of the CIA is in part a history of the conflict between secrecy and 
publicity.  The CIA was conceived and operated through much of its first decades 
in extraordinary secrecy.  Congressional hearings on the agency’s establishment 
were held in secret, and both houses of Congress went into executive session to 
consider the legislation creating the agency.  Until the Vietnam era, congressional 
leaders and newspaper editors alike preferred not to know what the CIA was 
doing.  (1998, p. 38-39) 

 
CIA’s current mission statement underscores the CIA’s value-added as an agency that 

can “accomplish what others cannot accomplish and go where others cannot go” 

(www.cia.gov).  In addition to “collecting information that reveals the plans, intentions, 

and capabilities” of the enemies of the United States and producing timely analysis, the 

CIA is the only agency that is permitted to conduct “covert action at the direction of the 

President to preempt threats or achieve US policy interest objectives” (www.cia.gov).  

Secrecy is literally the reason for CIA’s existence; it is therefore the Agency’s way of life.  

As Moynihan says: “this is an apt critique of the culture of secrecy.  It is a belief system… 

It can be, as it was during the Cold War, all consuming”  (1998, p. 206). 

 In a culture of secrecy, secrets themselves are highly valuable.  They are a type of 

power, and someone in possession of a secret has an advantage over someone who does 
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not.  This is the foundation of espionage tactics regarding America’s enemies—secrets 

give the U.S. an advantage and therefore enable the Agency to defend the country—but 

we have also seen how this idea of secrets as advantageous to the holder carries over to 

interactions within the Agency and the IC, particularly within the reward structure that 

is centered around self-interest.  Indeed, both Simmel and Moynihan refer to the idea 

that the secret is a sort of “currency” that is frequently hoarded, both as a general rule 

and specifically within the Intelligence Community:   

What is withheld from the many appears to have a special value… Among 
children a pride and self-glory often bases itself on the fact that the one can say to 
the others: “I know something that you don’t know.”  This is carried to such a 
degree that it becomes a formal means of swaggering on the one hand, and of de-
classing on the other.  This occurs even when it is a pure fiction, and no secret 
exists.  From the narrowest to the widest relationships, there are exhibitions of 
this jealousy about knowing something that is concealed from others…. Secrecy 
gives the person enshrouded by it an exceptional position…. Out of this secrecy, 
which throws a shadow over all that is deep and significant, grows the logically 
fallacious, but typical, error, that everything secret is something essential and 
significant. (Simmel, 1906, in Maret and Goldman [Eds.], 2009, p. 22, my 
emphasis) 

 
Here we have government secrecy in its essence.  Departments and agencies 
hoard information, and the government becomes a kind of market.  Secrets 
become organizational assets, never to be shared save in exchange for another 
organization’s assets.  (Moynihan, 1998, p. 73, my emphasis) 
 
Presidents soon came to realize that “even harmless secrets were coins of power 
to be hoarded.” … The official with a secret feels powerful.  And is. … 
Organizations with the morale, incentives, and structure enabling them to hold 
information closely were increasingly disinclined to cooperate with organizations 
that were not.  (Moynihan, 1998, p. 168-169; first emphasis mine, second 
emphasis in original) 

 
These quotations recall the somewhat cynical sentiment above from a CIA analyst that 

“sharing is when YOU give ME your data.”  They also echo one of the main arguments 

made elsewhere in this dissertation: the chilling effect status inequality among the 

agencies on information sharing and collaboration.  Because the CIA does the hard work 

to collect (and own) information that NCTC and others cannot, the Agency is reluctant to 

give away the advantage this information affords it.  Secrets are literally worth money, as 
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many espionage tales have shown us, and a system that rewards “hoarding” and the 

miserly behavior many analysts exhibit is not easily able to change a culture and history 

of self-interest in the name of “sharing.”  At the same time, this tendency to hoard 

information is not only a matter of self-interest and gaining promotion; secrecy is also 

necessary to protect the lives of the people who get secrets, and most analysts perceive a 

more open system as one that makes security leaks more likely. 

The tension between secrecy and openness in intelligence work also challenges 

the idea that merely putting agencies together will solve the integration problem.  It is 

simply not possible to tell any one of the intelligence agencies to start sharing more 

information and have it happen with no resistance, because the Intelligence Community, 

and the CIA in particular, naturally gravitates toward the secrecy end of the spectrum, as 

we have seen.  At the same time, Johnston points out—and the 9/11 Commission seems 

to agree—that a more open system “encourages interorganizational communication, 

interaction, and sharing of information among analysts and increases the likelihood that 

an analyst will be more efficient … and therefore effective or accurate in his or her 

assessment of a situation” (Johnston, 2005, p. 12).  Johnston posits that perfect secrecy 

can be unproductive because it concentrates important information in the mind of one or 

just a few people, but perfect openness is similarly fruitless because it negates any 

advantage the US would have over its enemies (Johnston, 2005, p. 11).  This is true even 

of only “internal” openness within the IC; as one analyst told me, “if all the information 

is shared by everybody, then it only takes one person to bring the house of cards down.”  

The goal for NCTC, then, should not be simply to push analytic work farther toward the 

openness end of the spectrum, but to strike an optimal balance between secrecy and 

openness to get the best of both worlds. 
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How can a culture so deeply rooted in secrecy—indeed, a culture that is secrecy—

possibly overcome these barriers?  Gary Alan Fine argues that secrecy and openness are 

not necessarily two ends of a spectrum but rather complementary features of 

organizations.  His ethnographic work with Lori Holyfield on voluntary mushroom-

collecting communities in Minnesota (1996) does not at first appear to be related to 

intelligence work, but the article provides an apt comparison because the relationships in 

both organizations employ risk and rely on the mechanisms of self-interest and 

cooperation for success.  I suggest that secrecy and openness—that is, self interest and 

group interest—are not necessarily opposed in the Intelligence Community after all; in 

fact, activities that benefit the group can be reframed to benefit the individual as well, 

thereby leveraging the historical tendency toward secrecy to increase openness and 

collaboration.   

 Fine and Holyfield suggest that trust “contributes to cohesion” and is “connected 

directly to mutual support” (1996, p. 29).  Its role in creating a group feeling in an 

organization is therefore rather straightforward.  Secrecy, on the other hand, “is not 

implicated so obviously in the development of group feeling because, on the surface, it 

separates individuals” (Fine and Holyfield, 1996, p. 29).  Although Fine and Holyfield 

state that trust is a “synthetic” force and secrecy its “centrifugal” equivalent (1996, p. 29 

and 24), thereby seeming to pin the two as opposites, they also remind us that secrecy is 

often used for “smoothing social order, for managing impressions, and as a means of 

social control” (1996, p. 29).  Secrecy also “strengthens the organization by emphasizing 

its boundaries, as is necessary for collective identity” among insiders versus outsiders 

(Fine and Holyfield, 1996, p. 30).  In the “community of secret holders,” then, secrecy is 

often able both to “divide and unify” the group at the same time (Fine and Holyfield, 
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1996, p. 30).  This is possible with the help of what the authors call the “paradox of 

secrecy”: 

This paradox is the fact that secrecy is constituted by the procedures by which 
secrets are communicated; in other words, it is defined by the telling of secrets in 
the “appropriate” contexts and relations.  Secrecy is governed by implicit rules, 
and in this sense is normative.  The telling of secrets on certain occasions builds 
community among members: when enough members privately communicate 
secrets, everyone eventually becomes a holder, a giver, and a recipient of secrets.  
As with trust, information leads to the development of relationships.  An 
economy of secrets exists by virtue of their breach.  (1996, p. 30, emphasis in 
original) 

 
In other words, there are “legitimate” instances where sharing secrets is acceptable and 

appropriate, and it is by examining these instances that we can learn where the line 

between legitimate and illegitimate secret-sharing occurs.  This excerpt also refers to the 

“economy of secrets,” as discussed earlier in the chapter, which underscores the 

emphasis on secrets as possessions of varying value; at the same time, the existence of 

this economy is not taken for granted in Fine’s and Holyfield’s research but rather is 

predicated upon the circumstances of secret-breaching.  As they say in their article, 

“community is built not only by the occasional spread of information, but also by keeping 

it… On occasion, secrecy is explicitly abrogated; thus the legitimacy of secrecy in other 

circumstances is emphasized” (Fine and Holyfield, 1996, p. 30-32).  It is these 

circumstances of breach, then, that will help us determine how a culture can move along 

the secrecy/openness spectrum without necessarily compromising either one. 

 The fear of compromising security in favor of openness is at the heart of the 

tension between the two, because in the counterterrorism community, there is the 

prevalent perception that intelligence work is a zero-sum game: within the current 

structure, the analysts feel that a win for one of them is a loss for everyone else.  

Mushroom pickers often feel the same way, since in a literal sense mushrooms can only 

be picked once (at least, once per growing season) and there is a geographical limit to the 
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number of places where mushrooms might be found.  While in the mushrooming world 

the battles are over literal turf, we have seen the ways in which the battles in 

coordination and with management in the Intelligence Community center around 

figurative turf—the perceived “ownership” of topics or geographical areas of interest.  

When perceived as zero-sum, both mushrooming and counterterrorism work can feature 

the strategies of deception and sabotage discussed earlier in the chapter; but as Fine and 

Holyfield suggest, “mushrooming need not be a zero-sum game: although particular 

specimens may be picked only once, numerous unpicked mushrooms await energetic 

collectors” (1996, p. 30).  In other words, the reality is that the locations for mushrooms 

are not limited by geography but rather by the energy and effort mushroom pickers are 

willing to expend in the search.  As the authors say, “the model of a zero-sum game 

applies only when one believes that the number of sites cannot be expanded” (Fine and 

Holyfield, 1996, p. 35).  Therefore, the types of secrets that are legitimately shared in the 

mushrooming community are those regarding the process of finding mushrooms—

ecological indicators, patterns, and so forth—rather than the locations themselves.  In 

the words of the authors, “the information that is hidden would be available to all 

members if they wished to devote sufficient time and effort; the information that is 

shared exemplifies the process, though not the outcomes, of successful performance” 

(1996, p. 34).  This emphasis on process rather than outcomes “binds members together 

in providing for friendly competition… That others care about their colleagues’ successes 

and failures suggests that the relationships are meaningful” (1996, p. 34).  In this way, 

some secrecy actually creates cohesion among members, because the competition it 

creates “provides a consensual basis for competence on which status is built” (Fine and 

Holyfield, 1996, p. 35).  Mushroomers can still be “better” or “worse” at finding and 

collecting mushrooms than others, but rather than “jump-balling” each other over the 
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best spots, they are confident that their expertise can develop within the context of their 

own persistence and accumulated knowledge rather than cutting each other down.  This 

perspective is more suited to the analogy of a relay race rather than basketball; while 

basketball features offense, defense, and many more players than available balls, relay 

racers are technically competing against the other teams but are ultimately only focused 

on their own cooperative effort.  Moreover, each relay race has its own baton and need 

not directly compete with other racers for possession of it.  Relay racers still pursue and 

achieve excellence, but this excellence is limited only by an individual runner’s skill and 

dedication and does not require a runner to decimate the games of the other relay teams.  

In relay races, competition and cohesion co-exist relatively peacefully. 

 How can the counterterrorism analysis community more effectively employ the 

relay race paradigm?  In a culture where self-interest is rampant, the obvious choice is to 

make community collaboration a matter of self-interest as well.  Since trust (i.e. 

openness, sharing, and collaboration) is already present to some degree in the 

community, the powers that be could take steps to shift the reward structure away from 

“publish or perish” and toward a more collaborative culture that still rewards individual 

achievement.  Rather than requiring capitulation or forcing people to cooperate, a 

revised PAR/promotion structure could still encourage the individual to write papers, 

but also incentivize the analyst to contribute to the needs of the group.  In essence, this 

shift would consider collaborative efforts actually to be both self-interested and 

cooperative, since the individual analyst would be rewarded with money or status for 

engaging in group-oriented behavior.  Analysts should be individually rewarded for 

performing job duties other than writing papers, for example, and these rewards should 

be more than mere rhetoric.  They should be explicitly included in the PAR 
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requirements, and the analysts should be penalized if they concentrate solely on writing 

at the expense of the other elements of job performance.   

 One way to create self-interest in the pursuit of group goals would be to expand 

the number of scenarios in which information sharing and collaboration is considered 

“legitimate.”  One type of legitimate sharing is already present both in the mushrooming 

world and the counterterrorism world: mentoring, or the process by which more senior 

members share advice and knowledge with junior members to socialize them and help 

them succeed in the organization.  In the words of Fine and  Holyfield, “In practice, 

expert members teach novices because of the belief that one should repay one’s own 

socialization with the socialization of others, … the satisfaction of generating shared 

interest, [and] the status rewards of contacts with less knowledgeable persons” (1996, p. 

28).  At NCTC and CIA, new analysts are provided with formal mentors, and informal 

mentoring relationships form as new employees organically develop relationships over 

time.  In my experience, mentors do not consider mentoring activities to be capitulation, 

forced sharing, or time taken away from “real” work; on the contrary, most of the 

mentors I knew, as well as my actual mentor, felt relieved that there was an official 

organizational mechanism to “pay forward” their accumulated institutional knowledge.  

Although I am sure some analysts have had negative mentoring experiences, the overall 

sense I gathered was a positive one.  Why not expand the mentoring model into areas 

that specifically target collaboration and information sharing?  For example, a senior 

analyst who has had success in co-authoring papers could mentor pairs of analysts who 

are interested in co-authoring to help smooth the process.  Senior analysts could also get 

mentoring credit for leading meetings in which a sole author meets face-to-face with 

analysts who have provided antagonistic coordination comments meant to stall 

publication.  Since these meetings are currently usually handled by the respective 
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analysts’ managers, a mentoring focus would free up some of the managers’ time, which 

is notoriously stretched thin.  The presence of a mentor could also remove the managers’ 

biased perspectives from the arguments, since each manager has an incentive to fight for 

his own analyst.  Most obviously, this structure would enhance the self-interest for the 

mentor while also taking small but significant steps forward toward greater community 

collaboration. 

 The IC also needs to find ways to speed up the coordination process, since one of 

the main reasons for low job satisfaction among the analysts I interviewed was the 

inordinately long time it takes to get papers through the system.  Since part of the reason 

for delay is intentional dawdling by people who believe one analyst’s published paper is 

their loss—that is, people who believe that counterterrorism work is a zero-sum game—

the PAR system should provide incentives for each set of timely coordination comments 

that an analyst provides for another analyst’s work.  This is another way in which the 

goals of others can align with the analyst’s self-interest.  Further, it is not entirely clear to 

me why so many layers of review are necessary for a paragraph to go into the President’s 

Daily Brief.  Surely these are some of the most important products and must be 

scrutinized to a certain degree, but as many of the analysts told me, managers will often 

weigh in on papers in which they have absolutely no subject matter expertise just for the 

sake of putting their marks on it.  After the official coordination process, in which 

theoretically all of the subject matter experts in the IC have vetted the paper’s contents, 

why should it be possible for a manager with less knowledge on the subject to completely 

change the paper’s bottom line, or to make substanceless “happy to glad” changes?  Or, 

more often, why is it possible for one manager to say one thing, only to have the next 

level of management say the exact opposite?  Managers surely need to know what their 

analysts are writing, but the subject matter itself should be left to the experts.  Reducing 
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the number of review layers from 14 even to 10—which still includes a lot of review—

would surely speed up the process. 

 When considering the papers themselves, analysts should clearly be rewarded for 

more than mere quantity of production.  While it is admittedly difficult to judge quality 

in some ways, at the very least an analyst who writes a one-paragraph paper should not 

get the same kind of credit as the analyst who writes a 20-page long-term strategic 

analysis.  Most analysts acknowledge that the reward structure incentivizes the 

publication of many short-term pieces and that this is not necessarily a good thing.  Both 

short-term and long-term assessments are necessary to doing diligent counterterrorism 

work, but in the current structure, there is little reason for any analyst to dive into the 

longer pieces if he or she wants to be promoted.  This needs to change.  Although it 

doesn’t seem completely right to have a system in which only the total number of pages 

written per year is rewarded—that is, 10 one-page papers are equal to one 10-page 

paper—something along those lines would work toward incentivizing the longer-term 

strategic papers as well as the shorter-term tactical taskings. 

 Finally, if the managers truly want to encourage co-authorship of papers, they 

need to do more than give it lip service.  Co-authoring a paper is typically harder and 

takes longer than writing alone, since many more people are involved in all of the 

component processes.  Consequently, there should be an incentive to co-author a paper 

to offset these additional costs.  Currently, a co-authored paper counts as one paper for 

each other—the same as a sole authorship; since co-authoring takes longer and 

potentially involves more headaches, there is no real incentive to take on the additional 

burden since there is no payoff for doing so.  Perhaps, then, a co-authored paper could be 

weighted relative to a sole authorship—say, as 150% of a paper rather than one paper.  

Co-authoring two papers over a year, for instance, would then mean that each of the 
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authors get credit for three papers instead of two.  This is not enough to throw the entire 

current system into disarray, but it is enough of an incentive to offset the additional costs 

of co-authoring compared to writing alone.  This adds self-interest to the co-authoring 

endeavor, and could potentially decrease the incidence of situations like the one 

described on page 14 in which Mary Anne misused the compartmentation system to 

claim sole authorship for herself. 

 Altering the perception of counterterrorism work as a zero-sum game requires 

dispelling the idea that self-interest and the interests of the organization—that is, secrecy 

and openness—are diametrically opposed.  Fine and Holyfield’s research on mushroom 

collectors demonstrates that secrecy and openness need not work in opposition and can 

in fact work simultaneously to create cohesion in organizations.  Similar dynamics can be 

applied to the Intelligence Community such that activities that enhance information 

sharing and collaboration can also lead to financial gain and promotion for the self-

interested analyst.  By simultaneously incentivizing collaboration and self-interest, the 

pitfalls of the coordination process, management, and the sabotage of others can be 

alleviated to help the counterterrorism community more effectively achieve its mission. 
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Chapter 5: Humor in the Intelligence Community 

 
 Each of the substantive chapters in this dissertation addresses a particular set of 

phenomena in the Intelligence Community: the acculturation process, status differences 

among agencies, the overwhelming quality of daily life, and the complicated interactions 

that comprise the writing process.  I saw each of these broad topics reflected in the 

humor intelligence officers use, and I quickly realized that an appreciation of these 

patterns of humor is crucial to understanding the culture of counterterrorism analysis.  

While many other researchers have studied the general functions of humor, this chapter 

aims to look at these specific ways in which humor is manifested in the intelligence 

world.  Employees use humor to initiate neophytes into the fold, to acknowledge and 

reinforce status differences, to release the tension they feel from the overwhelming 

nature of their tasks, and to subvert the tiresome challenges coordination presents.  The 

theoretical discussion will not repeat the findings of previous researchers, but will 

instead question whether humor is useful in a deadly serious occupation. 

Humor, Status Inequality, and Acculturation  

 Because the official administrative discourse stresses collaboration and 

information sharing, any public displays of inter-agency bashing need the face-saving 

functions of humor to be socially acceptable.  In fact, humor was the most common way 

in which inter-agency status differences were expressed when members of multiple 

agencies were present—that is, at NCTC; inter-agency humor was still present at CIA 

Headquarters, but since almost everyone there is CIA, the cloak of humor was usually 

not necessary.  The following excerpts from my field notes illustrate the kinds of inter-

agency put-downs that were expressed with humor at NCTC: 

Today I attended at panel in the auditorium about women in the IC.  There were 
people on the panel from various agencies, and each one talked about the 
contributions women made to each of the agencies. The last two speakers were 
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from FBI and CIA.  The FBI person spent some of her time talking about how 
much J. Edgar Hoover actually hated women, and how that attitude made it 
difficult for women to advance in the Bureau.  Then the CIA representative got to 
the podium, and the first thing she said was, “There’s only one thing J. Edgar 
Hoover hated more than women, and that’s the CIA!”  Everyone in the audience 
(maybe 100 people) laughed.  The FBI person immediately retorted from her 
seat: “He had a good reason for that one, though!”  More laughter. 
 
Right after lunch today I had to go to this mock FBI training thing.  The FBI 
people in REM [my analytic group, Radicalization and Extremist Messages] are 
getting ready to go train other FBI people on radicalization, and they wanted an 
audience to practice on, so my boss asked me to go.  So the mostly CIA audience 
is sitting there pretending to be FBI people—perhaps an irresistible opportunity 
to bash.  Paul was answering a question about terrorists and he goes, “Those 
terrorists are all bat-shit crazy!”  He said it in a slow Southern drawl, clearly 
trying to make himself sound like some sort of country bumpkin type.  Everyone 
started laughing and he said, “I’m just channeling my inner Bureau!” 
 
Overheard while sitting in my cubicle this morning:  
Ted (CIA): My manager talked to me in Klingon [a fictitious language from Star 
Trek] today. 
Mike: How did you respond?  
Ted: I said, “I didn’t know you worked for NSA!” 
 
Today I was talking to Daria, a career-long CIA person who isn’t a big fan of 
NCTC.  She told me that in her group, whenever NCTC does something, they say 
it’s from NCTC/WTF.  I thought this was pretty funny because it is a play on the 
way people designate offices (I’m NCTC/REM, for example, or someone might be 
CIA/CTC).  Someone might not even notice that WTF is a dig at NCTC and not a 
real office, so the humor was more subtle. 

 
Poking fun at groups of perceived lower status is not limited to agencies; within NCTC, 

status differences emerged among analytic groups as well: 

This afternoon a few people congregated around my cubicle and people were 
chatting.  Sam came over asked us if we knew who had written a recent piece, but 
none of us knew. Kelly said, “Was it about radicalization?” Sam said yes, and 
Kelly said, “It was probably AQSE.”  Everyone laughed.  (from field notes) 

 
This exchange was funny to the participants because AQSE, the Al Qaeda and Sunni 

Extremism group, is generally considered the most stressed out and harried, but also the 

highest-status, group at NCTC.  The joke was that AQSE is often accused of “scooping” 

other groups’ papers; these analysts felt that a paper on radicalization should have been 

handled by the Radicalization and Extremist Messages Group, but was probably “stolen” 
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by AQSE instead.  On another occasion, Cameron,6 a CIA analyst at NCTC, used humor 

to put down a new NCTC group whose purpose seemed questionable to him: 

Cameron was talking about Pursuit today [the group that was created in response 
to the Christmas Day bomber to follow so-called “loose threads”] and he said, 
“Every time anybody mentions them, I expect a laugh track to kick in, like on a 
TV sitcom.” 

 
This joke was funny because it was used to deride the Pursuit group, which was very new 

and (perhaps therefore) low-status at the time, but the joke was interesting because it 

used the imagery of canned laughter as the humor itself.   

The use of humor to promote inter-agency or inter-group put-downs was not 

limited to verbal sparring, however; it was expressed in written communication as well, 

as these field note excerpts illustrate: 

Today I got a bunch of coord comments on my paper.  Ugh.  One of them was 
really combative for reasons I couldn’t understand, so I decided to call the 
person.  I hate doing that because I hate that everyone can hear each other on the 
phone, but whatever.  While I was on the phone, Kelly [an FBI person] came by 
for a visit.  She saw I was on the phone and couldn’t talk, so she sent me an email 
later on in the day that said this: “Yeah I heard you on the phone earlier and 
assumed it was coord stuff.  You sounded very professional, I was impressed. =) 
You are not a typical CIA person. LoL.  And that’s a compliment, in case you 
weren’t sure. =)”   
 
This afternoon I was talking to Toby [a CIA person formerly at NCTC] on 
Sametime and we started joking about the bathrooms—I keep joking that they’re 
haunted, because the automatic flushers will often flush the toilets when no one 
is near them, and it makes me jump.  Anyway, Toby was joining in the joking and 
said, “[the bathrooms are] probably haunted by all the fallen DNIs [Directors of 
National Intelligence].  The Ghosts of Pinheads Past—haha, every square inch of 
that place would be overcrowded!” 
 
Caroline [CIA person at NCTC] sent me a Sametime this afternoon because she 
knows I’m interested in inter-agency relationships, so sometimes she flags stuff 
for me.  She was chatting with a buddy of hers at CIA HQs, and she asked him, “Is 
there a procedure for coordinating with you guys [CIA HQs] on this?” whatever 
the project was.  The buddy replied, “Yeah, the procedure is that we’re supposed 
to give you guys [NCTC] a hard time, haha.”  
 

                                                 
6 All names have been changed. 
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In the written jokes, it is especially important for the user to include a textual 

representation of laughter so that the recipient knows it is a joke; “LoL,” “haha,” and 

smiley faces in each of the excerpts above serve as these indicators. The speaker is 

serious about the joke’s underlying implications, but wants the “out” provided by humor 

in order to save face in case the recipient takes offense.   

These excerpts show that humor is used to reinforce and acknowledge status 

differences at both the intra- and inter-agency levels in a way that still permits people to 

work together.  These interactions frequently reminded me of the ways in which fans of 

different sports teams who are otherwise friends will sometimes interact; there is good-

natured ribbing and joking so as to remain civil, but at the core, each fan really believes 

his own team to be superior.  Moreover, there are different levels of allegiance in sports 

as well as in the Intelligence Community; while Philadelphia Flyers fans might argue 

with New York Rangers fans over hockey, both fans can usually get together in rooting 

for the United States hockey team in the Olympics.  In the IC, analytic groups might 

squabble within CIA, but CIA analysts can usually come together to scorn the FBI, for 

example.  Similarly, while CIA and FBI might squabble, everyone can usually get on the 

same page when it comes to belittling the enemies of the United States, as I will discuss 

later. 

 New CIA employees are known as EODs, which stands for Entrance On Duty.  

Certain humorous initiation rituals are directed toward EODs to give them a hard time, 

but also to let them know they have been accepted into the fold.  As I discussed in an 

earlier chapter, the Agency and the wider Intelligence Community comprise a Byzantine 

bureaucracy, and employees are often bewildered by procedures or frustrated that they 

could not possibly know to ask certain kinds of questions (see the example of the valet 

parking debacle in chapter 2).  Sometimes the sought procedure is far simpler than an 
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analyst might assume; for example, one needs only to wrap classified material in two 

envelopes rather than one for it to be considered safe to transport to another building.  

In other cases, the process is far more convoluted than would ever be imaginable in the 

outside world; for example, many of my colleagues complained to me that they could 

easily spend an entire work day trying to figure out how to book a domestic flight.  

Because it is impossible to predict what kinds of requirements or procedures might be in 

place for a seemingly routine task, it is very easy to take advantage of the bewildered 

EOD by making him believe that certain procedures are required when they are not.  A 

lot of the real procedures can seem crazy to a neophyte (or even a seasoned analyst), so 

the unsuspecting EOD usually does not take much convincing.  Perhaps the best-known 

of these initiation rituals involves the procedure for destroying classified material.  The 

real procedure is simply that the analyst must put the materials into what is known as a 

“burn bag,” which is just a large paper bag with red and white stripes on it.  When the 

bag is full, the analyst must staple the bag, take it to a burn bag chute, and place the bag 

in the chute.  When a senior analyst wishes to, in a sense, haze an EOD, he will explain to 

the EOD in a very serious tone that when the EOD places his burn bag in the chute, he 

must shout his badge number at the top of his lungs down the chute, so that the “people” 

at the bottom of the chute know whom to contact if any materials were disposed of 

improperly.   

 Luckily, I escaped this particular mortification, but several of my CIA colleagues 

swore to me that they had either inflicted this on an unsuspecting EOD or that they had 

heard the screaming somewhere at CIA HQs and laughed.  It is impossible for me to 

know if these stories were true, or if they were what are known as “FOAF tales”—that is, 

“friend of a friend” tales, as in, “this story really happened to a friend of a friend” 

(Mickolus, 2011, p. 19).  In my view, the veracity of these kinds of stories is not all that 
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important; some are true and some probably aren’t, but urban legends, war stories, and 

what might be called “Agency lore” are critical for creating and maintaining the Agency’s 

“personality,”  or what Gary Alan Fine would call its “idioculture” (Fine, 1979)  They 

illustrate what Geertz (1973) termed social reflection—stories people tell to themselves 

about themselves—and while some of these tales are glorifications of the valor and 

heroism displayed in the Agency’s history, I focus here on the funny stories and inside 

jokes with which the Agency makes fun of itself.  These tales are especially important for 

the acculturation process, for they are not nearly as funny to outsiders, and insiders only 

“get” the jokes once they have internalized the culture around them (Fine, 1979). 

 The first example of Agency folklore I will discuss is the Hot Dog TDY story.  This 

is a true story that occurred during my second summer as a Graduate Fellow at the 

Agency, so I was able to track down the actual story and reproduce it below.  A real TDY 

(Tour of Duty) is essentially a business trip in the IC, and whenever an employee is 

traveling somewhere, a cable is written to document the trip.  The Hot Dog TDY is a 

satirical cable someone wrote upon hearing a rumor that there is a hot dog vending 

machine in the basement of the Old Headquarters Building (OHB) at CIA.  I have already 

described the oblique language of cables and the difficulty people have in deciphering 

them; cables about domestic TDYs are considerably easier to read, but still follow a 

certain pattern, rhythm, style (all capital letters, for instance), and, of course, acronyms 

(e.g. NFI, which means “no further information” or “not further identified”).  Someone 

adapted the language of cables to describe this hot dog vending machine, and other 

analysts found it so funny that it still was making the email rounds years after it was 

written.  Here is the “cable” in its entirety, from my field notes: 
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OBSERVATIONS OF OHB HOT DOG MACHINE 
 

1. LOCATION: OHB APPROX. GF45 NEAR THE ELEVATORS AND GREEN 
JACKET HIVE 

 
2. APPEARANCE: STANDARD VENDING MACHINE APPEARANCE WITH 
THE WORDS OSCAR MAYER AND A LARGE WIENER FEATURED ON 
FRONT. 
A. ALSO INCLUDES OBSERVATION WINDOW 

 
3. FEATURES: CHOICE OF 3 WIENERS, STANDARD BUN   
A. OSCAR MAYER WIENER       
B. SOME GERMAN THING      
C. PREMIUM WIENER WITH CHEESE CORE 

 
4. COST:              
A. OSCAR MAYER $2.00       
B. THE GERMAN $2.50          
C. PREMIUM CHEESE CORE $3.00 

 
5. EXTRAS: KETCHUP, MUSTARD PACKETS FOR MANUAL ASSEMBLY. NO 
RELISH 

 
6. OPERATION: THE HOTDOG VENDING MACHINE APPEARED TO 
OPERATE CORRECTLY SERVING A WARM WIENER ASSEMBLED WITH A 
MOIST, SLIGHTLY HEATED BUN.  MULTIPLE ROBOTIC MECHANISMS 
WERE OBSERVED THROUGH THE OBSERVATION WINDOW.  ROBOT 1 
CAPTURED SELECTED WIENER (OSCAR MAYER) FROM THE WIENER BAY 
AND POSITIONED WIENER IN FRONT OF ROBOT 2. ROBOT 2 WAS 
LABELED WITH MANY HAZARD INDICATORS SUGGESTING IT TO HAVE A 
HEATING FUNCTION (FIELD COMMENT: HEATING COULD BE POWERED 
BY LASERS).  ROBOT 2 THEN OPENED ITS PORT TO RECEIVE THE 
WIENER.  ROBOT 1 THEN INSERTED THE WIENER INTO ROBOT 2 FOR 
HEATING.  ROBOT 1 THEN PROCEEDED TO AGITATE THE WIENER IN AND 
OUT OF ROBOT 2 UNTIL DONE—PRESUMABLY WHEN WIENER HAD 
PLUMPED.  ROBOT 1 THEN ASSEMBLED WIENER WITH A WARM BUN 
(NFI) APPEARING TO REST IN A ROBOT 3.  ROBOT 3 THEN DELIVERED 
ASSEMBLED HOTDOG THROUGH THE SERVING PORT. 

 
7. TASTE: WIENER HAD INDEED PLUMPED—CHARACTERISTIC SPLITTING 
OF WIENER WAS OBSERVED.  WIENER WAS THOROUGHLY COOKED AND 
WARM TO THE CENTER.  BUN REMAINED COOLER AND HAD NOT 
BECOME SOGGY.  QUALITY EQUALED THAT OF AVERAGE BALL PARK. 

 
Analysts who are used to reading cables all day will easily recognize the style used to 

describe an unfamiliar location overseas—a suspected terrorist safe house, for instance—
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and the absurdity of using these descriptors on a hot dog vending machine certainly 

tickled the analysts’ funny bones. 

 The unique naming conventions used in cables also provides analysts with an 

insider’s way to nickname each other.  Part of what makes cables hard to read is the 

ubiquitous use of “cryptonyms”—colloquially, “crypts”—which are code words used to 

refer to sensitive people, places, projects, or operations.  Cryptonyms are different from 

pseudonyms (“pseudos”) and other types of coded language.  The crypt has two 

components: a digraph, which is a two-letter sequence that may be code for a 

geographical location; and a random word that refers to the specific person, place, or 

thing.  The Internet is rife with known CIA crypts from decades ago, so I use these 

examples since current crypts cannot be disclosed.  For example, Wikipedia lists “DB” is 

listed as referring to Iraq, and the crypt “DBROCKSTARS” refers to a project to recruit 

an Iraqi spy ring before the U.S.’s 2003 invasion (“CIA Cryptonym,” n.d.).  The crypt 

“FDBOOKBAG” might refer to a source throughout a cable, and so on.  As a way of 

expressing solidarity and/or signaling to new members that they have been accepted, 

analysts will sometimes use the crypt formula to create nicknames for each other.  The 

random word used in the crypt is usually an expression of some part of the analyst’s 

personality.  For example, a colleague gave me the crypt FDMUGGLE to highlight my 

enthusiasm for the Harry Potter series; similarly, an analyst with a penchant for Star 

Trek and Star Wars was nicknamed FDSCIFI.  The other side of the coin is that crypts 

can be used to scorn a person as well; a crypt could be created as a cover for gossiping 

purposes, for instance, and in that case the crypt would not be endearing.  FDLAPDOG 

was used to discuss someone who was regarded as a sycophant, for example, and 

FDWANKER referred to someone just generally despised by a particular group of 
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analysts.  With both uses, the appropriation of the crypt formula is funny to fully-

initiated users and can therefore be part of the acculturation process for new EODs. 

 Perhaps the most popular example of Agency lore is a well-known spoof of Tom 

Clancy’s novel The Hunt for Red October.  Supposedly, during the Cold War, someone 

wrote a series of short episodes describing how the CIA’s Directorate of Intelligence 

would have handled the events described in the book and the subsequent movie.  It is a 

satire of the daily life of the analyst, and therefore articulates with a humorous tone 

many of the frustrations I have discussed in this dissertation.  For me, “The Hunt for Red 

October: The Untold Story” also served as a sort of barometer for my own acculturation 

process.  During my first week of work in May of 2007, at least five people eagerly sent 

me the file saying things like, “You have to read this—it is the funniest thing ever!”  But I 

didn’t get it, of course; not right away.  By the end of my time there in early 2011, 

however, I revisited the text and found myself laughing out loud.  Even though this story 

echoes other themes of this chapter, I place the Red October discussion here because of 

its legendary status; everyone seemed to know this story, so it was a shared cultural and 

institutional memory among the initiated.  In fact, I was specifically told that “you aren’t 

truly initiated into CIA until you think that ‘The Hunt for Red October: The Untold Story’ 

is funny.”  This idea echoes Becker’s research on novice marijuana smokers and the ways 

in which they rely on “role interaction” with more experienced smokers for “cues” as to 

what the new smoker should feel and do (Becker, 1953). The Red October story is 

reproduced in its entirety from my field notes in Appendix E.  It is rather long, though, 

so here I highlight some of the ways in which the humor of the Red October story echoes 

each of the themes of this research. 

 In addition to some minor inside jokes (the 20-minute walk to the building from 

the enormous parking lot, the dig against the much-maligned Virginia car tax), much of 
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the humor in the story pokes fun at the writing and coordination processes.  In Episode 

One, Jack Ryan finds that the “frequent coordination battles [are] a healthy outlet for his 

aggressions”; later, in Episode Seven, we see a nod to the common turf battle when 

Sandra tells Jack, “I’m afraid I don’t understand why OSA [Office of Soviet Analysis] is 

writing this piece.  This falls within OTR’s [Office of Technical Research] purview.”  Later 

in the episode, we even see Jack give a typical brush-off to coordination comments: “Out 

loud, he said, ‘Well, your comments are very thought-provoking, and we will certainly 

take them into account,’” which is often code for “I am ignoring your comments.” 

Throughout the story, the narrator uses a matter-of-fact tone to mock the 

incredibly long review times and managers’ editing methods.  In Episode Three, we are 

told that Jack Ryan’s paper “had been in review for quite awhile” and that although Jack 

had been given a month to research and a month to draft the paper, “[t]hat was three 

years ago, and now he was no longer sure what exactly the paper said, and he cared less.”  

In Episode Four, we learn that “the Agency had invested considerable resources in 

designing an application that would expedite the drafting and formatting of production 

… Two hours later, it was ready”—a long time in this context.  In Episode Five, a manager 

uses scissors to edit a paper, implying that it will literally be cut to shreds; later, in 

Episode Fourteen, a division chief tells Jack that “’[t]he new review process is going to go 

like greased lightning—trust me!’”  At the beginning of Episode Fifteen, a manager in the 

front office delivers one of the funniest lines to the real analysts’ minds: “’Now, Greer, 

one more review session never did a piece any harm.’ Jack wondered if Murray had ever 

been an analyst.”  Although this line is also very matter-of-fact, its tone also imparts that 

same feeling the analysts had when they told me that the layers and layers of review were 

soul-crushing and seriously negatively affected their quality of life at work. 
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The other series of jokes in the story relating to the writing and review processes 

mocks the notoriously substanceless “happy-to-glad” changes as well as the seemingly 

minor changes that actually have great impact.  Jack Ryan’s initial draft says simply 

“Early launch of Soviet ‘Red October’ prototype submarine … equipped with 

undetectable drive system… success could destabilize world balance of power.”  The very 

next sentence begins, “After a quick branch edit in which the word ‘launch’ was changed 

to ‘trial,’” which then becomes a running joke through the rest of the story.  At the next 

review, “Jack look[s] at the draft.  This time, ‘trial’ had been changed to ‘launch.’”  By 

Episode Ten, when the piece is ready for the editors, Jack finds “pretty routine changes—

‘launch’ had been changed to ‘trial.’ Jack no longer remembered which word had been 

his original choice.”  A bit more consequentially, Jack has a couple of run-ins with the 

lovely—but somewhat inept—editor, Joanne.  When Jack and his co-author, “Genghis,” 

meet with Joanne in Episode Ten, Genghis “bellows” when she realizes Joanne has 

changed the word “exercises” to “calisthenics.”  Joanne, unable to discern the actual 

meaning of the authors’ phrase “naval exercises in the North Atlantic,” simply says, 

“‘Calisthenics’ and ‘exercises’ are synonyms” and accuses Jack and Genghis of “taking a 

very narrow attitude towards language usage.”  Later, Jack is dismayed to find that the 

hapless Joanne has made a “catastrophic error” by changing the word “submarine”—as 

in the Soviet Red October—to the word “hoagie.”  As poor Jack says, “Joanne, I’m afraid 

there’s a world of difference between ‘the prototype of an advanced submarine design’ 

and ‘the prototype of an advanced hoagie design.’”  Her reply again is that “hoagie” and 

“submarine” are synonyms, and that “We try to keep the language we use as simple and 

nontechnical as possible.”  The narrator dryly informs us that  “[s]he was confident and 

professional—but then so was Custer.”  In a final nod to the absurdity of the situation—
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which is not at all an exaggeration of reality—we hear that the President has enjoyed 

Jack’s “piece on technical advances in Soviet sandwich design.” 

Jack and his co-workers also use humor to mark status differences within the 

Agency and between the Agency and other intelligence agencies.  To mock the 

incompetent Joanne in Episode Ten, Genghis says, “‘Who are you, anyway?  A political 

analyst, I’ll bet,’” clearly meant as an insult.  The narrator tells us that: 

Gail inflicted the worst insult she knew.  Jack was sickened.  Surely the lovely 
Joanne couldn’t be a political analyst.  Genghis was going too far.  
 
Joanne admitted that in her most recent incarnation she had followed the 
political affairs of West Africa.  Jack was disenchanted.  He knew more than he 
wanted to know about political analysts.  They left dirty spoons by the coffee pot 
and were suspected of careless attitudes regarding vault security.  Only rumors, 
but where there’s smoke… Still, it could have been worse.  She could have been 
from the Office of Global Affairs. 

 
Similarly, there is a sharp dig at DIA near the beginning of the story.  In Episode Three, 

Jack realizes that he has important information and is trying to convince his boss that 

Jack should write about it.  In pleading his case, Jack says, “‘Listen, Ed, this is a hot 

intelligence issue…We ought to get something out today.  If we don’t, DIA will get a hold 

of this, and…’”  Then, “Jack gave Ed a moment to absorb the implication of that 

possibility.  Ed was momentarily stricken by the thought of what DIA might do with the 

information.”  I discuss in Chapter 3 the CIA analysts’ perception that DIA analysts are 

“a day late and a dollar short” when it comes to analysis, so this use of humor to reify 

status was particularly funny to my CIA co-workers.  Ultimately, the story is very 

straightforward and effective in its satire; indeed, a fellow analyst told me that the story 

was so funny because “it is sooo true.”  It succeeds in both reflecting and relieving the 

frustrations of everyday life as an analyst.  My co-workers frequently highlighted the 

final quote I use here from Episode Eleven because they felt it accurately captures the 
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“crazy” life of a counterterrorism analyst—in this case, there is no real difference between 

the analyst life and a horror movie:  

Jack spent the evening, as usual, working on his latest screenplay.  Jack had 
achieved some success in writing scripts for horror films.  Sometimes his writing 
presented a pleasant diversion from his work life.  Sometimes he had trouble 
telling the two apart.  This was one of those nights. 

 
Humor as a Coping Mechanism 

 A second theme in this dissertation is that my colleagues experience the daily life 

of the counterterrorism analyst primarily as a sense of being overwhelmed by various 

features of the organization, including the quality and quantity of information, the 

technology systems, and the difficulty of the mission.  In Chapter 2, I discuss many of the 

coping strategies the analysts employ to deal with this stress; humor is another.  I argue 

that displays of emotion of are discouraged, but laughter is the great exceptions to this 

rule.  In fact, many of my colleagues told me that they use laughter as an acceptable 

outlet for what would be crying in another context because of the upsetting nature of an 

event, an attack, a threat, or other piece of information in the daily flow.  When I asked 

my interview participants to describe the type of humor used in the IC, most of them 

offered adjectives such as “bloody,” “macabre,” “dark,” “black,” and “gallows-like.”  This 

last term of course refers to so-called “gallows humor,” which is the humor used by 

people facing extreme stress, trauma, or even mortal danger.  The following interview 

excerpts illustrate this: 

Beverly, a 34-year-old CIA analyst: I think our sense of humor is pretty 
unique to us—it’s pretty macabre.  We used to joke about this guy who 
accidentally blew his arm off while making a bomb—it’s a dark, bloody humor.  
You have to laugh though.  It’s so stressful, and humor is a big diffuser of that 
stress. 
 
Mike, a 24-year-old ODNI analyst: There are several purposes [for humor]… 
the level of pranking and general humor seems to correlate with the level of stress 
in the job.  It tends to grease the wheels for getting through things.  It makes it 
bearable when the going gets tough.   
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Jason, a 27-year-old DIA analyst: You need humor sometimes to really just 
bring a different light to some of our day to day grind, because what we do can be 
so stressful and can really bog you down sometimes—humor can be a nice 
change.   

 
Clara, a 31-year-old CIA analyst: The stories you share, stemming from 
stress—you have to or else you’ll cry.  Like I literally had someone Sametime me 
the other day who said “I have to tell you this story or I will cry at my desk.”  You 
have to try to find the humor, especially in stressful situations because you WILL 
cry.  So you have to laugh.  It’s the greater DI giving that to you, but it’s also just 
internally, little inside jokes with your co-workers.  I mean, think about it.  This is 
a job where we are looking at people who WANT TO KILL US.  They want to kill 
YOU.  They want to kill ME.  It’s dark, it’s not a happy job.  If you fall into that 
darkness, OMG, what would happen to you?  You have to distance yourself, you 
have to try to laugh.   
 
Kimmy, a 31-year-old CIA officer: It’s also used to diffuse tension, to diffuse 
tense/stressful situations.  You have to be able to at least try to have fun, because 
we are such a serious group as CT analysts—it is so stressful to have such serious 
responsibility.  So we have to remember that we are human and it’s okay.  Or else 
you’ll just kill yourself mentally.   

 
Pamela, a 38-year-old ODNI analyst and former FBI employee: I also 
think [humor] can be used to boost morale.  Because I mean, how depressing 
would it be to do our jobs without humor?  You would cry if you didn’t laugh.  
 
Max, a 29-year-old CIA officer: There’s a typical kind of humor.  Like you 
could write a great satire where an intel officer would laugh about it.  My mom 
told me that when I first started working for CIA, and I said that these people I 
work with were weird and made jokes I didn’t understand, but now I am one of 
those people.  Things people see on TV are appalling and we can make a pretty 
good joke about it.  It’s kind of dark.  You definitely demonize certain things, you 
probably compartmentalize your feelings a little. 

 
The idea that an analyst would cry if it weren’t for laughter is pervasive in these 

comments and underscores the role of humor in managing emotions by expressing them 

through a socially acceptable outlet.  Although I cannot objectively prove that humor 

always relieves stress without a testable comparison case, the analysts were able to 

articulate that humor is a useful tool for relieving stress.  The also reported that humor 

helped reduce the fear they might otherwise feel from the very real threats they face, for 

although counterterrorism analysts tend to populate cubicles, it is important to 

remember that most analysts routinely undertake dangerous assignments and/or travel 
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to war zones to do their jobs most effectively.  The humor I saw and heard from the 

analysts that helps them to cope with stress fell into three main categories: mocking our 

allies, directly joking about the high stress level, and decorating the vault.   

 First, my colleagues would frequently make fun of our European allies.  

Sometimes these jokes were just straightforward references to cultural differences (“Is 

someone bringing tea and crumpets to this meeting with the Brits?”), but often the 

joking was meant in the same way as inter-agency humor: the derision underlying the 

joke was serious, but required the cover provided by humor to be acceptable.  Scornful 

humor was almost unilaterally directed at the French, usually in reference to the 

perception that the French surrender easily in military conflicts.  The French jokes 

occurred during normal cubicle conversations and office parties, but also in official 

communications, as my field notes show: 

We had group brunch today as a going-away party for someone who was leaving.  
A few people started talking about the pastries, and French pastries.  George said, 
“Someday they’re going to discover that there’s an ingredient in butter that makes 
people snotty and prone to surrender.” 
 
Today I overheard another French joke.  I didn’t hear how they got on the topic of 
the French in the first place, but Jason said, “Why do we need the French on our 
side against bin Ladin?”  The punch line was, “So the French can show him how 
to surrender.” 
 
The Weekly Update came out today, which is an email one of the managers sends 
out every week to update everyone on what REM has accomplished that week.  
One of the pieces in the update was that Marcy had briefed the French, and the 
next line was, “Upon hearing the briefing, the French immediately surrendered.” 

 
My sense is that the function of these jokes is similar to the function of inter-agency 

bashing: denigrating a perceived out-group helps to build an esprit-de-corps, but more 

than that, the French bashing helps my co-workers to express a shared understanding of 

the appropriate approaches to conflict and war.  By making fun of a country that they 

think surrenders easily, they also express support for the tactics of their own jobs. 
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 The second category of humor that helped analysts cope with the high stress of 

the job was humor that directly mocked this stress.  This was a commiserating, “woe-is-

me” type of humor; I was frequently reminded of the ways in which college students 

often bond with each other by complaining about their workloads and exam schedules.  

On my very first day of field work, for example, I was telling a co-worker about my 

research and the kinds of things I was interested in.  He laughed and said, “What are you 

going to do in your study, write ‘Run as fast as possible!!!’?”  Another person laughed 

when I talked about my research questions and said, “This place kills another little piece 

of me every day.”  It is almost a masochistic type of humor in which people joke about 

the stress they inflict on themselves by doing this job.  The following are additional 

examples from my field notes of this kind of humor: 

Today I was in the lunch room heating up my lunch when I ran into Michael and 
Hannah.  Michael said he was going to be leaving NCTC soon.  Hannah 
mentioned some stuff she was stressed out about, and Michael joked that he 
would save his rappelling equipment for her so she could get out as soon as 
possible. 
 
I read a funny email signature today from someone I don’t even know.  It said, “I 
meditate, I burn candles, I drink green tea… and still I want to smack someone.” 
 
Today I went over to Mary Anne’s cubicle to see if she was there.  There was a 
note on her chair that said, “Will return when homicidal tendencies abate.” 
 
There is this series of emoticons making the rounds on Sametime.  They’re like 
animated smiley faces.  One has become especially popular—it’s a smiley face that 
smiles, then starts to frown, and then shoots itself in the head.  It’s pretty morbid, 
but people in real life make that gesture a lot around here when they are stressed 
out or frustrated by something that’s happening.  People find it really funny. 

 
This “just shoot me” type of humor is echoed in the cartoon below from a The New 

Yorker desk calendar as well, which a friend had up in her cubicle and gave to me as a 

symbol of “what we feel like on a daily basis”: 
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Along with this sort of commiserating humor goes the third category of humor for 

this section—the general décor of the vaults.  In Chapter 2 I touch on the “sado-eclectic” 

(Hasler, 2010, p. 8) ways in which the vaults are decorated, with gas masks alongside 

family photos, which normalizes the presence of objects that could easily be very 

disturbing in another context.   This dark humor was pervasive in the visual decorations 

around the work space.  In the aftermath of the Fort Hood shooting, for example, the 

satirical fake news website The Onion published an article with the headline, “Muslim 

Americans to Major Hassan: Thanks A Lot, Asshole,” which I saw posted in several work 

areas around the building.  People thought that it humorously expressed the frustration 

many people felt not just with the shooting itself, but also with the outreach efforts that 

have tried to dispel the stereotype that Muslims are terrorists.  

 In fact, many headlines in the mainstream media—satirical or not—often took on 

lives of their own inside NCTC.  In April of 2010, the gossip site Gawker.com posted an 

article entitled “Triscuitgate: Why Do the Islamic Extremists Who Hate South Park Also 
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Hate Triscuits?” (Somaiya, 2010).  The article discussed the group Revolution Muslim, 

an Islamic group that had previously made headlines because of its threats against the 

cartoon South Park for its depictions of the Prophet Muhammad.  The Gawker article 

reports that Revolution Muslim called the South Park creators “Darwinist faggots who 

are as despicable as the rest, walking around eating your Triscuits.”  Like the Gawker 

writer, several analysts in my group wondered, “Why Triscuits?” There was a lot of 

lighthearted discussion in person and via email about why Triscuits were targeted 

instead of saltines or Ritz crackers, and whether it had to do with round vs. square 

crackers.  One co-worker posited that the Revolution Muslim member had eaten a 

Triscuit and torn the roof of his mouth when he had been expecting the “cashmere of 

wheat,” as advertised on the Triscuit website (“Triscuit: A Simple Story,” n.d.).  The 

phrase “cashmere of wheat” quickly evolved into the “Cadillac of crackers,” and, perhaps 

inevitably, someone brought in a box of Triscuits to decorate the office and renamed 

them “Freedom Squares” by pasting a picture of Mel Gibson from the movie Braveheart 

on the box with the caption, “Tastes like FREEDOM!”   

This is probably one of the best examples of humorous décor in the vault, but 

there are many more.  Still within the South Park realm, for example, one analytic group 

at CIA displayed a large poster of the cast of puppets from the movie Team America: 

World Police, which was written by the South Park creators.  Team America fights 

terrorists around the world, so the parallel is clear.  This was also one of the most-

recommended movies to me when I started my research because so many of my 

colleagues found it funny.   

Two other examples are also from CIA Headquarters.  First, I was once in a copy 

room where each of the four copiers were named Chewbacca, Shrek, Stay Puft, and Pam 

(from the TV show The Office).  Second, in the office where a publication known as “The 
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World In Brief” is published, there is a cartoon image called “The World In Briefs” 

featuring a globe wearing a pair of men’s underwear.  This sort of highly-visual and 

highly-visible humor keeps things light and loose, and it lets the analyst blow off steam 

by making fun of some of the more ludicrous and arbitrary assertions from extremists.  

Each of the three types of humor in this section—ribbing our allies, the “just shoot me” 

humor, and funny vault decorations—is an important coping strategy; these “therapeutic 

guffaws,” as one person put it, help the analysts to deal with the overwhelming qualities 

of their jobs.   

Making Fun of the Writing and Coordination Processes 

 The final theme of this dissertation that I found reflected in the organization’s 

humor was the frustration analysts felt about the writing and coordination processes, as 

described in the previous chapter.  Sometimes this humor would occur during the 

normal course of the day.  For example, a professor from a local university once came to 

talk to us about an article he had written.  Without ever having worked in the IC, the 

professor began to talk about the back-and-forth discussions he’d had with someone 

about the article; ultimately this other person turned the professor’s words around to use 

against him.  Someone shouted out, “Here in the IC we call that coordination!”  Everyone 

laughed heartily.  Other times, someone will send an email around that pokes fun at the 

jargon and nonsensical phrases analysts use within the IC.  The best example I saw of 

this is included as Appendix F due to its length.  Entitled “Avoiding IC-isms in written 

products,” this list from my field notes begins with a tongue-in-cheek, jargon-filled 

statement about its mission to avoid jargon: 

Mission Statement: In a forward-leaning effort to drill-down against 
communications flaps, a synergistic group has been stood up.  From our optic, 
to gain tactical fidelity and granularity, we are going to dialogue and liaise 
with various ground truth collectors, and run to ground all guilty verbiage.  We 
suggest that you bird-dog this list, as it dove-tails nicely with other low-hanging 
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fruit that passes the giggle-test.  Please reach-out to other shops where 
necessary in order to baseline further taskers, which will be triaged and added 
septel.  Vice increasing bandwidth, please consult other lists offline. 

 
The presence of a mission statement by itself struck my colleagues as funny since it 

pokes fun at the bureaucracy’s seemingly constant need to create mission and vision 

statements, but this mission statement in particular is funny because of its exaggerated 

use of jargon.  The email goes on to list many of these terms, such as “bird-dog,” “giggle 

test,” and “Ouagadougou,” along with sarcastic “proper definitions” and “suggested 

alternatives,” warning analysts not to get bogged down in language no one understands.  

After experiencing such a steep learning curve during which I frequently did not 

understand what people were saying to me, I found this list particularly funny. 

 Most of the time, however, humorous frustrations with writing and coordination 

were expressed through a particular feature of the DI-wide office parties at NCTC.  These 

parties were usually held quarterly under the pretense of celebrating some holiday or 

other national or global event.  During the research year, DI parties were held in 

celebration of March Madness (the NCAA basketball tournament), the soccer World Cup, 

Halloween, and the winter holidays.  Depending on the year, a party might also be held 

during the Olympics or a professional sports championship if a local team were involved.  

I represented REM, my analytic group, on the DI party-planning committee; I was 

“voluntold” for this job probably because I was one of the more extroverted analysts in 

the group.  The job was generally fun, though; I was able get a glimpse of the party-

planning process, and it was my job to make sure REM participated in whatever way was 

required.  Usually the parties were held in an afternoon in the cafeteria.  Various 

competitions would take place simultaneously during the party, such as a baking contest, 

a relay race, a pumpkin-carving contest, etc. and certificates and medals would be 

publicly awarded to the winners.  Each analytic group was responsible for bringing in 
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sodas, baked goods, chips, cups, plates, etc. and anyone who was able to spare the time 

could come and relax with colleagues for a couple of hours. 

 A peculiar feature of the DI party, however, occurred far away from the action in 

the cafeteria.  Depending on the theme of each party, each analytic group was required—

not encouraged, but required—to decorate the vault door in a manner consistent with the 

theme.  For the March Madness and World Cup parties, for example, the door was to be 

covered with a gigantic bracket, and the group members were to write in their picks for 

each game as they came and went through the door.  The Winter Party had a different 

theme each year and the doors were to be decorated according to that theme.  An award 

was given to the group with the best door, and this competition turned out to be the 

fiercest of all.  Very few people in REM were willing to participate in the relay races, for 

example, and we actually had to forfeit the races for at least two of the parties; almost 

everyone, on the other hand, participated in the door competitions with great 

enthusiasm.   This may have been because the typically introverted analyst might shy 

away from more “public” competitions such as the relay race, or it might have been 

because the door competition is more or less anonymous.  Regardless of the reason, the 

door competitions provided some of the funniest expressions of ire, sarcasm, and 

frustration, and because I was on the committee, I was able to see and hear about 

successful door competitions from past years, too. 

 The Winter Holiday Party was particularly successful in bringing out the analysts’ 

senses of humor because the theme was typically very broad, which allowed the analysts 

to take the theme in many directions.  One year, the theme was greeting cards, so each 

door was supposed to resemble a greeting card that also reflected DI culture.  Jack, one 

of the CIA veteran analysts at NCTC quoted throughout this dissertation, told me about a 

particularly memorable door that year:  
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There was another Christmas door a couple years ago that I thought was also 
pretty funny and very indicative of DI culture.  I think someone might have a 
copy of it somewhere.  It was—[laughing]—I don’t know if you saw this, but it was 
an enlarged Christmas card, and printed in laser-printed text was the message 
“Merry Christmas and Happy New Year.”  And then hand-written and with editor 
marks are several layers of editing and coordination and review, where someone 
crosses out Merry Christmas, with some comment about not wanting to make a 
religious statement, the next level puts it back, then it’s taken out again—it’s 
something like that, I don’t remember the exact message and how it was edited, 
but a few of those institutional humor items creep up—I think, I don’t remember, 
I have to think back, but I think instead of Happy New Year, someone changed it 
from happy to glad, and back to happy—that’s just an inside joke.  And the 
editing took up the entire poster, of layer after layer of review.  And I think they 
started out with a classification of Unclassified, then Secret, then Top Secret, then 
Top Secret code word, and then back to Unclassified.  Yeah, that Christmas card 
display said it all.  It was so goddamn funny.   
 

Another year, the theme was Holiday Stories, so each group was supposed to put its own 

take on its chosen classic tale.  REM came up with this twist on “‘Twas the Night Before 

Christmas,” which a few friends eagerly hunted down for me because they thought it was 

so funny: 

‘TWAS THE NIGHT BEFORE PUBLICATION 
 

‘Twas the night before publication, when all through the SCIF7 
Many analysts were busy writing and pondering “What If?” 

Their papers were lying by the printers with care, 
In hopes that a reviewer soon would be there. 

 
The managers were nestled all snug in their beds, 

While visions of de-radicalization danced in their heads. 
And Meg in her kerchief, and Don in his cap, 
Had just settled down for a long winter’s nap. 

 
When at NCTC there arose such a clatter, 

Travis sprang from his bed to see what was the matter. 
Away to the SCIF he flew like a flash, 

Entered the combo and unlocked it in a dash. 
 

The jostled computer screens lit up the room 
Giving the luster of daylight and brightening the gloom. 

When, what to his wondering eyes did appear, 
But a miniature goat dressed like a reindeer. 

 
 

                                                 
7 Sensitive Compartmented Information Facility 
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And on the goat’s back was a bundle of reports, 
All for coordination or review of some sort. 

More rapid then [sic] eagles his employees they came, 
And he whistled and shouted and called them by name. 

 
“Now, Annie!  Now, Peg! Now, Matt and John! 

Now Dexter!  Now Jeffrey! On Tom, Meg, and Don! 
To your cubes you must come!  To your offices too! 
There’s work to be done, and you know what to do!” 

 
As dry leaves that before the wild hurricane fly, 

When they meet with an obstacle, mount to the sky. 
So up to the second floor, the employees they ran, 

With heads full of knowledge and pens in their hands. 
 

And then, in a twinkling, Travis heard at the door 
The beeping of IDs swiping of analysts galore. 
As he drew in his head and was turning around, 

Down the hallway and through the door Don came with a bound. 
 

He was dressed for the occasion, in a suit and white shirt. 
He clothes were clean and pressed, with not a speck of dirt. 
He grabbed the bundle of reports from the goat’s back 
And began delegating tasks and picking up the slack. 

 
His eyes, how they twinkles!  His smile, how merry! 
His cheeks were like roses, his nose like a cherry! 

His tie was tied, though not in a bow, 
And he encouraged everyone to go with the flow. 

 
“Seat assignments are fluid and guidelines change often; 

DI Style is enforced, though some language we must soften. 
Radicalization is our mission, and we know it very well, 

We must spread the word on countering it by using our Dells. 
 

Bureaucracy can be a nightmare; coordination is a bear, 
But the end products are worth all the time, energy, and care. 
Radicalization is pervasive, even Rudolph has been slipping. 

Leaders can be dynamic, so our counter-messages must be gripping.” 
 

Don finished his speech and closed his office door. 
He approved all the analysts’ reports and welcomed no more. 

He sent them on for publication, some with background notes attached. 
He waved goodbye, and behind him the door latched. 

 
He sprang to his car, to his team gave a whistle, 
And away they all drove like the down of a thistle. 
But we heard him exclaim, as he drove out of sight, 
“Happy Publication to all, and to all a good night!” 
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The people mentioned in this parody are the managers and analysts of REM, so those 

mentioned by name got a particular kick out of this, but everyone seemed to think the 

imagery of the REM staff as Santa and his reindeer was very funny.  At the same time, it 

manages to be true to the analysts’ experience: coordination is indeed a “bear” and 

bureaucracy a “nightmare,” and the first stanza even acknowledges the long wait periods 

for paper reviews.   

 In 2010, the theme for the Winter Holiday Party door competition was songs, so 

each group’s door had to post the lyrics of a song and tie it into the group’s personality 

somehow.  The winner of this door competition was AQSE, the Al Qaeda and Sunni 

Extremism Group.  This group comprises two halves—Americas and Overseas—and the 

Americas group had by far the best door.  They appropriated the logo of the 80s hard 

rock/heavy metal band ACDC (seen below, [“AC/DC,” n.d.]) and substituted the letters 

to say “AQSE”: 

 

AQSE then posted lyrics from various rock songs and rewrote them in DI style, the way 

they would appear in written analytic products.  They took the Aerosmith line, “Dude 

looks like a lady,” for example, and rewrote it to say, “The suspect—whom we assess to be 

male—resembles a female.”  They also took the Guns N’ Roses line, “Welcome to the 

jungle,” and rewrote it to say, “The jungle welcomes you.”  There were many more, and 

all of the analysts I spoke to were unanimous in thinking AQSE had the simplest, 

funniest, and best door. 

By contrast, REM chose the song “Working for the Weekend” by Loverboy, 

because although the lyrics make sense on their own, the song is also famous as the 

soundtrack to one of the most popular Saturday Night Live sketches of all time: the 
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Chris Farley/Patrick Swayze Chippendale dancer audition.  We decided to put still-frame 

photos from that sketch on the door, along with pictures of REM analysts enjoying 

themselves on the weekend.  This was relatively tame by door competition standards, 

and not especially funny (other than the inherent funniness of the SNL sketch) because 

there was no real opportunity to make fun of DI culture, thereby underscoring the link 

between mocking DI culture and humor.  Luckily for REM, however, the 2010 Winter 

Holiday Party featured an additional competition where my fellow analysts shined: the 

Festivus Airing of Grievances.   

Festivus is a secular winter holiday that entered the popular culture vernacular 

when the TV show Seinfeld aired an episode about it in the late 1990s.  It is meant to rail 

against the consumerism of some of the other winter holidays, and as such it features a 

plain Festivus Pole instead of a decorated tree or other symbol.  Because it is secular and 

also funny, the party planning committee decided that Festivus would be a perfect frame 

for the party.  Festivus requires a Feats of Strength competition, which the party 

planning committee easily translated into silly relay competitions in the cafeteria.  

Finally, in contrast to some other traditions that encourage kindness and charity during 

the season, Festivus requires an Airing of Grievances, which, on Seinfeld, involved telling 

one’s family members about all the ways in which the family has disappointed that 

person throughout the year.  For our party, we made the Airing of Grievances into an 

opportunity for the analysts in each group to write their frustrations anonymously on 

Post-It notes for everyone to see.  I was not sure that my co-workers would participate, 

but they were actually so enthusiastic that there wasn’t enough room on our poster for all 

of the grievances, and REM won the award for “Best Grievances” at the party itself.  

Some of the grievances were about the general working conditions, as in the examples 

below from my field notes: 
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My “cushy federal job” is giving me an ulcer. 
 

Cubicle rage 
 
Why the hell is everyone always sick…. Petri dish! 
 
This building has so many temperature swings, I think it was built to simulate 
menopause.   
 
No one seems to realize that our meetings would go much faster if no one spoke.  

I hate it when people are green [available on Sametime] and they don’t respond 
to my Sametimes.  If you don’t want to talk to me, then SAY IT TO MY FACE, 
SUCKA. 
 

Other grievances prompted Post-It note conversations, with multiple people posting 

grievances in response to other grievances, as in these examples: 

Post-It #1: I am having much too hard of a time finding someone to answer my 
questions on mental health coverage.   
Post-It #2: Just listen to the voices. 
 
Post-It #1: Why is that no one under 30 seems to be aware of anything that was 
on TV before 1980? 
Post-It #2: Why is it that at least one person in REM over 30 is ageist? 
Post-It #3: People who don’t recognize classic movie lines… frankly, my dear, I 
don’t give a damn. 
 
Post-It #1: Grievance: Managers who use obscure/dated/arcane movie, TV and 
pop culture references in place of actual communication.    
Post-It #2: Thanks, Gilligan! 
Post-It #3: Analysts who are culturally devoid of any sense of arcane/obscure 
movies and can’t communicate with managers.  I doubt you recall there was 
“Jeopardy” before Alex Trebek. 

 
In the minds of the analysts, though, the funniest grievances were those related to the 

writing and coordination processes: 

Critique sandwich: 
--Good effort on this paper       

 --… but it’s horrible        
 --but a marked improvement on previous pieces! 

The following grievance was typed on plain white paper: 

DI Style is an oxymoron.  Strunk & White are twirling in their graves somewhere 
over what we’re doing to the English language. 
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The funniest part about this grievance was that the other analysts in REM were unable to 

resist editing these two sentences until the original grievance was basically unreadable.  

The acronym “DI” is crossed out with the comment, “Expand on first usage.”  The 

ampersand is crossed out and replaced with the word “and.”  The word “twirling” is 

bracketed and replaced with “spinning.”  “Somewhere” is bracketed with the comment 

“redundant.”  The word “we’re” has a comment saying, “who?”  Finally, the phrase 

“twirling in their graves” is bracketed with the comment, “cliché?”  These are comments 

typical of the review and coordination processes, so most of my co-workers found this to 

be very funny, especially in this context.  All in all, the various venues for venting 

frustrations with the writing processes relieved much tension for the analysts.  But is 

humor in such a serious workplace a good thing in the first place? 

The Problem of Humor? 

 At one point during the research phase of this project, someone suggested to me 

that I might want to avoid talking about the use of humor in the Intelligence Community.  

The concern was that a discussion of humor in the workplace would make the analysts 

seem flippant or lead “the public” to believe that the people in charge of fighting 

terrorism are not taking their jobs seriously.  I could not disagree more.  I hope I have 

been able to portray life at NCTC in a way that clearly shows a dedicated group of 

patriots who are more serious about their jobs than anything else in their lives—in fact, 

often at the expense of other things in their lives.  The fact that humor exists at work 

does not detract from this truth.  Moreover, humor is such a big part of the sociology of 

the IC that any accurate portrayal of this workplace must include it.  Although I cannot 

prove the objective functions of humor without studying a similar agency that does not 

use humor, the people I interviewed reported that humor is useful for them because they 

feel it relieves stress and helps them to bond with their co-workers.  My goal in this final 
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section is to examine why humor is especially important—and common—in high-stress, 

“serious” situations in particular.  As one analyst told me, “We of all people need 

humor—it’s such a deadly serious job.  Literally deadly.” 

Researchers have documented the use of humor in deadly or highly dangerous 

situations such as the Holocaust and prisoner of war camps (e.g. Lipman, 1993; McGhee, 

1999).  People in desperate living conditions, such as those suffering from famine in 

Somalia, also use humor to rise above circumstance (Geshekter and Warsama, 1996).  

Even CIA officers have been publicly applauded for using humor to deal with supremely 

difficult situations.  John Downey and Richard Fecteau, CIA officers who were captured 

and held prisoner in China for 23 and 21 years, respectively, used humor to cope with 

their ordeal; CIA’s websites applauds this effort, saying, “such humor in the face of 

adversity was needed” (Dujmovic, 2006).  No one accuses any of these people of 

flippancy.  If humor is not taboo in these of all situations, then, we can move past the 

idea that talking about humor in the IC is “inappropriate” or somehow worrisome and 

instead think about what it means to the people who use it.  Morreall’s work on humor in 

the workplace concurs; as he says, “All this interest in the value of humor in the 

workplace represents an important swing away from the traditional assessment of 

humor as frivolous and unproductive” (1991).  I found humor reflected in each set of 

frustrations I describe throughout this dissertation; it is no surprise, then, that humor 

functions to alleviate these frustrations.   

First, joking about status inequality among the IC agencies is a way of reifying 

and reproducing this inequality in a socially acceptable way.  When group boundaries are 

solidified, in-group identity and cohesion is enhanced.  As Warren and Fineman’s essay 

on humor in the workplace says, “an individual’s or group’s identity can be defined 

through the humour it directs towards itself, and the deprecating jokes it aims at others” 
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(2007, p. 95).  Linda Francis agrees, writing that “derogating outsiders and external 

threats has long been recognized in the social sciences as a means of strengthening the 

bonds between members of a group” (1994).   

Second, humor is perhaps most effective in the IC when helping analysts manage 

their emotions in the face of threats or the overwhelming information I describe in 

chapter 2.  Whether by mocking others or by helping the analysts to develop what might 

be called a clinical detachment to their work, humor is critical.  Moreover, this kind of 

emotion management is specifically social: analysts need it on the individual level, but it 

works organizationally because analysts help each other to do it as well.  Francis (1994) 

has much to say on this subject: 

Humor can be viewed as interpersonal emotion management, whose purpose is 
to manage the emotions of others as well as of the self. … 
 
Refocusing one’s attention on some less threatening aspect of the event is a very 
effective way of reducing tension and emotional stress.  Reducing something 
threatening to something trivial can provide people with a welcome escape from 
discomfort, stress, or embarrassment.  Humor, in other words, can be a form of 
dissipating threat. … by ridiculing an outside threat, it was also a way of diffusing 
that threat…. Humor and emotion management often have interactional, not just 
individual, goals. 

 
Francis (1994) talks about “clinical detachment” as a form of emotion work in the 

medical field, which is easily applicable to the IC.  The use of medicine as the most apt 

comparison for the importance of emotion management in counterterrorism work is 

underscored by Morreall’s (1991) research in which he recognizes the need for clinical 

distance while also acknowledging that emotion management is not insensitive but 

rather essential for getting the job done.  In a classic study on humor in the workplace, 

Rose Coser introduces the concept of the “routinized emergency” to explain why emotion 

management is so important: “in many occupations ... the workers or practitioners deal 

routinely with what are emergencies to the people who receive the services” (1959).  

While counterterrorism analysts seldom deal with medical emergencies, they are still 
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expected to react to terrible and upsetting events by providing level-headed, rational 

analysis—what might be called “routinized analysis.”  Ultimately, emotion management 

helps both medical professionals and counterterrorism analysts deal with their job 

difficulties more effectively. 

 Finally, I found that analysts use humor to express grievances—literally, in the 

case of Festivus—about the writing and coordination processes.  Rose Coser’s classic 

study introduces another term that applies well here: the “jocular gripe” (1959).  As the 

name implies, it is a complaint in the form of a joke, but it is much more than that:  

The jocular gripe is the collective expression of an individual complaint. … the 
humor contained in jocular talk is based on observation of actual events and 
relies on the sympathy of the listener. … Unlike the pure joke, jocular talk, 
especially the jocular gripe, is based on shared experience; it unites the group by 
allowing it to reinterpret together an experience that previously was individual to 
each. … It cannot be resorted to in the complete absence of social cohesion for it 
presupposes a common experience between speaker and listener that is the basis 
of the sympathy that it elicits. (1959) 

 
In other words, jocular gripes about coordination are not only important because they 

express individual frustration; they are important because they allow individual 

experiences to be shared by a group with a common understanding, thereby bringing the 

group closer together.  That shared experience allows the listener to “get” the joke, which 

in turn validates the experiences of both the listener and the speaker.   

At the end of the day, humor is everywhere in the Intelligence Community, from 

the lowliest analyst to the President’s top advisers.  Time magazine affectionately 

describes the sense of humor of chief counterterrorism adviser John Brennan while 

working in the White House: 

It takes a wry sense of humor to stay sane in the world of counterterrorism, 
where Brennan, 55, has spent much of his career.  On a shelf above his office 
desk, the former CIA operative keeps two small figurines of the dueling secret 
agents from Mad magazine’s classic Spy vs. Spy feature.  Clad in black and white 
hats and trench coats, the cartoon pair endlessly battle away, always living to 
fight another day.  (Crowley, 2011, p. 38 and 40) 
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Even Abraham Lincoln, in arguably one of the most stressful positions in history, once 

said to his Cabinet, “Gentlemen, why don’t you laugh?  With the fearful strain that is 

upon me night and day, if I did not laugh I should die, and you need this medicine as 

much as I do” (Morreall, 1991).  The notion that humor detracts from the IC’s mission is 

ultimately preposterous; the evidence suggests that humor helps analysts to lift each 

other up in specific and functional ways to better tackle the difficult task at hand.   

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



153 

 
 
 

Chapter Six: Discussion, Recommendations, and Conclusions 

In this dissertation, I have sought to answer the basic question of whether and 

how NCTC enhances information sharing and collaboration among the intelligence 

agencies.  In other words, I have tried to discern how well NCTC is achieving its mission 

to “[l]ead our nation’s effort to combat terrorism at home and abroad by analyzing the 

threat, sharing that information with our partners, and integrating all instruments of 

national power to ensure unity of effort” (National Counterterrorism Center, n.d.).  So 

what is the verdict?  Each chapter of this dissertation has examined this question 

through a particular topical lens; in this conclusion I revisit each of these themes by 

providing some general thoughts from the analysts themselves about NCTC’s 

achievement of its mission.  I conclude with practical suggestions to help NCTC and the 

IC to get closer its stated goal. 

During the interviews, I asked each participant to rate on a scale of one to 10 how 

well NCTC was generally achieving this mission, and, where applicable, why this answer 

was not a 10.  Although some of my colleagues expressed optimism and a sense of 

pleasant surprise, most of them felt that NCTC is falling far short of its goals—though not 

always through any fault of its own.  The following excerpts are representative of the 

analysts’ ratings of NCTC: 

Cameron8 (CIA): Two.   
Bridget: Why not a 10? 
Cameron: The first part of the statement says to “lead” and I don’t see NCTC as 
a leader.  So right off the bat it’s failing.  And I think the tail end is generally lost 
on people, at least it was when I was there, the section about integrating all 
instruments of national power—that sounds like a pipe dream to me.  It sounds a 
little silly to me. 
Bridget: Why does it sound silly? 
Cameron: Because my understanding was that NCTC had no operational 
authority.  It was not supposed to conduct operations.  And so this idea of 
integrating all elements of national power is silly.  NCTC is not going to deploy 
forces around the world to do anything.  I mean I guess it depends on what you 

                                                 
8 All names have been changed. 
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mean by integrating?  I just don’t—I think it’s ambiguous at best and a pipe 
dream at worst.  I mean, what does integration really mean in that context?   
Bridget: I don’t know. 
Cameron: I mean, when I think national power, I think of national strategic 
assets.  I think of like, especially when it comes to power, national power, I think 
about submarines and aircraft carriers and satellites and things like that.  I mean, 
those are instrument of national power.  Is NCTC really going to tell any of those 
organizations responsible for national power what to do?  I mean, it’s a joke.   
 
Damien (DIA, former military): [Snickers as he reads it]  Really?  
[sarcastically]  I’d give it a 4, and that’s being really generous.  They’re just asking 
for failure with this mission statement.  I mean first of all, we don’t LEAD 
efforts—we don’t lead anything; CIA and DOD CT units lead.  At least abroad, and 
well, domestically no one leads.  You can’t lead by analyzing and sharing; you 
have to actually do shit.  The “integrating all instruments of national power” 
clause annoys me—we can’t even do that within an office, a branch, directorate, 
or agency, let alone across the IC.  It’s a great goal.  It’ll never happen. … This 
sounds more like a job description for a commander in chief. 
Bridget: Would you say that number is higher, lower, or the same as when you 
started at NCTC? 
Adam: The 4 is lower than it would have been when I started here, but not by 
much.  Before I got here I didn’t pay much attention to NCTC.  I just knew they 
didn’t do much.  People here think the PDB is going to change the fucking world, 
and I’m pretty sure it doesn’t.   
 
Marcy (CIA): A 4.0.  Well, I think that NCTC is combating terrorism at home 
and abroad.  I don’t really think we’re leading the nations effort to do that at all.  I 
think other agencies lead a lot more than we do.  It’s still new, still just learning 
how to do things.  I think we’re learning how to share info with partners, but I do 
not see us “integrating.” I don’t think that’s really NCTC’s fault or anything; it’s 
probably other more established agencies that are reluctant to share their access 
to these instruments of national power.  But we’re trying.   

 
Ellen (CIA): Huh.  Interesting.  I’d give it a 4.  The sharing part—NCTC doesn’t 
actually OWN information; they integrate it.  It’s not theirs to share so they can’t 
really do that.  I don’t really understand the “integrating all instruments of 
national power…” clause.  That just sounds like a lot of big government words.  I 
mean it’s good because it has “analysis” in it, and that’s what we do… but people 
don’t even know this is the mission.  People focus on the means of how to get 
where they want to go, instead of the actual destination.  People are too focused 
on minutiae.  Like I think I have it right here—[she shows me a laminated badge-
sized version of the mission statement that says “I am part of the big picture”]  
see, here the mission was around my neck the entire time and I didn’t even 
recognize it.  They gave these out at orientation and they would yell at us if we 
didn’t have it on.  Well not yelling, of course, but more just like, asking where it 
was.   
 
Laura (FBI): Leading our nation’s effort, I’d say that’s a no.  I understand that 
they’re analyzing the terrorist info, but that’s not going to translate into securing 
the nation.  I would think that’s more the FBI’s job at home, and CIA more 
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abroad, but I’ve seen the lack of communication at NCTC and so when we talk 
about unity of effort, I highly doubt it.  Because we can’t even get on the same 
page between groups at NCTC, so how can they possibly take info from these 
agencies that don’t share with the other agencies?  Not really tapping into the 
power of the other agencies because it’s mostly CIA.  I’m not seeing NCTC being 
anything more than an investigative arm of the CIA here domestically.   

 
This excerpt in particular highlights many of the specific reasons why analysts felt NCTC 

was not achieving its mission: 

Jackie (ODNI, former FBI): I’d say a 6 or 7.  The intention is there, and 
people are working toward that.  But they’ve bitten off more than they can chew.  
AQSE has some great stuff.  Everyone WANTS it to be true, and people put in 
what they can to make it true.  But integrating and sharing is the hardest.  
Everyone has their own dog in the fight, and no one is willing to let a bone go.  
The accesses we have here are the greatest part of NCTC and also its biggest 
downfall because there is just so much information.  How do I know which of 
3000 cables a day to pay attention to?  It’s an unrealistic expectation because you 
will never get FBI to be a CIA-like organization.  And I love FBI, I was one of 
them.  But it’s law-enforcement, it’s not CT.  And you’ll never get CIA to stop the 
secret-keeping because that is what they do best.  It’s a burden on analysts to try 
to figure that out.  And then you have just basically an added level of bureaucracy, 
to something totally covered in red tape.  In the early days, you could maneuver 
around a little.  Now it’s just a bureaucratic overlay that impedes, instead of being 
the organization that brings people together.  It’s only possible to do the best we 
can.  We want it to work.  People are here at 9, 10, 12 at night, 2 in the morning 
because they want it to work.  But people have territory that they are going to 
protect and you can never get around that. 
 

Since no one gave a 10 in response to this question, every analyst I interviewed perceived 

a gap between the stated mission of NCTC and the reality of it.  I then asked the analysts 

what they thought total information integration, however they understood that term, 

would look like.  The most interesting pattern that emerged from these responses was 

not necessarily the similarity of the responses but the near-unanimous sentiment that 

although the analysts could envision total information integration, they absolutely did 

not desire it because of their concerns about security breaches and leaks.  Almost every 

analyst offered some version of an IC-wide Google-like search engine that would enable 

the analyst to pull information with specific search terms, rather than the “push” system 

currently in place that bombards the analyst with information.  In the same breath, 
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though, the analysts would immediately detail the ways in which this system would never 

be practical, as in the following excerpts: 

Jack: [Total information integration would look] Something like Google.  An 
analyst would just be able to type something into a search engine and find 
anything.  Right now, everything is so stove-piped that that simple vision and 
capability that exists in the civilian world doesn’t even remotely exist in the 
intelligence world.  I mean the FBI has probably—and they’ll be the first to tell 
you this—the worst information system I have ever seen in my life.  It’s notorious.  
And the disdain for that information system goes back for generations.  Nobody 
thinks it’s a good system, that I’ve come across.  It’s a national joke.  Although I 
shouldn’t use the word “joke” because it’s not funny.  … What I’m talking about is 
a Google … that would provide access to any document that’s ever been put into 
any database.  That’s not possible now.  And my understanding of Google is that 
it is based on the links between and among web pages.  That model doesn’t work 
in the IC because everything is so stove-piped.  It won’t work and maybe it can’t 
work, at least using the algorithm that Google uses.   
Bridget: But basically the idea of like a one stop shop? 
Jack: Yeah, I mean if you have questions about ammonium nitrate, you should 
type that into something like Google. And it can give you every one of 50 million 
cables, finintel [finished intelligence], PowerPoint presentations, the works, that 
has ever been written.  Right now it’s just not possible.  The parochial databases 
reside in the confines of all different orgs and right now they are not shared.  
There’s no end to it.  There’s no end to the number of databases one would have 
to go through.  Even now, even with the 9th anniversary of 9/11 approaching, you 
can type in ammonium nitrate and not get one tenth of the information that you 
should.   
Bridget: So the fact that NCTC was created to overcome these stovepipes, it 
hasn’t helped?  Is it any better than before NCTC? 
Jack: Well, I honestly don’t know.  I think that people know each other across 
orgs a little bit better.  As far as the information systems, I just, I don’t get a warm 
fuzzy feeling about it.  Like if I had something very specific in mind, like, let’s say 
Los Alamos labs has done tests on ammonium nitrate, all these classified tests or 
something, I don’t know, I haven’t done the search, but I don’t know that it would 
be available.  And that’s a simple test for which I have an appropriate clearance.  I 
just know it won’t be there.   

 
Jocelyn, a 31-year-old CIA analyst: I don’t think this is the answer, and I’m 
not saying we should have this, but it would be no compartmented information, 
no restricted handling.  I could know anything I wanted to know whether I had a 
need to know or not.  Within limits, of course.  I don’t think we should have that 
now, just unlimited access to everything. 

 
Beth, a 10-year IC veteran with experience at CIA, DNI, and FBI: Oh 
Christ.  [Total information integration would be] a clusterfuck.   There would be 
different ways of functioning.  I mean, we’ll never have it on the intel side because 
even if we had some sort of system to streamline everything, it would still require 
humans to read through it.  Are we all going to just work for one agency?  
Because that’s almost how it would have to be.  And even then, we’d still have 
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specialists.  It’s a pipe dream.  It would require a GLOBE of buy-in, and I don’t 
really think our Iranian or Russian friends would be down with that. 
 
Cameron: I think that power is perceived to be a zero-sum game in Washington.  
And I think that in any bureaucracy parochialism is a strong tendency.  There are 
a lot of incentives to share information, but there are disincentives to doing so 
that are not commonly appreciated in the general public.  Just take a look at 
Wikileaks.  That is a national disaster.  And I can’t imagine if the person who 
leaked those documents had access to CIA operational data.  That’s how you lose 
a war.  Leaking what he leaked is a good way to lose a war, too, but by comparison 
the information is not nearly as sensitive.  So I think that CT is a major concern 
that receives lip service from people but whose importance is not commonly 
appreciated.  … What I’m saying is that if all the information is shared by 
everybody, then it only takes one person to bring the house of cards down.  
Compartmentation is necessary. … I’m just not sure where one draws the line.  A 
barrier to information sharing is that information sharing itself is not necessarily 
a good idea. … It’s this new orthodoxy that information sharing is nothing but 
good, and you have these morons leaking information on the internet left and 
right, and people pay it lip service and say oh that’s terrible, but then they get 
right back to information sharing. 

 
The result of these two interview questions is that the analysts agree that NCTC is falling 

short of achieving its mission, but that greater information integration is not necessarily 

desirable in the first place.  This begs the question: does NCTC even have the right 

mission?  From my interviews, the analysts feel it does not.  Cameron, the CIA analyst 

cited above, put it this way: 

Cameron: Well, I think first of all that there’s a distinction between what the 
mission is and what it should be.  So I think that if NCTC is failing in its mission, 
that’s not necessarily a bad thing.   
Bridget: What should the mission be? 
Cameron: The mission should be to serve as a coordinating role within the IC.   
Bridget: What does that mean? 
Cameron: It means to—in my mind the word coordination is self-explanatory.  
It should coordinate CT activity.  I mean it should be practically be like a call 
center, where people should be able to reach back to their home orgs and say who 
to talk to.  Like, if DEA had some aspect of its mission that involved 
counterfeiting, then they should be able to reach through NCTC to see who in 
Treasury would be able to help them.  And then NCTC would be filled with people 
who just know each other, know everybody in their home agencies.   
Bridget: Okay, I see.  So NCTC doesn’t even have the right mission. 
Cameron: No, definitely not.  Maybe what their expressed mission is is not so 
different, but the way it reads to me is like the pipe dream of an empire-builder, 
and that’s a bad thing in Washington.   
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Thus, the verdict on whether NCTC is doing what it needs to do in the eyes of the people 

who do this work daily seems to be a resounding no.  There was no shortage of 

suggestions for what could be done to help the situation, though, as I discovered.  

Perhaps the most drastic recommendation I heard was that in some ways it would make 

sense to reduce the size of NCTC or even of the entire IC.  For the analysts, this would 

address the hindrances that come along with a bloated bureaucracy; it would also help 

with what they perceived to be excessive redundancy (as opposed to a lower level of 

redundancy which was deemed necessary for safety and accuracy reasons).  When I 

asked Jack, a 15-year CIA veteran, if things were better or worse since the creation of 

NCTC, he said this: 

Jack: Uhh… it’s not a no-brainer.  And I’m not a big fan of NCTC,  but I’ll say 
that it’s worse.  I think it’s a mistake.   
Bridget: Should we just get rid of it? 
Jack: I think if it were to continue existing, it should be about one-tenth its 
current size and serve a coordinating function.  
Bridget: So do you think the CIA director should still be the leader of the IC? 
Jack: No doubt.   
 

Other analysts concurred with this assessment: 
 

Chad (CIA): There’s also a lack of coordinated effort among the core agencies 
that cover all aspects of CT.  DHS is off doing random stuff—half of us don’t even 
know why they exist or what they do, yet we have counterparts that we’re 
supposed to work with.  There is a lot of duplication, and I actually fear that the 
IC is too big.  It’s crossed the point where it’s healthy competitive analysts.  We’ve 
gotten to the point where we’re in each other’s way.  We’re hindering the mission. 

 
Pamela, a 38-year-old ODNI analyst who is a former FBI employee, had a lot to say on 

this issue: 

Pamela: So you were asking if things were better since NCTC was created.  And I 
said slightly better, and I was honest, but I also think the longer I’m there, the 
more I think it doesn’t really have a function or it doesn’t improve anything 
enough to justify its existence.  That’s so terrible because I work there!  I think 
that a lot of the information and production that comes out of NCTC can be done 
or is done better by CIA and FBI and possibly other government agencies.  … I 
think that NCTC’s mission is not important enough to sustain the agency.  Or I 
guess not the agency but the entity.  And I think it’s accomplished its mission if 



159 

 
 
 

its mission was to ensure collaboration.  Otherwise, it’s too strategic and not 
tactical enough or operational enough or well-defined enough to continue.   
Bridget: So why do you think we have it? 
Pamela: I’ve been wondering the same thing.  It was a reaction to 9/11, 
something that was horrible, and I think it was a way to make people feel like we 
took action.  But … I don’t see the point of maintaining NCTC.  …   I just, I don’t 
understand the differentiation between CIA and ODNI or CIA and NCTC.  
Bridget: Me either. 
Pamela: Sadly, “CIA Lite” is a good word for it.  It’s so based off of CIA yet CIA 
hates it.  You would think they’d be like, oh, my sister, or my cousin, you’d think 
they would love it.  …  There’s no way we can be as knowledgeable as the CIA 
analyst.  So of course they’re like, those people [at NCTC] don’t know anything.  
Even our emails are CIA.   
Bridget: Yeah, true. 
Pamela: I don’t know why we have CTC [at CIA] and NCTC.  …  Why are there 
both of us?  Because you mentioned that NCTC came out of somewhere in CIA. … 
I just, I don’t know.  I wonder if at some point someone is going to come to the 
same realization that I have about NCTC and ODNI and questioning its existence.  
And I think it’s a good thing that someone would question it, but as long as I’m 
there I don’t want to lose my job!  So I wonder what they would do with all the 
people.  

 
There is a general sense in these comments that NCTC was almost a knee-jerk reaction to 

9/11, and that the creation of NCTC is a way for the government to treat the symptoms, 

but not the cause, of the perceived problem.  Jack, the analyst quoted earlier, took 

perhaps the most cynical view along these lines when he said this at the end of our 

interview: 

Jack: I think that in the course of your investigation, you may want to put in the 
back of your mind as a possibility the cynical point of view that NCTC was never 
intended to be real.  That all along, it’s just been a CYA [“cover your ass”] political 
maneuver.  In the sense of being a fall guy, for when the next terrorist attack 
occurs.  When it’s everybody’s fault it’s nobody’s fault.  
Bridget: That sort of already happened. 
Jack: The Christmas bombing.   
Bridget: Yeah. And Pursuit [the NCTC group tasked with following up leads] 
was born. 
Jack: Because when you were asking about integrating elements of national 
power, it occurred to me that the only place where that can really legitimately 
happen is the White House.  And not even the NSC [National Security Council].  
The President is the only one who has the authority and ability to control every 
agency in the government.  So the idea that some subordinate org is going to 
make the agencies cooperate is silly.  But maybe that’s intentional, I don’t know.  
Maybe it’s just a cutout for the President to take the heat off the President if 
another attack occurs, because that’s the only other place where the responsibility 
really resides.  So maybe it’s feckless, but maybe it’s feckless by design, I don’t 
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know.  And maybe presidents will find this fecklessness useful.  There’s a parting 
thought. 

 
The suggestion to consider reducing the size of NCTC and/or the IC, or even eliminating 

NCTC entirely and reverting to the pre-9/11 model in which the CIA Director heads the 

IC, is surely the most drastic of the ideas offered here.  It warrants discussion, though, 

since many of the analysts I worked with felt passionately about it. 

 One possible consequence of this idea to reduce the size of the IC is that having 

fewer people in the system could help to streamline the bureaucracy and reduce the 

number of emails and documents that make the analysts feel overwhelmed with 

information.  The creation of NCTC and its one-to-two-year rotation system has meant a 

lot more personnel movement among the IC agencies (and a lot more personnel in 

general), and the analysts I worked with felt that the bureaucratic red tape they faced in 

coming to NCTC was actually enough to discourage moving around in the first place—a 

clear impediment to the goals of NCTC.  Upon moving to NCTC, for example, people 

would frequently lose access to databases they had been using for years, and depending 

on the database it could take weeks or months to get those accesses back.  As one analyst 

told me, “With [the main database], when people move over here they get [a severely 

restricted version of that database].  I had to fight with them, I was like, ‘I’ve had [the full 

database] for FOUR YEARS’—they finally gave it to me, but that’s a huge frustration, 

like, why am I getting [restricted]?”  The red tape trickles down to the minutiae of 

everyday life too, of course; analysts told me stories about fighting bureaucratic hurdles 

for months to get a new desk chair, for example, and I myself went without a functioning 

badge for my first few weeks of field work because, according to the system, I “wasn’t 

there” due to someone’s having checked the wrong box on a form. 

The consequences of these red tape stories usually involve “merely” wasted time 

or inconvenience, but Pamela, the former FBI analyst quoted above, articulated the ways 
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in which the bureaucratic hurdles actually hurt her career opportunities while also 

reinforcing CIA’s higher status: 

Pamela: I was going to make a point about ODNI.  I’m just giving an example 
here.  I had to apply for my passport.  And my supervisor thought that in the 
future I might be traveling to locations where I might need some kind of cover, so 
I applied for a … passport, but then I found out that ODNI employees can’t have a 
… passport, they can only have an official passport. And so I guess it’s because it’s 
a lot of work to provide cover, it creates a lot of work and it’s a budgetary issue 
and stuff.  So then I was thinking, okay, how am I ever going to travel to some of 
those places, and how am I going to be competitive as an analyst if I don’t see 
those place or have exposure to them?  Why does that rule exist?  I would think 
it’s because people think that ODNI is not as important as CIA.   
Bridget: That makes sense. 
Pamela: I was thinking for my CAP interim [part of CIA’s analyst training 
program] actually.  But now I can’t go overseas for my CAP interim because of the 
passport issue. 
Bridget: That has to change. 
Pamela: Yeah. 

 
This last comment hints at the systemic reification and reproduction of the status 

hierarchy discussed in Chapter 3; it also suggests that this inequality persists not solely 

as a collection of micro-level interactions among analysts from different agencies, but 

also as an entrenched feature of the bureaucracy itself. 

 Indeed, most of the analysts I worked with pointed out that this entrenched 

status inequality—particularly between CIA and NCTC—led right to the top, since they 

felt that then-NCTC Director Mike Leiter was not given the proper authority truly to lead 

the IC with the DNI, as these excerpts illustrate: 

Jason, a 29-year-old CIA officer: It’s sort of like the UN putting sanctions on 
someone—NCTC can’t declare war on the other orgs.  Leiter has no authority over 
other directors.  [He has] High responsibility but low authority, which puts him 
in a difficult spot.  Certainly across the board, certain agencies are not putting 
their best foot forward.  And certain ones are purposely not sharing all they 
could.  But there’s not that much [Leiter] can do about it, beyond saying “I’m 
going to say something nasty.”  I find it unlikely that Leiter would go complain to 
Obama.  I guess the best case would be to talk to [John] Brennan [Deputy 
National Security Advisor for Homeland Security and Counterterrorism], and 
maybe he would say something.   

 
Mary, a 27-year-old ODNI analyst with FBI experience: I don’t know that 
they [NCTC] have the authorities to actually literally fulfill that [mission].  
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Bounded by the authorities they possess, yes, but I mean, they don’t have 
budgetary authority, they don’t have tasking authority. 

 
The comment that the NCTC Director has “high responsibility but low authority” is very 

telling here because it echoes Jack’s earlier suggestion that perhaps NCTC was never 

intended to be real or to have real power, but rather to serve as a cutout to take pressure 

off the President in the event of an attack.  It follows that if the President truly wants the 

ODNI and NCTC to lead the Intelligence Community, they must be given the real power 

to do so. 

 The final set of recommendations are smaller in scale than the previous 

suggestions, but would still have an enormous impact on the analysts’ quality of life.  The 

first has to do with changing the reward structure on the PAR (Performance Appraisal 

Review), which I discussed in great detail in Chapter 4.  Right now analysts feel a 

“publish-or-perish” kind of pressure because they perceive that written production is the 

way to promotion; it is not hard to understand why they feel this way when managers tell 

them that their other job duties, including traveling to war zones, are not considered 

“work.”  Analysts also feel that this emphasis on written production encourages shorter 

pieces and that the longer-term strategic papers are not given the proper credit.  Finally, 

the current PAR system often encourages analysts to put their self-interest above any 

kind of collaboration; this can range from simply failing to reach out to a partner to 

actively undermining the work of other analysts for personal gain.  The analysts I worked 

with and interviewed—and my own experience was commensurate—felt that if managers 

truly want to change the culture of “secrecy and self,” they need to revise the structure of 

the PAR to reflect these values.  When I asked Ellie, a CIA analyst who had a terrible 

experience at CIA’s CTC (Counterterrorist Center), about this, she said:  

You would need lots of people in management to be willing to co-author, to 
collaborate.  It would have to come from the top down.  I sense that other 
organizations don’t like working with NCTC.  It would have to be CIA 
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management, and you’d have to have a rating system for collaboration—put it in 
the PAR.     

 
This quote underscores the point that the analysts are going to pursue activities that will 

reward them on the PAR regardless, so the only way to simultaneously incentivize self-

interest and collaboration is to reward collaboration in the PAR for the individual 

analyst. 

 Some analysts highly praised the daily features of working at NCTC, but lamented 

the fact that analysts could only enjoy these features while physically at NCTC.  Everyone 

I talked to seemed to love Sametime, the instant messaging system, for example.  It is so 

easy simply to send a quick message, even easier than email; it is not necessary to keep 

track of where anyone sits or whether their phone number may have changed.  A simple 

coloring system also makes it easy to tell whether someone is still at work or not, and it is 

just as easy to talk to the person sitting one row over as it is to talk to someone on 

another continent, which in turn makes it easier to create and maintain contacts in a 

social network.  Sametime is a feature of CIA computing systems only, though, and many 

of my colleagues from other agencies expressed frustration that they were “cut off” from 

instant messaging when they went back to their home agencies.  An FBI colleague of 

mine, Julie, talked about this more than anyone else I knew and made it a sort of pet 

project to seriously explore why Sametime could not be made available to the wider IC.  

She was afraid that all of the time she spent developing relationships at NCTC would be 

wasted the minute she left, and rightly so, I think; I was amazed at how quickly and 

easily I lost touch with colleagues who left NCTC to go back to DIA or FBI because they 

were no longer on Sametime.  This is another structural element that in practice keeps 

CIA at the top of the status hierarchy. 

 Finally, to help new analysts cope with the incredibly steep learning curve in the 

IC, NCTC should put together some sort of binder detailing the policies and procedures 
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for everyday life at NCTC.  I was surprised to find that no such document existed when I 

started working at NCTC in 2007; it would have mollified the sense of being 

overwhelmed that characterizes the initial months there.  As I discuss in Chapter 2, it is 

already overwhelming to learn the ways of life of a new workplace, but it is particularly 

disorienting to be in a place where “normal” customs on how to send email or park a car 

no longer apply.  The binder would reduce the anxiety new analysts feel about 

“bothering” their busy coworkers about minutiae and help them learn the ways of the 

agency rather than getting piecemeal information for issues as they occur.  The binder 

should include information on how to dispose of a burn bag, how to obtain office 

supplies, where to get forms and what the forms are for, how to print classified and 

unclassified materials, how to fill out the electronic time sheets, how to make travel 

reservations, and other basic information.  The reason that the binder does not exist, I 

think, is that most people become so inured to the culture that they no longer remember 

what they didn’t know when they started.  Having this information available to the new 

EOD in one place would surely help with the profound sense of culture shock that is 

common when entering a world shrouded in secrecy. 

On balance, then, the combination of structural and cultural issues discussed in 

this dissertation—the role of status, the flow of information, and the tension between 

secrecy and openness—suggests that NCTC has not achieved the information sharing and 

collaboration envisioned by the 9/11 Commission.  Has the creation of NCTC encouraged 

inter-agency interaction, collegiality, respect, and familiarity?  Definitely, but liking an 

agency and sharing with it are two very different things.  In fact, I asked the analysts I 

interviewed to rate each intelligence agency on a scale of one to 10 in terms of how much 

they liked that agency, how much they respected it, and how willing they were willing to 

share with it.  Other than a bias toward the analyst’s home agency, there was basically no 
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relationship between the like/respect measures and the sharing measure.  An analyst 

might hate FBI, for example, but then give a rating of 10 in willingness to share; 

conversely, an analyst might say that they really like DIA, but are not particularly 

interested in sharing with it.  Others rated the agencies similarly on the three measures, 

and still others had such a hard time trying to put numbers to these relationships that 

they were basically unable to do the exercise.   

 While I have made a number of suggestions here, I am still not even able to say 

wholeheartedly which ones I would endorse in practice after my experiences in the IC, 

and truly it is not my place to say so anyway.  Perhaps it is my bias as a CIA person, but I 

can appreciate the analysts’ sense that NCTC creates too much redundancy and 

bureaucracy, and I understand why so many of my colleagues question the value of 

information sharing.  I think many of the suggestions here would be useful and practical 

if those in power decide they really want to push NCTC closer to full integration, but 

personally I am still undecided as to whether that is the right course for NCTC in the first 

place.  Cameron, the CIA veteran quoted throughout this dissertation, echoed this 

sentiment when he told me that NCTC may have gotten far more than it bargained for 

when it put the very different—and in some cases, antagonistic—agencies together under 

one roof because it has only thrown those animosities and biases into sharper relief.  I 

asked Cameron whether he agreed with a statement saying that NCTC is not able to 

achieve its mission because there are as many conflicts and barriers among agencies as 

before.  He said:  

I basically agree.  I mean, well, I think about the Douglas Adams Hitchhiker’s 
Guide to the Galaxy, the Babel fish.  I don’t have the exact quote in front of me, 
but the Babel fish is a universal translator.  And there’s a funny quote that 
nothing has contributed to more and bloodier wars than the Babel fish, because 
everybody perfectly understood each other in the universe.  I think that’s relevant 
here because now that we’re all communicating like never before, we have 
increased opportunity to fight with each other.   
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I was intrigued by this comment, so I looked up the original quotation in Adams’s novel.  

It reads: 

“The Babel fish,” said The Hitchhiker’s Guide to the Galaxy quietly, “is small, 
yellow, and leechlike, and probably the oddest thing in the Universe.  … [i]f you 
stick a Babel fish in your ear you can instantly understand anything said to you 
in any form of language.  The speech patterns you actually hear decode the 
brainwave matrix which has been fed into your mind by your Babel fish. … 
Meanwhile, the poor Babel fish, by effectively removing all barriers to 
communication between different races and cultures, has caused more and 
bloodier wars than anything else in the history of creation.” (1979, p. 42, italics 
in original) 

 
Is NCTC a Babel fish?  Perhaps.  The informal interactions among people during regular 

days suggest that while putting the various agencies together at NCTC can actually bring 

people together in a sociological sense as well as a physical one, the fact of co-location 

certainly provides opportunities for “more and bloodier” inter-agency “wars” than ever 

before.  I hope that coupling the micro-level interactions of daily life with the more 

formal structural elements at NCTC in this research has brought the place to life in a way 

that provides an authentic and realistic view of integration, sharing, and the 

circumstances that both facilitate and discourage them. The hope is that the findings of 

this dissertation will ultimately lend a deeper understanding of these processes, which is 

critical to overcoming any barriers—and any Babel-fish-like consequences of removing 

barriers—that still exist. This in turn will lead to a more nuanced understanding of the 

ways in which the intelligence community can best protect the nation. 
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Appendix A: Further Background About NCTC 

According to the 9/11 Commission Report, a lack of communication allowed first 

cracks and then fissures to develop along the borders of what each agency defined as its 

territory, and al Qa’ida was able to operate undetected in those shadowed areas: 

The September 11 attacks fell into the void between the foreign and domestic 
threats.  The foreign intelligence agencies were watching overseas, alert to foreign 
threats to U.S. interests there.  The domestic agencies were waiting for evidence 
of a domestic threat from sleeper cells within the United States. No one was 
looking for a foreign threat to domestic targets.  The threat that was coming was 
not from sleeper cells. It was foreign—but from foreigners who had infiltrated 
into the United States. (262) 

 
In sum, the domestic agencies never mobilized in response to the threat.  They 
did not have direction, and did not have a plan to institute.  The borders were not 
hardened.  Transportation systems were not fortified. Electronic surveillance was 
not targeted against a domestic threat.  State and local law enforcement were not 
marshaled to augment the FBI’s efforts.  The public was not warned.  The 
terrorists exploited deep institutional failings within our government. (264) 

 
The report brings these failures to life with several finely detailed examples, two 

of which are described below: the Kuala Lumpur story and the Khalid Sheikh 

Mohammed (KSM) story.   

Kuala Lumpur 

 
In late 1999, NSA obtained signals intelligence (SIGINT) from a suspected 

terrorist facility somewhere in the Middle East.  This SIGINT suggested that several 

members of a terrorist cell were planning a trip to Kuala Lumpur in January of 2000 by 

traveling through a number of Middle Eastern countries.  At first, only the names 

“Nawaf,” “Salem,” and “Khalid” were available; eventually, NSA was able to determine 

that Salem was Nawaf’s younger brother.  Because of apparent links with the 1998 

embassy bombings, CIA began to surveil the targets and their meeting in Malaysia.  

When a few of these targets suddenly left and fled to Bankok, the trail went cold and the 

men disappeared.  The Counterterrorist Center (CTC) at CIA briefed these findings to its 
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leadership passed the information to the National Security Council (NSC) and the FBI, 

though it was understood that CIA would technically retain the lead.  At the same time, 

the bin Ladin unit at CIA continued to provide updates, unaware that the targets had fled 

Malaysia and been lost in Thailand, but eventually having their names placed on a Thai 

watchlist. 

 When CIA officers in Malaysia contacted Bankok for an update several weeks 

later, Thai officials reported that one of the men, Nawaf al Hamzi—now with his full 

name—had departed on January 15 on a United Airlines flight to Los Angeles.  There was 

no report of Khalid’s departure despite the fact that he had accompanied Nawaf on 

flight—a fact that was known in CTC, but not elsewhere.  Perhaps most notably, CIA did 

not coordinate watchlisting with the State Department, ensuring that none of the targets 

could be detained at a port of entry or an embassy.  The information was also not 

disseminated to FBI and nothing more was done to track these three until an 

investigation of the USS Cole bombing renewed interested in Khallad.   

As the investigations continued, further discoveries and connections were made 

by the CIA and FBI, but they were not shared with each other or with other relevant 

agencies such as the State Department.  Director of Central Intelligence (DCI) George 

Tenet later informed Congress that the FBI did in fact have access to the relevant 

information, but the 9/11 Commission could find no evidence to support the claim.  

Because FBI investigators were essentially not aware of the Kuala Lumpur meeting or of 

the targets’ apparent possession of US visas, it did not think to look for the targets in the 

US.  The Commission states that “this incident is an example of how day-to-day gaps in 

information sharing can emerge even when there is mutual goodwill” (61).   

Critical information in this investigation was obtained from a joint FBI/CIA 

source, but because time with the source was limited because of budget, travel, and 
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language constraints, CIA and FBI interviews were done independently and without 

coordination.  Although FBI later received some copies of interview transcripts, but it did 

not have access to the CIA’s operational reports, which contained critical information 

that linked the Cole and Malaysian investigations.  According to the 9/11 Commission 

Report, the CIA officer did not recall the information or why it was not shared, but added 

that he might not have understood its significance in any event. 

 The 9/11 Commission Report surmises that a Kuala Lumpur target—who left the 

United States in 2000, traveled to Yemen, applied for a new US visa, and returned to the 

United States on July 4, 2001—might have been found if the name had been placed on a 

State Department watchlist or the FBI had been alerted of his presence.  The 

Commission concluded that CIA tends to play “zone defense,” while the FBI plays “man-

to-man”—two approaches that proved incompatible though they had the potential to be 

complementary.  As a result, these original Kuala Lumpur attendees, as well as one of the 

people they met there, went on to become 9/11 hijackers. 

Khalid Sheikh Mohammad 

 
 According to the 9/11 Commission Report, a lack of information sharing caused 

an intelligence failure regarding the leadership role and targeting information related to 

Khalid Sheikh Mohammed, the self-described mastermind of 9/11 who was eventually 

captured in the spring of 2003.  Although now common knowledge, KSM’s relationship 

with al-Qa’ida was unknown before 9/11 because he was considered a freelance terrorist, 

in part because he had been indicted for his participating in terrorist plot that was not 

related to al-Qa’ida.  As a result, the responsibility for following KSM resided in an 

operational group—rather than an analytic group—known as the Renditions Branch at 

CIA that targeted wanted fugitives.  As a result of communication failures even within a 

single agency, analysts were unable to integrate tactical pieces of information into a 
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coherent narrative, and opportunities to recognize KSM’s role within al-Qa’ida were 

missed.   

In September of 2000, a source reported that an individual named Khalid al-

Sheikh al-Ballushi (“from Baluchistan” [Pakistan]—KSM’s place of birth) was a key al 

Qa’ida lieutenant.   Although the bin Ladin unit recognized the possible importance of 

this information and asked for clarification, none initially came.  A June 12, 2001 CIA 

report also said that a “Khaled” was involved in recruiting people to travel outside of 

Afghanistan, including to the United States, to carry out terrorist activities for UBL.   

 Reports from around April 2001 described an operative nicknamed “Mukhtar” 

who was a key associate of Abu Zubaydah involved in attack planning.  CIA confirmed 

“Khaled”’s identity after showing photographs to a source, and an August 28, 2001 cable 

stated that KSM’s nickname was Mukhtar.  However, no one made the connection to 

previous reports regarding his relationship with al Qa’ida and his plans to send 

operatives to the United States. 

 The Report concludes that the following are the broader problems illustrated by 

these specific examples:  

• Structural barriers to performing joint intelligence work. National 
intelligence 
is still organized around the collection disciplines of the home agencies, 
not the joint mission. The importance of integrated, all source analysis 
cannot be overstated. Without it, it is not possible to “connect the dots.” 
No one component holds all the relevant information. 

• Lack of common standards and practices across the foreign-domestic 
divide…. 

• Divided management of national intelligence capabilities. … 

• Weak capacity to set priorities and move resources. The agencies are 
mainly 
organized around what they collect or the way they collect it. But the 
priorities for collection are national.  As the DCI makes hard choices 
about moving resources, he or she must have the power to reach across 
agencies and reallocate effort. 

• Too many jobs.  The DCI now has at least three jobs. He is expected to 
run a particular agency, the CIA. He is expected to manage the loose 
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confederation of agencies that is the intelligence community. He is 
expected to be the analyst in chief for the government, sifting evidence 
and directly briefing the President as his principal intelligence adviser. No 
recent DCI has been able to do all three effectively. Usually what loses out 
is management of the intelligence community, a difficult task even in the 
best case because the DCI’s current authorities are weak. With so much to 
do, the DCI often has not used even the authority he has. 

• Too complex and secret.  Over the decades, the agencies and the rules 
surrounding the intelligence community have accumulated to a depth that 
practically defies public comprehension. There are now 15 agencies or 
parts of agencies in the intelligence community. The community and the 
DCI’s authorities have become arcane matters, understood only by 
initiates after long study. Even the most basic information about how 
much money is actually allocated to or within the intelligence community 
and most of its key components is shrouded from public view.  (408-9) 

 
And finally:  
 

Information Sharing 
We have already stressed the importance of intelligence analysis that can draw on 
all relevant sources of information.  The biggest impediment to all-source 
analysis—to a greater likelihood of connecting the dots—is the human or systemic 
resistance to sharing information.  The U.S. government has access to a vast 
amount of information. … But the U.S. government has a weak system for 
processing and using what it has. In interviews around the government, official 
after official urged us to call attention to frustrations with the unglamorous “back 
office” side of government operations.  In the 9/11 story, for example, we 
sometimes see examples of information that could be accessed—like the 
undistributed NSA information that would have helped identify Nawaf al Hazmi 
in January 2000. But someone had to ask for it. In that case, no one did. Or… the 
information is distributed, but in a compartmented channel. Or the information 
is available, and someone does ask, but it cannot be shared.  What all these 
stories have in common is a system that requires a demonstrated “need to know” 
before sharing.  This approach assumes it is possible to know, in advance, who 
will need to use the information. Such a system implicitly assumes that the risk of 
inadvertent disclosure outweighs the benefits of wider sharing.  Those Cold War 
assumptions are no longer appropriate.  The culture of agencies feeling they own 
the information they gathered at taxpayer expense must be replaced by a culture 
in which the agencies instead feel they 
have a duty to the information—to repay the taxpayers’ investment by making 
that information available.  (416) 

 

The Proposed Solution: The National Counterterrorism Center (NCTC) and the Office of 
the Director of National Intelligence (ODNI) 

 
 To correct the perceived ills that characterized the intelligence community before 

9/11, the 9/11 Commission Report presented the following envisioned solution: 
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The United States has the resources and the people.  The government should 
combine them more effectively, achieving unity of effort.  We offer five major 
recommendations to do that: 

• unifying strategic intelligence and operational planning against Islamist 
terrorists across the foreign-domestic divide with a National 
Counterterrorism Center; 

• unifying the intelligence community with a new National Intelligence 
Director;  

• unifying the many participants in the counterterrorism effort and their 
knowledge in a network-based information-sharing system that transcends 
traditional governmental boundaries;  

• unifying and strengthening congressional oversight to improve quality and 
accountability; and 

• strengthening the FBI and homeland defenders. (499) 
 

Recommendation: We recommend the establishment of a National 
Counterterrorism Center (NCTC), built on the foundation of the existing Terrorist 
Threat Integration Center (TTIC).   Breaking the older mold of national 
government organization, this NCTC should be a center for joint operational 
planning and joint intelligence, staffed by personnel from the various agencies. 
The head of the NCTC should have authority to evaluate the performance of the 
people assigned to the Center. (403) 

 

Vision, Mission, and Purpose of NCTC 

 
 According to its public website, NCTC’s mission and purpose are as follows:   
 
The National Counterterrorism Center (NCTC) was established by Presidential Executive 
Order 13354 in August 2004, and codified by the Intelligence Reform and Terrorism 
Prevention Act of 2004 (IRTPA). NCTC implements a key recommendation of the 9/11 
Commission: “Breaking the older mold of national government organizations, this NCTC 
should be a center for joint operational planning and joint intelligence, staffed by 
personnel from the various agencies.”  
The Director of NCTC is a Deputy Secretary-equivalent with a unique, dual line of 
reporting: (1) to the President regarding Executive branch-wide counterterrorism 
planning, and (2) to the Director of National Intelligence (DNI) regarding intelligence 
matters. NCTC follows the policy direction of the President, and National and Homeland 
Security Councils. NCTC is staffed by more than 500 personnel from more than 16 
departments and agencies (approximately 60 percent of whom are detailed to NCTC). 
NCTC is organizationally part of the ODNI.  
 
 
“Analyzing the Threat”  
By law, NCTC serves as the primary organization in the United States Government 
(USG) for integrating and analyzing all intelligence pertaining to counterterrorism 
(except for information pertaining exclusively to domestic terrorism).  
 
NCTC integrates foreign and domestic analysis from across the Intelligence Community 
(IC) and produces a wide-range of detailed assessments designed to support senior 
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policymakers and other members of the policy, intelligence, law enforcement, defense, 
homeland security, and foreign affairs communities. Prime examples of NCTC analytic 
products include items for the President’s Daily Brief (PDB) and the daily National 
Terrorism Bulletin (NTB). NCTC is also the central player in the ODNI’s Homeland 
Threat Task Force, which orchestrates interagency collaboration and keeps senior 
policymakers informed about threats to the Homeland via a weekly update.  
 
NCTC leads the IC in providing expertise and analysis of key terrorism-related issues, 
with immediate and far-reaching impact. For example, NCTC’s Radicalization and 
Extremist Messaging Group leads the IC’s efforts on radicalization issues. NCTC’s 
Chemical, Biological, Radiological, Nuclear Counterterrorism Group pools scarce 
analytical, subject matter, and scientific expertise from NCTC and CIA on these critical 
issues. NCTC also evaluates the quality of CT analytic production, the training of analysts 
working CT, and the strengths and weaknesses of the CT analytic workforce. NCTC 
created the Analytic Framework for Counterterrorism, aimed at reducing redundancy of 
effort by delineating the roles of the IC’s various CT analytic components. NCTC also 
created a working group for alternative analysis to help improve the overall rigor and 
quality of CT analysis.  
 
“Sharing that Information”  
By law, NCTC serves as the USG’s central and shared knowledge bank on known and 
suspected terrorists and international terror groups. NCTC also provides USG agencies 
with the terrorism intelligence analysis and other information they need to fulfill their 
missions. NCTC collocates more than 30 intelligence, military, law enforcement and 
homeland security networks under one roof to facilitate robust information sharing. 
NCTC is a model of interagency information sharing. Through the Terrorist Identities 
Datamart Environment (TIDE), NCTC maintains a consolidated repository of 
information on international terrorist identities and provides the authoritative database 
supporting the Terrorist Screening Center and the USG’s watchlisting system. The 
Center also produces NCTC Online (NOL) and NCTC Online CURRENT, classified 
websites that make CT products and articles available to users across approximately 75 
USG agencies, departments, military services and major commands. NCTC’s Interagency 
Threat Analysis and Coordination Group (ITACG) facilitates information sharing 
between the IC and State, Local, Tribal, and Private partners – in coordination with 
DHS, FBI, and other members of the ITACG Advisory Council. NCTC also provides the 
CT community with 24/7 situational awareness, terrorism threat reporting, and incident 
information tracking. NCTC hosts three daily secure video teleconferences (SVTC) and 
maintains constant voice and electronic contact with major Intelligence and CT 
Community players and foreign partners.  
 
“Integrating All Instruments of National Power” 
By law, NCTC conducts strategic operational planning for CT activities across the USG, 
integrating all instruments of national power, including diplomatic, financial, military, 
intelligence, homeland security, and law enforcement to ensure unity of effort. NCTC 
ensures effective integration of CT plans and synchronization of operations across more 
than 20 government departments and agencies engaged in the War on Terror, through a 
single and truly joint planning process.  
 
NCTC’s planning efforts include broad, strategic plans such as the landmark National 
Implementation Plan for the War on Terror (NIP). First approved by the President in 
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June 2006 and then again in September 2008, the NIP is the USG’s comprehensive and 
evolving strategic plan to implement national CT priorities into concerted interagency 
action.  
 
NCTC also prepares far more granular, targeted action plans to ensure integration, 
coordination, and synchronization on key issues, such as countering violent extremism, 
terrorist use of the internet, terrorist use of weapons of mass destruction, and counter-
options (after an attack). NCTC also leads Interagency Task Forces designed to analyze, 
monitor, and disrupt potential terrorist attacks.  NCTC assigns roles and responsibilities 
to departments and agencies as part of its strategic planning duties, but NCTC does not 
direct the execution of any resulting operations.  
NCTC monitors the alignment of all CT resources against the NIP and provides advice 
and recommendations to policy officials to enhance mission success.  (All from nctc.gov) 
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Appendix B: NCTC Authorization 
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Appendix C: IRB 
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Appendix D: Interview Guide 

Obtain verbal consent to participate in the interview.  No paper records of names. 
 
The goal is to obtain the answers to most of these questions through a conversation 
rather than strict Q+A.  It seems like a lot of questions but a lot of them can be covered in 
one chunk of conversation. 
 
Demographics—age, gender, race, GS level, level of education, parents’ level of 
education, marital status. 
 
Tell me a little bit about how you came to be at NCTC. 
 
1. How long have you worked at the National Counterterrorism Center (NCTC)? 
2. What group are you in at NCTC?  Where do you sit at NCTC? 
3. What is your home agency? 
4. How long have you worked for the federal government?  (follow-up: brief history of 
non-intelligence government service if applicable) 
5. Why did you start working for the United States Government (USG)? 
6. What is your official job title? 
7. Why did you come to NCTC? 
8. What did you do before coming to the USG?  � go into where they are from, details 
about personal history if possible (need to make it like a conversation) 
 
9. Describe a typical work day for you. 
 
10. On a scale of 1-10, how would you rate your current level of job satisfaction? 
       -How did you arrive at that number? 
       -(If not a 10) Why was the number not a 10? 
       -Has this number changed from when you first arrived at NCTC? (How?) 
 
11. Do you plan to leave NCTC? If so, when?  (If so, to do what?) 
 
12. (Describe/read NCTC’s official mission statement: NCTC’s mission statement 
succinctly summarizes its key responsibilities and value-added contributions: “Lead our 
nation’s effort to combat terrorism at home and abroad by analyzing the threat, sharing 
that information with our partners, and integrating all instruments of national power to 
ensure unity of effort.”) —on a scale of 1-10, how well do you think NCTC is achieving its 
mission? 
       -Is this number higher or lower than what you thought when you first arrived? 
       -(If not a 10) why was the number not a 10? 
       -Do you think there is anything preventing NCTC from fully realizing its mission?  (If 
so, 
what?  Follow-up with questions based on what they suggest) 
 
13.  Do you perceive any barriers to NCTC’s ability to achieve integration among the 
intelligence agencies?   
 
14.  What would total information integration look like? 
 



178 

 
 
 

15. Do you perceive any barriers, personally, to your ability to perform your duties day-
to-day? (If so, what are they, etc.) 
 
16. In your opinion, what are the best and worst things that have happened at NCTC 
since you got here? 
 
17. Do you feel any particular frustrations with your day-to-day experience at NCTC? (If 
so, what are they, etc.) 
 
18. Do you have any co-workers that you would consider friends or confidantes? 
       -If so, how many? 
       -How many are male vs. female? 
       -What are their home agencies? 
       -What qualities make them friends/confidantes? 
 
19. Do you have any co-workers that you would consider enemies or rivals? 
       -If so, how many? 
       -How many are male vs. female? 
       -What are their home agencies? 
       -What qualities make them enemies/rivals? 
 
20.  What do you normally do for lunch? 
 
21.  Do you tend to get coffee with anyone in particular?  (If so, details; they can make up 
a different name if they want) 
 
22.  Do you tend to chat on Sametime (instant messager) with certain people more than 
others?  (Details) 
 
23. on a scale of 1-10, how much would you say you like the following agencies? 
(list IC) 
 
24. On a scale of 1-10 how much do you respect the following agencies? 
 
25. On a scale of 1-10, how likely are you to share information with the following 
agencies? 
 
26. What five words would you use to describe: 
 
U.S. Government 
NCTC 
Your group 
Your immediate supervisor 
Your home agency 
FBI 
CIA 
NSA 
DIA 
 
(More open-ended questions) 
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(Tell them I am interested in the process of information sharing among agencies and 
whether/how this happens on a daily basis among real people and that this is the 
purpose of NCTC.) 
 
27. From your experience, how would you characterize this idea of information sharing 
as it applies to NCTC?  (Follow up, probe based on response) 
 
28. When friction occurs among co-workers, are there any patterns that tend to be at the 
heart of these conflicts? 
 
29. What do you think about the following statement? :  There are some people who 
believe that NCTC is not able to achieve its mission because there are as many conflicts 
and barriers among agencies as before.  (Follow up based on response) 
 
30. Describe the culture of NCTC. 
 
31. Talk about how I am interested in life before and after NCTC.  Has the IC changed as 
a result of NCTC’s creation?  How?  What was it like before?   
 
32.  Are things better or worse since the creation of NCTC? 
 
33.  Have the relationships among IC agencies changed since NCTC was created?  How? 
 
34.  What is the funniest thing you have seen or experienced at NCTC? (Try to get into 
use of humor) 
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Appendix E: The Hunt for Red October: The Untold Story 

Introduction 
 A recent best-seller—made into a box-office hit—describes the adventures of a 
CIA analyst caught up in a whirlwind of danger and excitement as events of cataclysmic 
importance unfold before his eyes.  While the novel has intrigued and entertained 
millions of readers, few have even suspected that there is a core of truth in this otherwise 
fantastic account. Only the loyal cadre of CIA analysts—locked in silence by a legally-
binding contract—know the real story, a story more frightening than any work of fiction 
could ever convey.  Now, the truth is revealed. 
 Warning: any resemblance to persons living and working in the CIA is no 
accident.  Everyone should expect to find a little of themselves—and a lot of everyone 
else—in this story. 
 
Episode One 
 The year was 1984, a time of stagnation in the Soviet Union, and of comfortable 
routine in the CIA’s Office of Soviet Affairs (OSA). It began as the most ordinary of days.  
Jack Ryan, intrepid CIA analyst, strode into work after a brisk twenty minute walk in 
from the parking lot.  In fact, Jack had been able to do without his evening jog since the 
parking situation had tightened and he found he was getting his aerobic exercise walking 
in from the Kamchatka zone of the Agency lot.  Jack liked that: it was efficient. 
 Jack didn’t actually need to work at the CIA: he was independently wealthy, or 
had been until he got the Fairfax County personal property tax bill on his new Trans AM.  
Mostly, Jack liked the highly charged atmosphere of short deadlines and constant 
surprises.  He found the frequent coordination battles a healthy outlet for his 
aggressions; otherwise, he might have found himself hollering at his wife and kids and 
kicking the family Lab.  Instead, he hollered at other analysts and kicked the laser 
printer. 
 This morning—a very ordinary morning—Jack grabbed a cup of coffee and 
headed for his computer terminal to read his morning mail.  That was another thing he 
liked about the CIA—tens of millions of dollars worth of top-of-the-line computer 
equipment to back up the analytical efforts of the Agency’s crack intelligence officers.  
Jack quietly paged through the traffic that had come in during the night.  Suddenly he 
froze, his eyes fixed on the screen. 
 
Episode Two 
 Yes, it was a very ordinary day at the CIA—the system was down, and Jack turned 
off his terminal and went off in hunt of a doughnut and the latest rumors on the pending 
reorganization.  He returned, sated with pastry and gossip, to sort through the findings 
from his mail box.  Suddenly a tidbit of intelligence caught his attention.  According to an 
allied intelligence service, the prototype of the new “Oktyabr” class submarine had been 
launched a week early.  The prototype, predictably enough, was called “Red October.”  
“For once I’d like to see them call a vessel the ‘Trotskiy,’” Jack snortled to himself, “or the 
Academician Sakharov!’ That’ll be the day.” He got an extra loud guffaw out of that one.  
Jack prided himself on his keen understanding of the Soviet bureaucratic soul. 
 Even more intriguing was the picture and analysis which accompanied the news 
of the launch.  The new submarine, photographed while still in dry dock, appeared to 
have a strange pattern on the side formed of two large black circles—almost like the ears 
on a Mickey Mouse cap, to Jack’s mind.  British intelligence speculated that these portals 
were part of a sophisticated new submarine propulsion system.  The portals allowed 
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water to flow into the sub to the propeller—an impeller in this case.  It was located inside 
the sub, masking the sound of the bubbles, which provided the characteristic submarine 
signature.  Such a sub would be almost impossible to detect with existing technology. 
 The implications were mind-boggling.  A new generation of Soviet submarines, 
undetectable and loaded to the gills with ballistic missiles.  This would undoubtedly 
upset the balance of forces between the superpowers and destabilize the existing world 
situation.  Jack knew that the U.S. had nothing similar in the works for its own 
submarines—it would be years before the Navy could catch up with the Soviet technical 
lead.  In the meantime, the Soviet submarine fleet could strike the U.S. mainland at will, 
undermining the guarantees provided by the MAD doctrine—that no superpower would 
launch a first strike against the other for fear of retaliation.  Now, a massive and 
undetectable Soviet first-strike was well within the realm of the imagination.  Clearly, 
this should be written up—the fate of the free world depended on it. 
 
Episode Three 
 Perhaps  more important, Jack’s career depended on it.  His paper, The Evolution 
of Soviet Submarine Cadre Policy: Problems and Prospects, had been in review for quite 
a while and was unlikely to see the light of day any time soon.  Originally, this had been a 
fast-track project meant to hit the streets quickly.  Jack was given one month to research 
and one month to draft.  That was three years ago, and now he was no longer sure what 
exactly the paper said, and he cared less.  In the meantime, what with redrafting, adding, 
subtracting, recasting, refocusing, highlighting, and toning down, he hadn’t actually 
gotten anything else out.  Anything.  For three years.  Jack needed this piece badly. 
 He burst into the office of Edgar Platonoff, his branch chief, afire with 
enthusiasm for the intelligence mission for the first time in three years.  As he explained 
the significance of the launch of the “Red October” to Ed, visions of spin-offs danced 
through his head.  Congressional briefings, surely a briefing at the NSC and the Joint 
Chiefs, perhaps the Coast Guard and even the President!  Then there were the foreign 
travel possibilities—briefings in every NATO country, then on to the other allied 
intelligence services, from Mexico to Vanuatu.  And maybe—a Stakhanovite award. 
 Ed burst his bubble.  “Just how far along are you on that article?  It’s due on 
Friday—you have three days left.” 
 The article.  “The New Soviet Naval Uniform: Costing the Burden.”  Jack hadn’t 
made much progress in costing the burden, but he had a pretty good idea that there 
wasn’t one.  In fact, the only real reason for writing the piece was that Leo Hawkins, his 
group chief, had been intrigued by the color photos in Tyl I snabzhenie (a journal first) 
and requested the piece.  He kept asking about its progress.  Jack would mumble 
something about methodology and regressions, and that usually scared Leo away for the 
time being. 
 Ed wasn’t so easy to scare, though.  He knew what a regression was and had 
begun to suspect that Jack didn’t.  Jack decided to go for the direct approach: “Listen, 
Ed, this is a hot intelligence issue, a heck of a lot more important than the new naval 
uniform.  We ought to get something out today.  If we don’t, DIA will get a hold of this, 
and…” Jack gave Ed a moment to absorb the implication of that possibility. 
 Ed was momentarily stricken by the thought of what DIA might do with the 
information, but not long enough to save Jack.  “I want to see that draft on Friday.  Then 
we’ll talk about some kind of note on this.” 
 Jack left Ed’s office shaken.  The fate of the free world was in his hands, and it 
looked like he’d end up dropping the ball. 
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Episode Four 
 Jack was halfheartedly attempting to cost brass buttons when Ed stuck his head 
in the door.  “Listen, if you want, you can put together a one-liner on the ‘Red October’ 
business.” Without waiting for an answer, he headed off, probably to initiate a priority 
reorganization of the branch mailboxes. 
 The brass button calculations disappeared unnoticed under a three month stack 
of Krasnaya Zvezdas as Jack rushed to draft his piece.  Fortunately, the Agency had 
invested considerable resources in designing an application that would expedite the 
drafting and formatting of production.  He logged onto the system and entered the 
program. 
 Two hours later, it was ready.  It had required the assistance of two branch 
secretaries and the division and group secretaries augmented by a series of calls to 
sundry ADP experts, but the piece was finally formatted in proper Agency style.  It 
contained only twenty words, but each was heavy with meaning: 
 Early launch of Soviet “Red October” prototype submarine … equipped with 
undetectable drive system… success could destabilize world balance of power. 
 After a quick branch edit in which the word “launch” was changed to “trial,” Jack 
got the change entered in only half an hour.  He slipped the draft into his division chief’s 
priority in-box and waited for the response. 
 
Episode Five 
 Jack was estimating how much braid went into a lieutenant’s dress uniform, 
multiplied by the number of lieutenants in the Soviet Navy, aggregated with other data 
using a Soviet wholesale price found in a 1955 issue of Turkmenskaya Iskra, and 
adjusted for the annual replacement cost based on an estimate of wear and tear at official 
functions.  His office mate pointed out that a different braid design was used on the dress 
uniforms of submarine officers.  Jack groaned and started over. 
 Suddenly Hal Judevine, his division chief, came in.  In a grim voice, he ordered 
Jack to meet him in his office.  Jack panicked.  “He wants to know about the article,” he 
thought, mentally reviewing everything he knew about ribbon costs in the Black Sea fleet 
as he followed Hal.  The door closed behind him. 
 “Jack, I read your piece.”  Hal continued in a slow and parental tone: “You know, 
this is very important.  I don’t know if you’re aware of this, but the Soviet Navy is 
conducting naval exercises in the North Atlantic.  We knew that they were planning 
something of the sort, but we weren’t expecting them in that particular location.  We 
certainly weren’t expecting anything this extensive: it appears that several fleets are 
involved.  It looks like they may be monitoring the ‘Red October’ launch.  Gail Schmidt is 
doing a note on the exercises; I want you to do a joint piece on this.” 
 Jack was feeling mighty pleased.  At last, someone grasped the importance of the 
“Red October.”  He decided to press his luck.  “What about the article?  I’m supposed to 
have a draft on the uniform costs in on Friday.” 
 “Of course I expect you to finish that as well.  Also, I want to focus this piece on 
the technical end of things.  Details on the new drive system.  Cut the part about 
threatening the balance of forces between the superpowers.”  He leaned back in his chair 
and turned avuncular: “Jack, when you’ve been in this Directorate longer, you’ll learn 
that you can’t make these kinds of wild statements.  Stick to the facts, the nuts and bolts 
of the issue.” 
 Jack should have expected this.  Hal’s background was technical, and he was still 
weak on the larger concepts—and he knew it.  What was worse, he suspected that others 
knew it, and had adopted an all-knowing air to mask his insecurity.  He liked to focus 
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pieces on technical issues because this allowed him to keep the upper hand.  Still, Jack 
was surprised that a man of Hal’s uninhibited ambition would take the chance of 
allowing such a hot issue to slip away. 
 Hal’s voice interrupted Jack’s character analysis.  “By the way, Jack, I want this to 
go as a Special Analysis.  Talk to Gail.  I’ve already given her some notes on what I want.” 
 “But doesn’t the office already have forty Special Analyses in queue with the 
production staff?  Maybe if we did it as a Note, it might get in more quickly,” Jack 
pointed out, trying not to sound as if he were pleading. 
 “I know what I’m doing here!” snapped Hal.  He picked up his scissors and began 
editing a paper, effectively closing the conversation. 
 Jack closed the door behind him, sick with disappointment and dread.  By the 
time the piece ran, the Soviets would probably have a whole fleet of “Oktyabr” class 
subs—headed straight for the US coast. 
 
Episode Six 
 Jack headed off to face Gail Schmidt.  “Genghis” Schmidt.  Of course, Jack never 
called her that to her face.  No one did.  Still, the name fit, and no one ever thought of her 
as anything else.  Jack had run afoul of Genghis before, and he still winced at the 
memories.  The last time, three days of work on his part had been quietly absorbed into 
an article of hers—unacknowledged.  This time, Jack was determined that he would 
defend himself. 
 As it turned out, there was very little for either of them to do.  Hal’s “notes” 
looked an awful lot like a rough draft.  Jack’s one sentence on the “Red October” had 
turned into a paragraph forested with words like “impeller,” “hydraulic,” and 
“cavitation.”  No one but an engineer would have guessed that the “October” represented 
an entirely new generation of Soviet sub.  Jack quickly made one editorial change: he 
added his name as co-author.  Genghis looked sullen, but let it stand. 
 Jack was emboldened.  “I think we could strengthen the piece if we highlighted 
the fact that the new drive system makes the ‘Red October’ undetectable by U.S. ships.  
Maybe add some language about the Soviets gaining a technical edge.” 
 Genghis responded like a shark that’s smelled blood.  “I believe Hal’s instincts 
about emphasizing the technical aspects are sound.  As a senior GS-13, I consider myself 
the lead author on this.  Jack, when you’ve been in this Directorate longer, you’ll learn 
that management is usually right about these things.”  Genghis obviously wanted to get 
into management badly—she was already practicing.  Jack—a very senior GS-9—gave up. 
 Hal was pleased with the draft.  “This is an exceptionally fine piece.  And do you 
know why it’s so good?  Because you followed my guidelines.”  Genghis beamed and 
smoldered—no mean feat, but then, she was a senior thirteen.  Jack just played with his 
key chain. 
 Back at his desk, Jack waited for coordination comments.  He didn’t expect that 
anyone would have much problem with the piece.  In its present form it was probably 
unintelligible to 99% of the analysts in the CIA, and 100% of Washington’s policymakers.  
Suddenly a shadow fell across his desk.  As Jack looked up, he was filled with a sense of 
doom. 
 
Episode Seven 
 It was the Experts.  Actually only one expert, but after Sandra Scavelli’s visit to a 
poultry feather processing plant in Chita, a local paper had mistakenly referred to the 
visit of several US experts.  The name seemed to fit.  After all, she was the only analyst in 
the Office of Technical Research (OTR) who could do the monthly crossword puzzle in 



184 

 
 
 

Tyl I snabzhenie: no one else knew the Russian equivalents for all the mechanical parts 
used on Soviet submarines.  After twenty years with the Agency, Sandra knew in 
excruciating detail the strengths and weaknesses of every sub the Soviets had ever 
launched, and she used this knowledge like a weapon.  Now she loomed over him like an 
iceberg.  Jack felt like the Titanic. 
 “I’m afraid I don’t understand why OSA is writing this piece.  This falls within 
OTR’s purview,” she announced in imperious tones.   
 Jack faced her manfully.  “Management wanted me to write it.”  True—sort of. 
 She drew herself up.  “Your management wouldn’t realize that there are major 
problems with both the substance and the analysis in this piece.”  It was a challenge. 
 Jack decided to accept. “What exactly do you have problems with?” he asked, 
then winced as he realized that he had dangled a preposition.  He was vulnerable. 
 The Experts ignored the preposition and went straight for the jugular.  
“Everything,” she stated, and contemptuously tossed the draft on the desk. 
 She continued slowly and surely as an icebreaker.  “I don’t know what sources 
you used, but someone has made a serious error.  The Soviets have not developed an 
impeller drive system.” 
 “Sandra, I’m afraid you’re wrong on that,” Jack thought he had the advantage at 
last.  “According to this report from British intelligence—complete with pictures, I may 
add—the Soviets have an operable impeller system on the ‘Red October.’” 
 Her answer was as rapid and as categorical as machine gun fire.  “The British are 
wrong.  Don’t tell me you believe something just because it appeared in print 
somewhere?  After all, one wouldn’t accept something as true simply because it appeared 
in a Reuter press release,” she added. 
 Actually, Jack would.  It  had never occurred to him before that something 
printed in black and white might not be true.  Jack felt his intellectual world begin to 
crumble around him as he contemplated that possibility—so he ignored it, and 
concentrated on the matter at hand.  “Listen, Sandra, if the Sovs don’t have an impeller 
drive system, what are those round black circles on the side of the ‘Red October’?” 
 “Mickey Mouse ears.  Someone has painted a Disney logo on the side of that 
submarine.  We have already subjected these photographs to careful analysis using 
advanced computer models that analyze the light reflections from the various surfaces of 
the vessel—I would explore the details but you wouldn’t understand.” 
 Jack was getting mad.  That was the stupidest analysis he had ever heard, and he 
was almost tempted to say so—but didn’t.  He was pretty sure, though, that Sandra was 
trying to snowball him with a lot of technical gibberish, and she apparently thought he 
was chump enough to fall for it.  “We’ll see about that,” he thought to himself. 
 Out loud, he said, “Well, your comments are very thought-provoking, and we will 
certainly take them into account.” 
 “I expect you to do so.  I also expect that you will cancel any plans to run this 
piece.”  She turned to leave. 
 “Bitch!” Jack muttered softly, but not softly enough. 
 “Excuse me?” She turned back sharply. 
 “Rich, I said.  Your comments are rich with substance.”  Jack hoped he had made 
a quick save. 
 “I see,” she replied, and Jack was afraid she did. 
 Jack sank into despair.  He was sitting on some of the hottest intelligence ever to 
come through the Agency, but it looked like one ego-mad engineer might be able to stop 
it from getting out—and changing the course of world history. 
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Episode Eight 
 Jack was searching his files for a wholesale price for seam binding when Rhonda 
Hoopingardner, the group secretary, entered to tell him that Leo wanted to go over the 
piece.  He alerted Gail and they headed for Leo’s office.   
 When they entered, they found Leo slumped over the note, a glazed look in his 
eyes.  “Sit down,” he said, “I have a few suggestions.” 
 Jack sat down and made himself comfortable.  He might as well—in his 
experience, a few suggestions usually took at least an hour. 
 “I’m a little disappointed in this draft,” Leo began.  “I thought every analyst 
understood the need to write simply and clearly.  I know Gail writes well: I’m familiar 
with her work and this section on the naval exercises is very much to the point.  Now, 
Jack, you’ll develop a better feel for the Agency style in time.  No policymaker is going to 
understand this technical terminology.  I do, of course,” he was quick to add, “but they 
won’t.” 
 Jack would have been very much surprised if a man who found it a challenge to 
open the vault in the morning understood a description of an impeller drive system, but 
he kept that thought to himself.  Leo was a musicologist by training, and his efforts to 
handle the substantive aspects of his job evoked an image of a rubber dinghy in an 
Atlantic gale.  Jack would have pitied the man if he hadn’t been so dangerous. 
 “Now try to explain to me in layman’s terms, Jack, just what this all means,” Leo 
continued. 
 Jack quickly outlined the problems for sonar detection presented by the new 
propulsion system and the potential this innovation held for destabilizing the balance of 
forces between the superpowers.  A look of relief spread over Leo’s face.  Something he 
could understand. 
 “Jack, this has got to run tonight.  I won’t permit any delays.  Turn this into a 
note, and rewrite your section, and this time try to lean forward on the issue.  Don’t be 
afraid to write what you think.” 
 Jack was afraid when he thought of Sandra Scavelli’s likely reaction.  Maybe he 
could satisfy her with a well-placed “according to one source” and “could be.” The 
possibility was remote, but Jack had to try.  He was now truly caught between the devil 
and the deep blue sea. 
 
Episode Nine 
 It wasn’t difficult to clean up the piece—Jack just used the language he’d 
originally had in mind when he proposed the piece.  He raced a copy down to the front 
office and went to grab a bite in the cafeteria.  Jack didn’t particularly care for the 
cafeteria’s food—it was overpriced and the quality was as unpredictable as the Soviet 
grain harvest—but with an eye surgeon for a wife, he could afford to eat $4 baked 
potatoes.  Besides, eye surgery, errands, housework, and child rearing left Cathy Ryan 
with little time to make bologna sandwiches.  
 Jack fully intended to call Sandra Scavelli and try to negotiate some compromise 
language—as soon as he had fortified himself with the potato—but when he got to his 
desk he found a message to see the director of OSA.  He quickly presented himself in 
Chris Deter’s office.  Deter motioned to him to take a seat.  On the office director’s desk 
Jack saw a sheaf of papers, covered with blue arrows as tangled as a Soviet fishing net.  
He was transfixed.  It could be one of only two things: Jack’s paper, or the plan for the 
office reorganization.  He tried to get a closer look. 
 “Jack I want this to run exactly as it is.  I’ve just made one small change,” Deter 
began. 
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 Jack looked at the draft.  This time, “trial” had been changed to “launch.”  This 
was too easy.  He decided he’d better take his medicine like a man 
 “Chris, we’re having some problems with OTR.  They don’t believe the ‘Red 
October’ has an impeller drive system, and they want us to kill the piece.” 
 “What’s their explanation for the black circles on the side of the sub?” Deter 
looked at him intently. 
 “Mickey Mouse ears.  They think it’s a painted logo.” 
 Deter burst out with the same guffaw that Jack had had to suppress when he first 
heard Sandra’s analysis.  “That’s why OSA has the reputation of being the best office in 
the Directorate, and OTR doesn’t.  Listen, Jack, when you’ve been here longer, you’ll 
learn that you can’t allow coordination to reduce a strong, insightful piece to pabulum.  
Don’t worry about OTR—I’ll make sure they okay this upstairs.” 
 Chris Deter might not be worried about OTR, but then he didn’t have to face the 
Experts.  Jack should have been prepared for this kind of reaction.  Deter’s predecessor, 
Jeff Brown, had been under inexorable pressure to increase current production.  Richard 
Letizia, the head of the Directorate, was convinced that a steady parade of noteworthy 
events was taking place in Brezhnev’s USSR, but that OSA apparently wasn’t bothering 
to bring them to policymakers’ attention.  Brown’s efforts to accommodate Letizia were 
reminiscent of a man overboard in Arctic waters.  His last numb attempt was to send up 
a note on the Central Committee’s changing attitude towards Rachmaninoff.  Letizia’s 
choice for the new Director of OSA had the vision Brown lacked—unhandicapped by any 
sense of perspective.  Scuttlebutt had it he had requested a typescript on UFOs, and no 
intelligence product was too far out in left field if it made the Soviets look menacing.  
Still, in this case the threat was real—and more frightening than Deter could have hoped. 
 
Episode Ten 
 Jack couldn’t believe how quickly he had been swept along by the current of 
events.  Just this morning he had been begging to write one sentence—now he was doing 
a top-priority note, and feeling a little queasy in the stomach.  He told himself that it 
must be the pepperoni and cheese sauce from lunch, and tried to force from his mind 
images of a wrathful Sandra Scavelli by contemplating the possibilities of high-level 
briefings and career advancement.  The new Soviet naval uniform slipped willingly from 
his thoughts. 
 Suddenly the ring of the telephone interrupted his reverie.  He reached for the 
open line.  Nothing.  He reached for the other phone, but too late.  The call had been 
automatically transferred to the secretary’s desk.  He looked out his office door.  As 
usual, Roxanne Conners was out to lunch—and this time, she wasn’t at her desk, either.  
Jack assumed the call was from the editorial staff and alerted Gail.  The two of them 
headed up to the seventh floor. 
 Joanne Snetzger was the editor for their piece.  She was pleasant and 
professional. And a looker.  “I wonder if she knows how to make bologna sandwiches?” 
he thought wistfully, but a pang of guilt prodded him back to scanning the piece.  Pretty 
routine changes—“launch” had been changed to “trial.” Jack no longer remembered 
which word had been his original choice. 
 Suddenly Gail let out a bellow.  “Calisthenics?!” she cried.  “The word is 
‘exercises.’” 
 “’Calisthenics’ and ‘exercises’ are synonyms,” Joanne answered coolly.  Jack 
admired the way she stood up to Genghis.   
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 Genghis steamed ahead.  “Surely even a layman with only a cursory knowledge of 
naval terminology would realize that ‘naval calisthenics in the North Atlantic’ is complete 
nonsense.  Change it.” 
 “You’re taking a very narrow attitude towards language usage.” 
 “Who are you, anyway?  A political analyst, I’ll bet.” Gail inflicted the worst insult 
she knew.  Jack was sickened.  Surely the lovely Joanne couldn’t be a political analyst.  
Genghis was going too far. 
 Joanne admitted that in her most recent incarnation she had followed the 
political affairs of West Africa.  Jack was disenchanted.  He knew more than he wanted 
to know about political analysts.  They left dirty spoons by the coffee pot and were 
suspected of careless attitudes regarding vault security.  Only rumors, but where there’s 
smoke… Still, it could have been worse.  She could have been from the Office of Global 
Affairs. 
 Genghis demolished what was left of the lovely Joanne, and she and Jack headed 
back down to their vault.  They found chaos.  Deter had finally unveiled his scheme for 
reorganizing the office, and everyone had been taken by surprise.  They had made the 
usual economist’s mistake—they had assumed rationality.  Jack sought out Ed to learn 
his own fate.  What he discovered chilled him to the bone. 
 
Episode Eleven 
 Jack’s new branch chief was Sandra Scavelli: the Experts.  And what’s more, all 
production was now on hold until the new management had an opportunity to review it.  
That meant Jack’s paper was held up again.  He also found out that Sandra had already 
held his piece until tomorrow.  Jack realized with a sick feeling that she had surely 
known about this when they had talked that morning.  Jack was really regretting that “b-
--“ word now. 
 The casualties were high.  Ed Platonoff had spent too much time reorganizing the 
branch mailboxes and not enough kissing ass.  Now he was headed for the Office of 
Training, rumor had it, to teach “Getting To Know Your Computer.”  Hal Judevine’s 
technical expertise had scuttled one too many of Deter’s creative forays into analysis and 
he was being suitably rewarded.  He now held a highly visible and powerless job in the 
front office masterminding the office’s ADP strategy.  Leo Hawkins seemed to be the only 
winner.  It was said that Deter and Hawkins were  both opera aficionados and had 
season tickets for adjacent seats at the Kennedy Center.  His musical background had 
stood him in good stead—he was now head of the political group, a more visible post, and 
one that would free him from any contact with regressions.  Jack decided to pick up a 
Puccini tape on the way. 
 Home.  It sure felt good after the day’s madness.  Cathy was going to be late—the 
kids’ ballet lessons were today—so Jack headed for the fridge.  He stared into its depths.  
He saw the bologna and the bread but didn’t make the connection.  Instead, he went for 
the frozen pizza, and spent the evening, as usual, working on his latest screenplay.  Jack 
had achieved some success in writing scripts for horror films.  Sometimes his writing 
presented a pleasant diversion from his work life.  Sometimes he had trouble telling the 
two apart.  This was one of those nights. 
 He slept fitfully.  In his dreams, Hal Judevine took away his Delta Data and 
replaced it with a typewriter.  He tried to protest, but Hal insisted he knew what he was 
doing.  Jack woke up to find his finger tapping at the bedside table, a dream-inspired 
effort to find the Print key on the typewriter. 
 At work again, he managed to avoid Sandra and head for his terminal.  It was still 
there.  As he paged through his mail, something caught his eye.  Something so startling 
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that Jack almost spilled his coffee in excitement.  The “Red October” launch was even 
more important than he had thought. 
 
Episode Twelve 
 Jack slowly scrolled through the conversation of submarine warrant officer 
Faizullah Rakhimov and Captain Marko Ramius, savoring each word.  It was three 
months old, but still thrillingly relevant: 

1. The following conversation between two officers in Qarshi, Uzbekistan and 
Murmank illustrates the declining morale and discipline in the soviet officer 
corps.  These two are evidently planning to go on a major shopping spree 
(Operation Sausage) in the first western port in which their ship docks, and 
intend to party hearty on the rest of the voyage. 

 2. Qarshi: Captain Ramius?  This is Mr. Rakhimov.  (Govorit Michman 
Rakhimov.) 
 3. Murmansk: Yo Rakhimov! What’s happening? (Nu kak dela, Rakhimov?) 
 4. Qarshi: My orders have come through as you requested.  I’ll be one of your 
officers on  

the “Red October.”  (Nfi) 
 5. Murmansk: Totally excellent! (Ochen’ khorosho!) The others have also 
received their  

orders.  Those fools (duraki) in Moscow actually trust me.  Will they be in for a 
big surprise in a few months!  Ha ha ha (kho kho kho) 
6. Qarshi: I can taste the hot dogs and cotton candy (sosiki i sladkuju vatu) 
already!  Usa, here we come! (my plivjem v ssha!) 
7. Murmansk: Hush!  No one but our fellow officers must know about 
“operation sausage.”  (operatsija “kolbasa”) 
8. Qarshi: Right, catch you later—on the “Red October.” 
End of message 

 
Perhaps no one else in the Intelligence Community understood the message’s true 
meaning, but Jack did.  He was glad now he’d spend three long years of his life on 
submarine cadre policy.  He might be the only person in the free world who understood 
what was in Captain Ramius’s mind—and its portent for the strategic balance of forces.  
He rushed to Sandra’s office to save his piece—and the Western world. 
 
Episode Thirteen 
 “Sandra,” he began, “I’ve got to rewrite my piece completely.” 
 “I’m glad you realize that.  A wise decision—if a belated one,” she said as she 
prepared to accept his obeisance. 
 “Listen, there’s new information in.”  He ignored her jibe and continued.  “I’d 
show you the text but the printer’s down.  It seems that the captain of the ‘Red October’ 
is Mark Ramius, their top submarine officer and a man expected to replace Gorshkov 
someday.  I’ve discussed him thoroughly in my draft on submarine cadre policy.”  Jack 
knew she had read it—he recognized scraps of it on her desk next to the tape dispenser.  
“It now looks like Ramius intends to defect—with the ‘October.’”  Jack waited for the 
import of his words to sink in. 
 He waited in vain.  “I read that report.  It said that he was planning to go 
shopping.” 
 “The report said he was planning to go shopping.  You don’t believe everything 
you see in print, do you?”  He thought he was pretty clever. 
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 The Experts thought he was simply insubordinate.  “I suggest that you keep to the 
subject at hand and explain how a craving for cotton candy translates into a plan to 
defect.” 
 “It’s the only explanation that holds water.  Ramius is the finest officer in the 
Soviet Navy, a man of impeccable integrity.  Such a man would never abuse his position 
simply for a lark in a Western port.  In fact, no Soviet submarine—and certainly not the 
‘October’—is going to dock in a Western port.  The clue is in the phrase ‘Operation 
Sausage.’  You see, Ramius’s wife died after eating a bad Soviet sausage.  I believe that he 
and his crew are defecting as an act of protest against the Soviet Union and the 
disastrously low quality and variety of its consumer goods.” 
 “The quality of Soviet sausage is certainly low,” Sandra noted thoughtfully, her 
face a little pinched—she was undoubtedly remembering her own encounters with Soviet 
sausage in Chita.  Then she snapped out of her reverie.  “You’ll need more evidence than 
that to convince me.  I think you’ll find that my standards for intelligence are a little 
higher than those to which you have been accustomed.”  There had never been any love 
lost between Ed and Sandra. 
 “Now, let’s discuss the article you’re writing on the share of the new naval 
uniform in the Soviet defense burden…” Jack settled in a chair, his stomach churning as 
if a fleet of Soviet sausages was cruising the waves there.  It looked as if there was no 
escape. 
 Suddenly Genghis Schmidt burst in.  “Sandra, I’m going to rewrite my piece.”  
Jacked noticed that it was now her piece.  He bided his time. 
 “I’m sorry, Gail, but I simply don’t believe that the ‘Red October’ is on a hunt for 
cotton candy.  I’ve killed the piece.” 
 “Cotton candy?  Forget the ‘Red October’—I think the Soviets may be preparing 
for WWIII!  These are more than naval exercises—the Sovs now have everything that 
floats heading towards the North Atlantic.  They’ve even mobilized the ‘Avrora’!”  Gail 
was breathless.   
 “Gail, your analysis is unsubstantiated and logically flawed.”  It looked like 
Genghis had met her match.  “There must be a more reasonable explanation for this fleet 
mobilization.” 
 “There is!” Jack blurted out.  “They must know that the ‘Red October’ is defecting 
and have ordered every seaworthy vessel they have to hunt it down and destroy it before 
it can enter U.S. waters.” 
 “Whatever the explanation, given fleet activity on such a large scale, we have no 
choice but to write a piece for tomorrow’s book.”  At last—Sandra was on board. 
 “I’ve already started drafting it,” Genghis jumped in, eager to make up lost 
ground.  Her nose for intelligence was both keen and brown.  Jack felt marooned.  It 
seemed the shit of current intelligence was sailing without him. 
 
Episode Fourteen 
 Then, like a typhoon, Tim Greer stormed into the room.  “I’ve read Jack and 
Gail’s draft—this is incredible!  We’ve got to get this out immediately!  A high-priority 
note, follow it up with a typescript!”  Jack was starting to feel better.  Their new deputy 
division chief was the kind of guy who could see beyond the naval uniform costing effort. 
 Sandra filled Tim in on the new developments—with caveats.  The new 
information was swept up in a tidal wave of enthusiasm, the caveats lost in the undertow.  
“Incredible!  The biggest breakthrough in submarine technology in decades about to fall 
into US hands!  Think of the repercussions—we’ll be briefing this for years!”  Tim had 
been in middle management as long as Jack could remember, watching as an assortment 
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of the ruthless, the obsequious, and the hopeless were promoted above him.  Apparently 
he was hoping this would be his chance to join the parade.  Jack wondered which tack 
Tim was going to choose. 
 It didn’t take long to draft a new version of the piece in accordance with Tim’s 
guidelines.  He told them to highlight the technical innovation embodied in the new sub, 
and the chance that the prototype might end up in the possession of the US Navy.  Gail 
did venture to ask whether they should clear the decision with Murray Lisook, the  man 
who had replaced Hal Judevine as division chief.  “Not necessary!  Murray and I have 
streamlined division procedures—he handles papers, I supervise current production.  
The new review process is going to go like greased lightning—trust me!” Jack had heard 
that phrase before—this time he thought he’d wait and see. 
 Sandra still thought it was safer to give Murray a drop copy.  Safer for her career, 
perhaps—but not for national security, as they soon learned to their horror. 
 
Episode Fifteen 
 Murray called them all into his office.  He had some thoughts to impart on the 
subject of the “Red October.” 
 Tim was obviously hot under the collar, no doubt anticipating that his big 
opportunity to schmooze with the Front Office was going to drift away.  “Yo, Murray!  I 
thought we’d agreed I’d handle review for current pieces—avoid double jeopardy at the 
division level.  We were going to streamline the review process…” 
 “Now Greer, one more review session never did a piece any harm.”  Jack 
wondered if Murray had ever been an analyst. 
 Murray launched into his analysis of the developments in the North Atlantic.  
Jack remembered a description he had heard from a co-worker who had once been in 
Murray’s branch.  The analyst had commented that Murray’s reviews could only be 
described using Russian indeterminate verbs: they were multi-directional, habitual, 
involved repeated motion, and often resulted in a round trip—Murray led the analyst all 
over the map, only to bring them both back where they started.  This time was no 
exception. 
 “It seems to me,” Murray began, “that maybe we’re headed in the wrong direction 
here.  Maybe the Soviets are planning to attack NATO.” 
 “It is unlikely that the Soviets would choose to attack NATO’s forces in the 
Atlantic where they are strongest.  And surely they would begin an attack in a more 
subtle fashion.”  The Experts had spoken. 
 “Well, maybe this ‘Red October’ is manned by kamikaze Cold War fanatics who 
want to fire on the US and try to start WWIII.”  Dr. Strangelove had been on cable last 
night.  It looked like Murray had been up past his bedtime. 
 “Given the range of the ‘October’s’ missiles, it could have launched a strike from 
the Barents Sea.  We would not be here to discuss this subject if its officers had planned 
to launch a first strike against the US.”  The Experts’s words had acquired an Arctic chill.   
 “Now I just read this other report.  There’s a guy over there that says nuclear war 
is imminent.”  It was worse than Jack had thought.  Murray had gotten a hold of a piece 
of raw intelligence. 
 “’That guy’ is a blind Bulgarian soothsayer quoted by a babushka who’d met his 
mother while they were both standing in line for cabbage.  I hardly need to say more.” 
 Apparently she did.  Murray looked as lost as a ship in a pea-soup fog.  The 
Experts boomed out like a fog horn.  “I’m afraid that since the source had no access and 
no reliability, this intelligence is worthless.” 
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 “Well, let me think about this.  Hold on to this draft while I try to get a clear 
picture of what’s happening here.”  That might take forever, Jack thought despairingly.  
In the meantime, the Soviet fleet was closing in on the “Red October.” 
 
Episode Sixteen 
 Jack had calculated without Tim Greer, who was not about to allow his big career 
opportunity to sink below the waves while Murray gummed the piece to death.  Instead, 
he had again chosen to indulge his penchant for “the Great Game,” which he played as 
subtly as any nineteenth century British officer.  Tim slipped an FYI copy into Tom 
Metger’s priority in-box. 
 Tim understood his quarry well.  Their new group chief had risen up in the ranks 
through a rapid series of career moves that never left him time to be an expert in any one 
area.  He had only one field of real expertise—spotting a career opportunity and grabbing 
it.  He knew what to do with this one. 
 Within minutes, Tom was closeted with Murray and Tim.  Jack didn’t know what 
had gone on, but he overheard scraps of their conversation as they concluded their 
meeting and exited Tom’s office. 
 “This may be the hottest piece of intelligence in a lifetime,” Tom was saying.  “For 
a submarine captain to defect, and bring with him the prototype of a new generation of 
Soviet sub… dynamite!” 
 “My thoughts exactly,” piped in Murray. 
 “Jack!” Tom called out as he spotted him at the coffee pot.  “In the future, when 
you find out about something this important, I’d like you to alert me immediately.  You’ll 
learn in time that intelligence of this magnitude has to be moved along quickly.” 
 Jack was sure grateful for the advice, but thought to himself that like manure, it 
might be of more value if it were spread around—maybe at the office staff meeting. 
 “Oh, and Jack?  I’d like a copy of your paper to read right away.  I’m going to be 
briefing this information around town this afternoon, and I’d like to be filled in on 
everything.” 
 Jack was elated—at last, interest in his moribund draft—and from a man who 
obviously knew how to get things done.  He scurried to get a copy of the paper.  Easier 
said than done: the printer was down.  He went to look for Sandra’s copy.  He came back 
with a burn bag and a sheaf of cuttings.  He, Roxanne, and a roll of scotch tape eventually 
produced a readable copy.  Within an hour, Tom and Genghis were off to brief the 
President and an assortment of other policymaking luminaries.  Jack was left to handle 
coordination—and to search for a wholesale price for shoelaces.  Suddenly the phone 
rang. 
 
Episode Seventeen 
 Jack picked up the receiver to hear a voice on the other end command: “My 
office.  Now!”  A click.  Jack didn’t need to ask who it was.  It could only be Teddy 
Murphy, the Deputy Director of OSA.  Chris Deter and Leo Hawkins had left that day for 
a three-week SIS-bonding mission in the Pacific—allegedly to check with all and sundry 
on the Soviet menace in the Pacific basin.  Deter apparently believed that the Soviets 
presented the greatest threat in Fiji and Tahiti, since that was where they were scheduled 
to spend most of the trip.  A stop in Australia was also planned—undoubtedly to check 
out Soviet penetration of the Sydney opera house. 
 Jack dutifully set off for Murphy’s office.  As he entered, OSA’s deputy director 
was talking simultaneously on both phones while chewing out a hapless branch chief 
who’d wandered in at the wrong time.  Eventually he disentangled himself from the 
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phone lines, the branch chief found an opportune moment to escape, and Jack was left 
facing the office’s best known—and oldest—legend. 
 “Son, I liked this,” he began.  “It looks like the food problem is worse than we’d 
thought—no wonder Brezhnev’s worried.  A few more faulty sausages and he could go the 
way of Khrushchev.  Did you know the ‘khrushch’ means ‘corn blight’?  I’m sure that’s 
significant.” 
 Jack sat nervously.  Perhaps he was supposed to comment on this.   
 Apparently not.  Murphy continued.  “Ryan, you don’t remember those days, but 
people used to wait with bated breath for our national accounting estimate.  People 
wanted to know what Soviet GNP was.  Now they can’t even spell it.” 
 Jack waited for the submarine tie-in.  Was he missing something? 
 “Now, Ryan, I hope you use oblast’ handbooks.  Robert Finkelstein won a cash 
award once for finding a 1962 production figure for zinc in the Irkutsky handbook.  
Changed the whole picture for non-ferrous metallurgy.  Raised our GNP estimate by .01 
percent.  A real analyst, Finkelstein.” 
 Maybe Jack should say something about titanium at this juncture.  Or was 
Murphy leading up to the naval uniform costing effort? 
 “There’s a fellow in another office who has a whole basement filled with oblast’ 
handbooks.  Had to get rid of the pool table, but who wouldn’t?” 
 Jack gave up.  He was completely lost.  He practiced his silent but studious 
expression.  He kept it on the ready for just such an occasion. 
 “I knew a case officer once who was sent to Burundi.  He and his whole family 
had their appendixes out before they left.  You should think about that, Ryan, in case you 
go to the Soviet Union.” 
 Good Heavens!  He was being sent on rotation! 
 “So as I was saying, I want a box on the Food Program.  Implications for the 
succession struggle and Kremlin politics.  With food developing as a key issue, maybe 
this ag honcho Gorbachev could move to the forefront.” 
 This was getting silly.  And time-consuming.  Murphy began a rambling discourse 
on the value of high quality silage in improving livestock feeding efficiency.  At this rate, 
Jack would never get his note up to the production staff on time.  He was trapped! 
 
Episode Eighteen 
 Then the phone rang.  Murphy picked it up, and Jack was out the door before the 
Deputy Director could stop him.  He was off to vault the next hurdle—he had to get an 
agriculture analyst to do a box on the Food Program and its implications for the 
succession struggle. 
 He wended his way to the isolated enclave where agriculture analysts were kept.  
Thank goodness—someone was there.  It turned out to be Bill Henry.  Bill had been with 
the Agency for thirty-five years.  Some people thought he ought to have retired years ago.  
Others thought he already had.  It looked liked Jack was going to get the opportunity to 
form his own opinion on the subject.  
 Jack interrupted Bill’s work on the New York Times crossword puzzle to explain 
the situation to him.  The man looked confused.  “So why are you coming to me?” he 
asked.  “This sounds important.”   
 Jack felt like he was trying to communicate with an extraterrestrial.  “We need a 
box on the Food Program.  ASAP.  I was given the impression that you do agriculture.” 
 “So they tell me,” was Bill’s offhand reply. 
 “So you must be familiar with the Brezhnev Food Program.” 
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 “Well, I’ve heard of it, of course.  But it’s not really part of my account.  Mike 
Kayusa follows that.  He covers the important stuff.” 
 Jack had heard of Mike Kayusa.  “Killer” Kayusa.  Apparently Bill was one of his 
victims. 
 “So what exactly do you follow?” Jack was torn between pity and contempt for the 
man. 
 “All the stuff that isn’t important.  So if this is important, you’d better talk to 
Mike.” 
 “So where can I find him?”  Jack was somewhat relieved to be able to leave Bill to 
continue his retirement and to be able to turn to a more energetic analyst. 
 “He’s on leave today.”  Jack prepared to start the siege again. 
 Suddenly the phones rang.  Bill picked them both up and put one to each ear.  He 
seemed to be an old hand at this.  He hung them both up without having said a word and 
announced to Jack: “That was Murphy.  I guess I’m writing a box on the Food Program.”  
He paused for a moment, then wondered out loud: “I wonder if this means they’ll put off 
the deadline for my project on costing the inputs for oilseed production?” 
 Suddenly Jack was struck by a sickening sense of recognition.  Could this be 
Genghis and him twenty-five years from now?  Surely twenty-five years of bureaucracy 
mismanagement and bare-knuckled coordination battles wouldn’t reduce intrepid Jack 
Ryan to this complaisant, hopeless lump of an analyst?  Or would it?  He decided not to 
try to answer that question.  He’d remember the feeling, though, and word it into his 
next screenplay, Horror at Bikini Beach.  Thank heavens he had a second career. 
 Jack set off for his desk, still shaken.  The piece seemed more important than ever 
before.  He rounded the corner, to find himself face to face with a new threat. 
 
Episode Nineteen 
 It was the food processing analyst, bearing coordination comments.  For someone 
who followed food for a living, Ann Oka was awful scrawny.  But then Jack could see how 
reading about Soviet sausage production all day could make a person lose her appetite.  
Besides, he had the impression that she spent a good deal of her time writing comic 
literature for office entertainment.  A definite light-weight.  He prepared himself for 
another barrage of silly comments. 
 To his relief, she allowed as how Soviet sausage quality was rather low, and how a 
lot of Soviets were pretty put out about that.  Thank goodness there were some universal 
truths in Soviet analysis.  Jack suspected that Ann had also had personal experience with 
Soviet sausage.  She wandered off, perhaps to write a poem about the quarterly results.  
Jack returned to his desk to do man’s work. 
 The phone rang.  He reached for the open line.  Perhaps Cathy had finished 
surgery early and was home making a nice meal—Shrimp Creole, Chicken a la King?  
Jack had an active fantasy life.  Nothing.  He reached for the other phone, but too late.  
The call had been intercepted by another analyst.  Once again, Jack assumed correctly 
that it was the editorial staff and headed up to read off on the piece. 
 This time he was alone with the lovely Joanne.  He ogled her figure covertly and 
wondered what she looked like in an apron.  Then he turned with a sign to the job at 
hand—protecting his piece.  Lost in a haze of culinary day dreams, he almost missed the 
slight editorial change.  It was only one word, but it changed the whole meaning of the 
piece.  But how to tell the lovely Joanne that she had made a catastrophic error?  He 
decided to take the direct approach. 
 “Joanne, I’m afraid there’s a world of difference between ‘the prototype of an 
advanced submarine design’ and ‘the prototype of an advanced hoagie design.’” 
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 “We try to keep the language we use as simple and nontechnical as possible.  And 
submarine and hoagie are synonyms.”  She was confident and professional—but then so 
was Custer. 
 Jack plied her with details, drew sketches, tried every method of gentle 
persuasion he knew.  Nothing.  Finally he brought out the big guns. 
 “Joanne, if you don’t change this word back to submarine, my division chief will 
come up here and scream and throw things.  And then he’ll get nasty.”  She backed 
down—and a good thing.  Jack wasn’t sure Murray knew the difference between a 
submarine vessel and a hoagie, either. 
 Jack felt he had won a Pyrrhic victory.  He had lowered his standards as an 
analyst and a human being.  And he’d lost all hopes of winning the respect and 
admiration of the lovely Joanne.  He began to muse.  What if she wasn’t as dense as she 
seemed?  What if she had guessed at his dreams and her use of the word “hoagie” was 
actually a subtle invitation?  Now he’d never know.  He could reassure himself that he’d 
accomplished his mission: his piece had run and had been picked up by another 
publication.  The President had been alerted, and the free world was safe for the time 
being.  But Jack knew the bittersweet taste of success.  He went home that night a wiser 
man. 
 
Episode Twenty 
 Jack was feeling considerably perkier the next morning when he set off for work.  
It looked like he’d escaped the naval uniform costing effort—a good thing, too; it had 
been due today.  Interest in his masterpiece—the long dormant paper on submarine 
cadre policy—had revived.  And he’d gotten out a successful note. 
 When he arrived at his desk he found a copy of The Washington Post on his 
chair.  On the front page he recognized a picture of Captain Marko Ramius posed by the 
“Red October.”  Elated, he began reading the text.  His elation soon faded.  It seemed the 
“October” had arrived in a Florida port the night before.  Ramius’s first words on 
emerging from the submarine’s hatch were: “I’m going to Disneyland!”  When asked by 
the reporters what the significance of the black circles on the side of the submarine was, 
he explained that they were Mickey Mouse ears, painted by his crew as an act of 
defiance—and a guarantee that they would be unable to change their minds once they 
had undertaken their daring mission.  According to the Post, captain and crew were now 
feasting on hot dogs and cotton candy. 
 Jack was in shock.  The Experts had been right—there was no silent propulsion 
system on the “Red October.” He’d made an idiot of himself in the eyes of all the office’s 
management, weakened the Agency’s credibility, and embarrassed his ambitious and 
ruthless group chief in front of the top policy makers in the United States government.  
And all this before he’d read his SAFE mail. 
 Sandra called him into her office.  He decided to throw himself on her mercy. 
 “Sandra, you were right about the ‘October.’  I should have listened.” 
 “I generally am right,” she answered, but added begrudgingly, “You were right 
about Ramius’s desire to defect—and the reasons behind it.  A nice bit of analysis.” 
 Jack felt a little better.  But not for long.  She continued.  “You still have a chance 
to redeem yourself.  If you turn in a well-written piece on the contribution of the new 
naval uniform to the Soviet defense burden, we’ll recommend you for a promotion.  You 
do have a draft ready, don’t you?  It’s due today.” 
 Jack inquired weakly, “What about my research paper?  I should have a hard 
cover soon.” 
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 “I guess I should have told you right off.  It’s been killed.  Tom felt that after all 
the high-level briefings he gave on the ‘October’ affair based primarily on your draft, it 
was no longer necessary to publish it.  And it’s a little out-of-date at this point.” 
 Jack slunk back to his desk.  It looked like his whole career would now depend on 
the naval uniform article.  The phone rang.  It was the production staff, calling to say the 
President had liked his piece on technical advances in Soviet sandwich design.  
Apparently they had run the wrong draft.  Jack heard snickering on the other end of the 
line.  Could it get any worse? 
 He began to search in his briefcase for an article he’d been reading on Soviet 
wholesale prices.  He didn’t find it, but he did find something else. A bologna sandwich.  
And a Twinkie.  Cathy still cared!  He purged his mind of all images of the lovely Joanne.  
Perhaps he had been unfair to Cathy.  After all, she was a wonderful wife, mother, and 
eye surgeon.  He began to wonder if maybe he could learn to make his own bologna 
sandwiches.  He’d give it a try. 
 He munched on his sandwich—a perfect balance of bread, bologna, and mustard, 
surpassing anything he’d ever tasted in the cafeteria—and analyzed his adventure.  He 
began to feel hopeful.  He had been right about the sausage; three years of research had 
paid off.  And if he continued to acquire expertise, maybe someday he’d be like the 
Experts—always right.  Maybe the good guys came out on top in the end by dint of hard 
work, brains, and skill.  He sure hoped so; he had twenty-five more years of this.  He 
picked up a Pravda Vostoka article on brass buttons and began reading. 
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Appendix F: Avoiding IC Jargon 

Deputy Group Chief, WTT 
August 20, 2009, 10:32 AM 
To: NCTC_DI_WTT_ALL 
Subject: Avoiding IC-isms in written products 
 
The following has been adapted from a wiki posting to Intelink. 
 
Mission Statement: In a forward-leaning effort to drill-down against 
communications flaps, a synergistic group has been stood up.  From our optic, to gain 
tactical fidelity and granularity, we are going to dialogue and liaise with various 
ground truth collectors, and run to ground all guilty verbiage.  We suggest that you 
bird-dog this list, as it dove-tails nicely with other low-hanging fruit that passes the 
giggle-test.  Please reach-out to other shops where necessary in order to baseline 
further taskers, which will be triaged and added septel.  Vice increasing bandwidth, 
please consult other lists offline. 
 

• drill down 
o IC Definition: gain a better understanding of a particular situation 
o Proper Definition: use a wall-boring device in a vertical manner 
o Example: Let’s drill down on the service’s surveillance MO – if they are 

in fact sleeping on the job, then that gives us a larger window of 
opportunity. 

o Suggested Alternatives: figure out, determine 
 

• low-hanging fruit 
o IC Definition: something simple to achieve, as in a target, or recruitment 
o Proper Definition: fruit that hangs lower than other fruit 
o Example: I really need to finish some short papers this reporting period 

so I can get promoted--- are there any low-hanging fruit ideas for an 
NTB article? 

o Suggested Alternatives: easy, quick 

• Ouagadougou 
o IC Definition: the default (only) example of any overseas posting that is in 

the middle of nowhere 
o Proper Definition: the capital of Burkina Faso, a country in Africa 
o Example: On one hand, you could spend your career in a place like 

London, but then on the other we have lots of Embassies in the middle of 
nowhere, for example, I don’t know, Ouagadougou. 

o Suggested Alternatives: Maputo, Managua, just about 75% of the world 
 

• granularity 
o IC Definition: detail 
o Proper Definition: the degree to which something consists of granules or 

grains 
o Example: We need to run this new reporting to ground in order to 

achieve the level of granularity appropriate for a background note. 
o Suggested Alternatives: detail 
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• fidelity 
o IC Definition: steady and specific reporting on a target 
o Proper Definition: None; a nonsensical term 
o Example: We need increased fidelity on the source’s access before 

pushing ahead with a PDB draft. 
o Suggested Alternatives: detail, understanding 

 

• optic 
o IC Definition: point of view 
o Proper Definition: of or relating to the eye 
o Example: From Station’s optic, too many operational equities will be at 

risk should the concealment device be lost or stolen by the bandits. 
o Suggested Alternatives: perspective; viewpoint; strongly consider using 

nothing as well. 
 

• septel 
o IC Definition: short for “separate telegraph” one assumes 
o Proper Definition: not a real word; a nonsensical term since telegraphs 

are not employed operationally. 
o Example: This cable focuses on the markers established before the 

meeting – the atmospherics associated with the actual swing dancing 
event (and post-event activities) will be sent septel. 

o Suggested Alternatives: separately 
 

• forward-leaning 
o IC Definition: willing to be aggressive 
o Proper Definition: having one’s torso in front of one’s legs and feet on a 

horizontal plane 
o Example: If we ever expect to find #1, we’ll have to be a little bit more 

forward-leaning than having ivy leaguers recruit their friends. 
o Suggested Alternatives: innovative, aggressive 

 

• action (as a verb) 
o IC Definition: pass on to, reassign 
o Proper Definition: only real definition is as a noun 
o Example: I’m crashing on a quick turn-around NTB, let’s action that RFI 

to DSOP. 
o Suggested Alternatives: give 

 

• dialogue (as a verb) 
o IC Definition: the act of talking with; see also Overused Term “liaise” 
o Proper Definition: as a noun, a conversation.  As a verb, this usage is 

unacceptable.  This is a clear example of someone not even being able to 
use the English language, and others, upon hearing the wrongdoing, 
thinking it sounded “neat” and adopting it. 

o Example: Let’s walk over to the other office and dialogue with the 
analysts over there 

o Suggested Alternatives: talk to 
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• stand up 
o IC Definition: create, build from scratch 
o Proper Definition: the state that one is in just before they sit down 
o Example: In order to pursue the target, we are going to need to stand up 

a whole new office. 
o Suggested Alternatives: make, form 

 

• ground truth 
o IC Definition: basic information 
o Proper Definition: none, two nouns mashed together does not make one 

sound smarter, or cooler.  Further investigation proved that “freshly 
ground truth” is  not a coffee that is available at Starbucks. 

o Example: What sort of ground truth can we find regarding this recent 
attack? 

o Suggested Alternatives: big picture, truth 
 

• synergy 
o IC Definition: reigning in bureaucratic differences to achieve a goal 
o Proper Definition: the act of working together to achieve that which is 

individually incapable 
o Example: If we want to get this IICT out, we need to create some synergy 

with DHS. 
o References in pop culture: “Never badmouth synergy.” – Jack Donaghue 

(sic), 30 Rock 
 

• bird-dog 
o IC Definition: (a verb, surprisingly enough) to watch closely 
o Proper Definition: none, as a noun, however, it is some sort of avian-

canine mutant… perhaps some type of griffin, but less majestic, or a 
manbearpig. 

o Example: Can you bird-dog my request to travel to Barbados, I really 
want to make sure this gets through quickly. 

o Suggested Alternatives: keep an eye on 
 

• dove-tail 
o IC Definition: form a synergistic relationship with 
o Proper Definition: the tail of a dove, or stabilizing rear end of a pigeon 
o Example: Wow, your outline really dove-tails nicely with our NTB on the 

topic. 
o Suggested Alternatives: works well with 

 

• run to ground 
o IC Definition: follow all possible leads to their point of termination 
o Proper Definition: none; a nonsensical term 
o Example: Before we publish this NSAR, we need to run to ground 

whether or not the threat actually exists. 
o Suggested Alternatives: figure out, determine 
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• offline 
o IC Definition: in un-official channels 
o Proper Definition: the state in which one’s computer is not connected to 

the internets 
o Example: We are in a meeting with the office director right now – the 

issue of homemade beer at the holiday party is better discussed offline. 
o Suggested Alternatives: later, after the meeting, privately 

 

• fulsome 
o IC Definition: complete, detailed, expansive; usually in reference to a 

written document 
o Proper Definition: 1. Offensively flattering or insincere.  2. Offensive to 

the taste or sensibilities.  3. Archaic: Copious or abundant in supply. 
o Example: Please make sure to write a fulsome memo on your TDY to 

Kabul. 
o Suggested Alternatives: Long.  Or good.  Yeah probably good. 

 

• vice 
o IC Definition: (adj) as opposed to 
o Proper Definition: a carpentry tool that holds wood tightly, or when 

preceded by “Miami,” the adventures of Crockett and Tubbs in T-shirts 
and Armani. 

o Example: Why don’t you concentrate on this target vice the low-hanging 
fruit over there. 

o Suggested Alternatives: instead of, as opposed to 
 

• baseline (as a verb) 
o IC Definition: gain a basic understanding of 
o Proper Definition: none, but as a noun, if you step on it when playing 

dodgeball, you’re out. 
o Example: Rather than looking through official channels, did anyone 

check wikipedia?  I hear that’s a great way to baseline an issue. 
o Suggested Alternatives: summarize, assess 

 

• triage (as a verb) 
o IC Definition: respond to all taskers in a hurried, cursory manner.  This 

results in nothing being actually completed, just many things left 
incomplete, or incorrect. 

o Proper Definition: the allocation of treatment to patients, or the act of 
assigning priority to projects.  Ironically, the IC has combined these two 
definitions to make one, also unacceptable, term. 

o Example: We need to triage these taskers that are coming in right and 
left. 

o Suggested Alternatives: address, take action on 
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• tasker (as a verb) 
o IC Definition: assignment 
o Proper Definition: none, this isn’t in the dictionary at all.  It is, however, 

the last name of Schwarzenegger’s character’s cover name in True Lies. 
o Example: The Front Office just handed me a problematic tasker, I better 

baseline this before I start to drill-down. 
o Suggested Alternatives: task, no “-er” 

 

• liaise (as a verb) 
o IC Definition: to interact on behalf of 
o Proper Definition: None; no definition exists 
o Example: Can you liaise with the language office to stand up a program 

to get us a Pashtu speaker. 
o Suggested Alternatives: talk to 

 

• reaching-out 
o IC Definition: talking to someone else; see also Overused Terms “liaise” 

and “dialogue” 
o Proper Definition: moving one’s hand in a motion away from one’s body 
o Example: Please reach-out to FBI to triage this tasker for additional 

ground truth on the source. 
o Suggested Alternatives: talk to 

 

• giggle test 
o IC Definition: a preliminary litmus test 
o Proper Definition: unclear; possibly a test to see if one laughs. 
o Example: I’m not sure a TDY to New Zealand will pass the giggle test at 

this point in the fiscal year. 
o Suggested Alternatives: approval 

 

• 10,000 foot view 
o IC Definition: big picture 
o Proper Definition: A view from 10,000 feet.  Likely things are so small, 

one can’t even tell what is being observed. 
o Example: Before getting too down into the weeds, let’s provide the 

10,000 foot view on this issue. 
o Suggested Alternatives: overview, summary. 

 

• soonest 
o IC Definition: ASAFP 
o Proper Definition: like “best-est”, this is not a word 
o Example: Let’s start drilling down now, so we can finish soonest. 
o Suggested Alternatives: most soon, as early as possible… there are many 

alternatives, as the concept of “superlatives” is rather simple. 
 

• ping 
o IC Definition: (verb) to send an instant message or email 
o Proper Definition: (noun) a sonar sound, as in “Give me a ping, Vasili.  

One ping only…” Other usage (also a noun): the brother of Pong. 
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o Example: Don’t hesitate to ping me when the draft is ready for final 
review. 

o Suggested Alternatives: email, remind. 
 

• bring to bear 
o IC Definition: (verb) to concentrate multiple items in an effort to 

emphasize importance of something 
o Proper Definition: (phrase) take an item to a grizzly… perhaps a 

housewarming gift for Bear Grylls? 
o Example: This is very mission-critical, let’s bring to bear all resources in 

an effort to triage this situation. 
o Suggested Alternatives: focus. 

 

• wheels-up 
o IC Definition: the time/date that one is planning to leave for a trip, 

usually to a war zone 
o Proper Definition: The part of a flight when, just after take-off, the pilot 

retracts the wheels of the plane into the fuselage. 
o Example: We need to schedule a good-bye happy hour before your PCS.  

When is your wheels up? 
o Suggested Alternatives: trip, departure 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



202 

 
 
 

BIBLIOGRAPHY 

(n.d.). CIA vision, mission and values.  Retrieved from  
 https://www.cia.gov/about-cia/cia-vision-mission-values/index.html  
 
AC/DC. (n.d.) Retrieved December 27, 2012 from Wikipedia:  

http://en.wikipedia.org/wiki/File:Acdc_logo_band.svg. 
 
Adams, D. (1979). The hitchhiker’s guide to the galaxy.  New York, NY: The Random  

House Publishing Group. 
 
Adler, P.A., & Adler, P. (1998). Intense loyalty in organizations: A case study of college  

athletics.  Administrative Science Quarterly, 33, 401-417. 
 

Allport, G.W. (1954). The nature of prejudice. Cambridge, MA: Addison-Wesley  
 Publishing Company, Inc. 
 
Allport, G.W. (1958).  The nature of prejudice (abridged).  Garden City, NY: Doubleday  
 & Company, Inc. 
 
Becker, H.S. (1953). Becoming a marihuana user. American Journal of Sociology, 59(3),  

235-242. 
 
CIA Cryptonym.  (n.d.) Retrieved December 27, 2012 from Wikipedia:  

http://en.wikipedia.org/wiki/CIA_cryptonym. 
 
Cooley, C.H. (1962 [1909]). Social organization: A study of the larger mind. New York:  

Schocken Books. 
 
Cooper, J. (2005). Curing analytic pathologies: Pathways to improved intelligence  

analysis.  Washington, DC: Center for the Study of Intelligence. 
 
Coser, L.A. (1974). Greedy institutions: Patterns of undivided commitment. New York:  

The Free Press. 
 
Coser, R. (1959). Some social functions of laughter: A study of humor in a hospital  

setting.  Human Relations, 12, 171-182. 
 
Crowley, M. (2011, February 21).  The counterterrorism czar.  Time, 177, 38-40. 
 
Dempsey, J.X. (1998). A culture of secrecy: The government versus the people’s right to  

know (Athan G. Theoharis, Ed.).  Lawrence, KS: The University Press of Kansas. 
 
Dirckx., J. (2004). Urines are cooking: Perspectives on medical slang and jargon. E- 

Perspectives, 40. Retrieved from http://www.hpisum.com/08.dirckx49.pdf 
 
Duckitt, J. (1992). The social psychology of prejudice. New York: Praeger. 
 
 
 



203 

 
 
 

Dujmovic, N. (2006).  Two CIA Prisoners in China, 1952-73. Studies in Intelligence,  
50(4),  retrieved from https://www.cia.gov/library/center-for-the-study-of-
intelligence/csi-publications/csi-studies/studies/vol50no4/two-cia-prisoners-in-
china-1952201373.html 

 
Federal Bureau of Investigation. (2009). The NCTC Entrance and Operations Center.   

Images retrieved from http://www.fbi.gov/about-us/nsb/nctc020309 
 
Fine, G.A. (1979). Small groups and culture creation: The idioculture of Little League  

baseball teams.  American Sociological Review, 44, 733-745. 
 
Fine, G.A., & Holyfield, L. (1996). Secrecy, trust, and dangerous leisure: Generating  

group cohesion in voluntary organizations.  Social Psychology Quarterly, 59(1),  
22-38. 

 
Fingar, T. (2011). Reducing uncertainty: intelligence analysis and national security.   

Stanford, CA: Stanford University Press. 
 
Francis, L. (1994).  Laughter, the best mediation: Humor as emotion management in  

interaction.  Symbolic Interaction, 17(2), 147-163. 
 
Garfinkel, H. (1967). Studies in ethnomethodology. Cambridge, UK: Polity Press. 
 
Geertz, C. (1973). The interpretation of cultures.  New York: Basic Books. 
 
Geshekter, C. & Warsama, S. (1996). An Introduction to Humour and Jokes in Somali  

Culture.  Voice and Power, 3, 141-153. 
 
Goffman, E. (1961). Asylums. New York: Doubleday Anchor. 
 
Hammersley, M. & Atkinson, P. (1995). Ethnography: Principles in practice. London,  

UK: Routledge.  
 
Handy, C. (1993 [1976]). Understanding organizations.  New York: Oxford University  

Press, USA. 
 

Harrison, R. (1972). Understanding your organization’s character.  Harvard Business  
Review, 50(3), 119-128. 
 

Hasler, S. (2010). Intelligence: A novel of the CIA. New York: Thomas Dunne Books. 
 
Hochschild, A. R. (1983). The managed heart: Commercialization of human feeling.   

Berkeley, CA: The University of California Press. 
 
Johnston, R. (2005). Analytic culture in the U.S. Intelligence Community: An  

ethnographic study. Washington, DC: Central Intelligence Agency Center for the  
Study of Intelligence. 

 
 
 



204 

 
 
 

Kilpatrick, R., & Leitch, R. (2004).  Teachers’ and ppils’ educational experiences and  
school-based responses to the conflict in Northern Ireland.  Journal of Social 
Issues, 60(3), 563-586. 

 
Lamont, M. (2002). The dignity of working men: Morality and the boundaries of race,  

class, and immigration.  Cambridge: Harvard University Press. 
 

Lamont, M. & Molnar, V. (2002). The study of boundaries across the social sciences.   
Annual Review of Sociology, 28, 167-195. 

 
Lipman, S. (1993). Laughter in hell: The use of humor during the Holocaust. Lanham,  

Maryland: Jason Aronson, Inc. 
 
Lowry, R.P. (1972). Toward a sociology of secrecy and security systems. Social Problems,  

19(4), 437-450. 

McGhee, P. (1999). Health healing and amuse system: Humor as survival           
 training.  Dubuque, IA: Kendall Hunt Publishing Co. 

Mickolus, E. (2011).  The secret book of CIA humor.  Gretna, Louisiana: Pelican  
Publishing Company, Inc. 

 
Milner Jr., M. (2004). Freaks, geeks, and cool kids: American teenagers, schools, and  

the culture of consumption. London, UK: Routledge. 
 
Moran, L. (2005). Blowing my cover: My life as a CIA spy. New York: Berkeley Books. 
 
Morreall, J. (1991).  Humor and Work. Humor, 4, 359-373. 
 
Morrill, C. (1996). The executive way: Conflict management in corporations.  New  

York: Oxford University Press, USA. 
 
Moynihan, D.P. (1998). Secrecy: The American experience.  New Haven, CT: Yale  

University Press. 
 

National Commission on Terrorist Attacks. (2004). The 9/11 Commission report: Final  
report of the National Commission on Terrorist Attacks Upon the United States. 
New York, NY: W.W. Norton & Company. 

 
National Counterterrorism Center (n.d.).  “Mission.”  Retrieved from 

http://www.nctc.gov/about_us/strategic_intent.html. 
 
Objective. (n.d.). In Merriam-Webster Online.  Retrieved from  

http://www.merriam-webster.com/dictionary/objective 

Permanent Select Committee on Intelligence, House of Representatives, One Hundred 
 Fourth Congress.  (1996). IC21: The Intelligence Community in the 21st century. 
 Retrieved from http://www.fas.org/irp/congress/1996_rpt/ic21/ic21001.htm 



205 

 
 
 

Pohl, R.F. (2005). Cognitive illusions: A handbook on fallacies and biases in thinking,  
judgement, and memory.  Hove, UK: Psychology Press. 

 
Rivera, L.A. (2010). Status distinctions in interaction: Social selection and exclusion at  

an elite nightclub. Qualitative Sociology, 33, 229-255. 
 
Roberts, A. (2006). Blacked out: Government secrecy in the information age.  New  

York, NY: Cambridge University Press. 
 
Romero, E., & Cruthirds, K. (2006). The use of humor in the workplace.  Academy of  

Management Perspectives, 20(2), 58-69. 
 
Sacks, H., Schegloff, E., & Jefferson, G. (1974). A simplest systematics for the  

organization of turn-taking for conversation.  Language, 50(4), 696-735. 
 
Shane, P.M. (2009). Government secrecy: Classic and contemporary readings (S.L.  

Maret & J. Goldman, Eds.). Westport, CT: Libraries Unlimited. (Original work 
published in 2006) 

Shapira, I. (2012, March 13). CIA divorces: The secrecy when spies split.  The 
 Washington Post.  Retrieved from 
 http://www.washingtonpost.com/lifestyle/style/cia-divorces-the-secrecy- when-
 spies-split/2012/03/05/gIQAPpBZAS_story.html  

Sherif, M., Harvey, O.J., White, B.J., Hood, W.R., & Sherif, C.W. (1961). Intergroup 
 conflict and cooperation: The Robbers Cave experiment. Norman, OK:
 University Book Exchange. 

Simmel, G. (1950). The sociology of Georg Simmel. K. H. Wolff (Ed.).  Glencoe, IL: The  
Free Press. 

 
Simmel, G. (2009). Government secrecy: Classic and contemporary readings (S.L.  

Maret & J. Goldman, Eds.). Westport, CT: Libraries Unlimited.  (Original work 
published in 1906) 

 
Somaiya, R. (2010, April 23).  Triscuitgate: Why Do the Islamic Extremists Who Hate  

South Park Also Hate Triscuits?  Retrieved from 
http://gawker.com/5523210/why-do-the-islamic-extremists-who-hate-south-
park-also-hate-triscuits 

 
“Triscuit: A Simple Story.” (n.d.).  Retrieved from 
 http://brands.nabisco.com/Triscuit/soft-white-winter-wheat.html 
 
United States Senate. (n.d.) “Oath of Office.” Retrieved from  

http://www.senate.gov/artandhistory/history/common/briefing/Oath_Office.ht
m 

 
Vaughan, D. (1996).  The Challenger launch decision: Risky technology, culture, and  

deviance at NASA. Chicago, IL: The University of Chicago Press. 



206 

 
 
 

 
Vaughan, D. (2009). Government secrecy: Classic and contemporary readings (S.L.  

Maret & J. Goldman, Eds.). Westport, CT: Libraries Unlimited.  (Original work 
published in 1997) 
 

Warren, S., & Fineman, S. (2007). Don’t get me wrong, it’s fun here, but… : Ambivalence  
and paradox in a “fun” work environment.  In R. Westwood and C. Rhodes (Eds.), 
Humour, work, and organization (pp. 92-112).  New York: Routledge. 

 
Weber, M. (1968). Economy and society. New York: Bedminster Press. 
 
Wilson, J.Q. (1989). Bureaucracy: What government agencies do and why they do it.   

New York, NY: Basic Books, Inc. 
 
Zegart, A.B. (2007). Spying blind: The CIA, the FBI, and the origins of 9/11. Princeton,  

NJ: Princeton University Press. 
 

 


