Ethical Hacking and Countermeasures to Become Certified Ethical Hacker

My Name is Philippe Jenkins
I am a Certified Ethical Hacker

Think like a Hacker
To beat a hacker, you need to think like one! This is exactly what this class will teach you. It is the pinnacle of the most desired information security training program any information security professional will ever want to be in. To master the hacking technologies, you will need to become one.

Ethical Hacking
The definition of an Ethical Hacker is very similar to a Penetration Tester. The Ethical Hacker is an individual who is usually employed with the organization and who can be trusted to undertake an attempt to penetrate networks and/or computer systems using the same methods and techniques as a Hacker.

CEH Training
The CEH class will immerse the students into a hands-on environment where they will be shown how to conduct ethical hacking. They will be exposed to an entirely different way of achieving optimal information security posture in their organization; by hacking it! They will scan, test, hack and secure their own systems.
The World’s Most Advanced
Ethical Hacking and Penetration Testing Program
Certified Ethical Hacker (CEH)

This is the world’s most advanced ethical hacking course with 19 of the most current security domains any ethical hacker will ever want to know when they are planning to beef up the information security posture of their organization. The goal of this course is to help you master an ethical hacking methodology that can be used in a penetration testing or ethical hacking situation. You walk out the door with hacking skills that are highly in demand, as well as the internationally recognized Certified Ethical Hacker certification! This course prepares you for EC-Council Certified Ethical Hacker exam 312-50. Learn more
I am a Hacker. I am the Good Guy. I am a CEH.

Learn from Experts in the field of Information Security

“ We don’t just have great instructors, our instructors have years of industry experience and are recognized as experts. EC-Council Master instructors have real life Network Security and Ethical Hacking experience. The bottom line with this program is that we hope the work starts when the class is over. So I think it is important to teach students how to use the material more so than expecting them to memorize all of it in a short time. ”

Steve De Fino
EC-Council Master Instructor

Become an Ethical Hacker
Why is CEH Training Important for You?

What makes the Ethical Hacking and Countermeasures course different from other courses in the market?

This is the world’s most advanced ethical hacking course with 20 of the most current security domains any ethical hacker will ever want to know when they are planning to beef up the information security posture of their organization. The goal of this course is to help you master an ethical hacking methodology that can be used in a penetration testing or ethical hacking situation. You walk out the door with hacking skills that are highly in demand, as well as the internationally recognized Certified Ethical Hacker certification! This course prepares you for EC-Council Certified Ethical Hacker exam 312-50.

Learn more

Who Should Attend
This course will significantly benefit security officers, auditors, security professionals, site administrators, and anyone who is concerned about the integrity of the network infrastructure.

Duration: 5 Days (9:00 AM – 5:00 PM)

Exam Info
Number of Questions: 125
Passing Score: 70%
Test Duration: 4 Hours
Test Format: Multiple Choice
In conjunction with the launch, EC-Council has prepared a complimentary First Look session for cyberwarriors to test drive the program. Details as below:

**CEHv8 First Look (Open To Public)**

**Date:** May 8th, 2013

**Time:** New York 10am / Singapore 10pm / London 3pm / Dubai 6pm / India 7.30pm / Singapore 10pm / Korea 11pm

**Duration:** 2 hours

**Speaker:** Haja Mohideen, EC-Council Co-founder and Vice President, Technology

---

**Most Advanced Course**

The most advanced course in the world that covers cutting edge of hacking technology. EC-Council researchers go deep underground covertly to extract advanced attacks and exploits and work to analyze how hackers operate and present them to defense community. The researchers report and update advanced hacking tools every day on the members portal and [www.hackerjourn](http://www.hackerjourn).

**Real Life Scenario**

The CEH class deals with real life scenario and real threats by real life experts in the field. Learn real life ethical hacking methodology beyond automated vulnerability scans and simple information security tests. The class is weaved around real-time information security incident and cases to inculcate a capability of making knowledgeable decisions while defending your

**Global Recognition**

Gain global recognition as being a certified member of a globally recognized institution and attain the skills of a professional ethical hacker/penetration tester. The CEH program provides you an industry standard information security curriculum and is accompanied by a highly sought-after CEH certification that helps establish your career as an information
Hacking Underground

Play with real life tools that are used by the hacking underground. The courseware is over 4,410 pages, covering 63 modules with over 60 GB of real life underground tools that are not found in any other training course anywhere in the world plus evaluation copies for Core Impact and Immunity in classes and security software that can be taken home!!!

Hands on Labs

Get your hands dirty with actual hands on labs under the guidance of some of the best information security professionals in this space. The CEH lab environment simulates a real time information infrastructure and facilitates an objective and modular learning. The result oriented, descriptive and analytical labs are designed by industry experts to reinforce the learning and demonstrate your proficiency in handling real time information security threats.

Reference Material

Unlike other classes that provide courseware that is tightly coupled with the presentation and somewhat useless outside of that environment, EC-Council has always sought to provide reference material that continues to be valuable long after the course has concluded. The CEH references to valuable resources including whitepapers, tools and videos are updated continuously and delivered across multiple channels to facilitate a comprehensive learning.