UNITED STATES OF AMERICA
v.

Manning, Bradley E.

PFC, U.S. Army,

HHC, U.S. Army Garrison,
Joint Base Myer-Henderson Hall
Fort Myer, Virginia 22211

Prosecution Motion
for Preliminary Ruling on
Admissibility of Evidence

(Business Records)

Enclosure 14

22 June 2012




ATTESTATION CERTIFICATE

This document is intended to meet the requirements set forth in Military Rules of Evidence Rule
902(11), addressing certified records of regularty conducted activity.

| swear or affirm that each of the following is true regarding the attached records, to the best of
my knowledge and belief:

1. | am the custodian of these records, or | am an employee familiar with the manner and
process in which these records are created and maintained, by virtue of my duties and
responsbilities;

2. The records were made at or near the time of the occurences of the matters set forth by
or from information transmitted by, people with knowledge of these matters;

3. The records were kept in the course of regularly conducted business activity;
4. |t was the regular practice of the business activity to make the records; and
The records are a true, accurate, and complete copy of the original documents.

ol

List of attached records:

INDOC - COMINT - 29 Jan 10.pdf (1 Page)
JCAVS Report - 26 May 2010.pdf (2 Pages)
SCI Packet - Jan 2009.pdf (22 Pages)

Organization

Sig Date’

—

Subscribed and sworn to before a notary public, this ¥ dayofJ’Gb e DA
Noiaty Pubiic My commission expires on:
DB QA OK. 13- [2-d0(5
Wollg, & 8 Xa2n

Ao, o lereasa43f




JCAVS Person Summary ' Page 1 of 1

Person Summary

'MANNING, BRADLEY EDWARD
Person Catego

‘Accesses

| - category US Access Ts"'? b","'zh:::. sci
Actlvo Duty Enlbtod Top Secret T 3
(USA) " .
Public Trust: N/A
"|Chiid Care: N/A
* {Access Number: NA
Person Category 1nformatlon

c-t.goq Classification: N/A

... " Organizstion: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , F'( DRUM, NY, 13602
' ofyanluﬂon Status: N/A

cnuoe-z E ks " tnterim: NIA

External Interfaces
SRt 84 faarc

B Nouce. Under the Pﬁvacy Act of 1974, you must safeguard personnel ififormation retrieved ﬂlough this
- system. Disclosure of Information Is governed by Title 5, United States Code, Section 552a Public Law 93-579
i .'0000540011 DoDR 5400. 11-Randtheapplubleaewbeducbvos

https://jpasapp.dsis.dod.mil/JPAS/JCAVSSelectAPersonServiet 5/26/2010




JCAVS Person Summary Page 1 of |

@ Person Summary

MANRING, BRADLEY EDWARD _

Accosses .
3 i = : Suitability and : p-
- Category . . US Access Trustworthinoss SCli .
Actlvo Duty - Enlhtod ‘ Top Secret IT: 3 -__
(USA) : : ; : B '
Public Trust: N/A
Child Care: N'A
P‘e’rﬁo'n Category Information

cnegoly Ciassification: N/A
Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , FT DRUM, NY 13602

-Organization Status: NVA ~
Grade:E4 . Interim: N/A

‘External Interfaces

o

Notice Underthe PriviwyAc‘lof 1974, you must safeguard personnel information retrieved through this
8ystem. Disclosure of information is governed by Title 5, United States Code, SOCUOﬂ 552a Public Law93-679. -
5 0600540011 DoDR540011-RandmoappheableseMoedlrecﬁm . _ v

- hittps:/fjpasapp.dsis.dod. milJPAS/ICAVSSelectAPersonServiet % 562010




. Brigade
~ Originated:
Documents

- 0028-10-CID221-10117 - -

SSO Only, If Needed

s

. SSO Originated,
But Personnel A\\\lv_l_
Completed Documents ]

"

SSO Only, If Needed AI.vD 14
SSO Only, I Needed «—[_] 15

'HCS Form

SCI 203.:303 rmzmq

A .=u>w —uzaoS Ho..mmz z_m__m;. .
. _rocm, _»moo_dm Check =
Medical mmoo_dm Ozmox
_m_m:mE_.m 00:.@80: gm:_o

_ua.moam:_:m _:3262 |

Travel _uo__o< _<_m3c

- Employee Outside Activities

_u.qm,mxmoczo: Briefing

A 20:.a_mo_omc8 mﬁmnm_sm:ﬁ Hzawu

NdS >Qam:a:3

_ _u.m.a.o:m_ Attestation -

Indoctrination Memorandum

Gamma Form

‘, ﬂﬂh‘ }95545 O
.35 gocam_: _u_<_m_o: mvmo.m_ mmnc:@ Om.om wOF _:Qoﬁzammos O:mox__wﬂ
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o

. REQUES_-OR PRIVATE MEDICAL INFORMATION ™~
For use of this form, sse AR 40-88; tha propanent agency is the OTSG

2. Pationt's Name and SSN. : 3. . Medical Treatment Facliity (Name and Location)
Bradley E. Manning - Connor Troop Medical Clinic

] 4. Reason for‘Roqueli. g : : .
In accordance with AR380-67, paragraph 2-200, the individual listed above requires a medical mabreview

20090122

3. Private Medical information Sought ( Specily dates of hospitalizalion or inic visis and diagnosis, T known] -
Copies of health record documents, or complete sunmaries, including dates and details, which may hw-bwn;uﬂomdividuh
mmm-mmmm«mmmmmmummw

{. Habitual or exééssive use of iitoxieants.

2, Drug sbuse.- e )

3. Sexusl pervérsion. U

|4 Aayinns.neulmdﬁm.mbﬂity mm&ﬁmahﬁuyofhnﬂu%mhaofwmmumub
the tratisient or continuous effort of the coridition, whhmofmwmﬁﬂu@wmmﬁmdeﬁamﬁuw
or reliability of the individnal.

5. History of treatmeat, rebabilitation o recuperation from those conditions previously indicated.

A MEDICAL OPINION CONCERNING THE INDIVIDUAL'S SUITABILITY TO HOLD A SECURITY CLEARANCE IS NEITHER
SOLICITED NOR DESIRED, THAT DETERMINATION WILL BE MADE BY U S. ARMY SECURITY A.DJUDICATORS BASED
UPON ALL AVAILABLE INFORMATION,

6. Requesiocr's Name, Title, Organization and 88N,
Kyle J. Balonek, Brigade Security Mnnager

HHC, 2BCT 10th MTN DIV = B
108o72-1513 5

FOR USE OF MEDICAL TREATMENT FACILITY ONLY.

7. Check applicable box.
, . i8Approved [0 Disapproved (State reason for disapproval)

8, Sumlry ot Prlvu!e Modlcll Informnuon Re'olud

CH'BCK AS APP’ROPIIATE

No adverse médical tnformnon t‘oind
‘Copies of adverse medml infonunon is artached.

A summary of adverse medical information follows (continué on attached sheet if nwainry).

10. Date (wwuloo)
TS ale

" APDPEVION.
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N
SCI PRE-INDOCTRINATION SCREENING INTERVIEW )
1. The following questions will be answered ﬁy the nominee. Responscs to these
questions should cover the period of time from the date you last had a screening

interview, special background investigation [SBI], or smgle scope background
' investigation [SSBI].

& ‘Hasﬁ:erebeenany changemyou:mmtalstams?
b, Has there been any change in the citizenéhip of yo
. Have you had any iavolvement with either civilian

- enforcement agencies? [ie. traffic tickets, article 1
reprimands, etc.]?

.d. 'Have you had any treatment or experiences mvol i
disorders or counseling?

¢.. Have you expcnmanted with or otherwise used any
' [i.c. marijuana, cocaine, crack, etc.]?

" f. Have you had any alcohol related incidences [i.e. |
public, etc]?

'g- Have you cxpenenced any financial problems [i.e.
. collections, bouriced checks, etc.]?

b. Have you formed any close associations with peopl
foreign nationality ot of questionable loyalty to the

i, Arethere any incidents which might make you subj
fraud, extra-marital affairs, etc.]?

' 2 Icemfyﬂm:mcemylastscremmgmtemewthattbcanswerstoﬁxeabochuﬁuons :

- are true to the best of my knowledge. I have not intentionally provided incorrect and
- misleading information. If any of the above questions change at any time, l will

‘ '  ‘notify the SSO immediately.
e IMANING, Bnpvbeq EDWPRD

‘Sighature: ;7// g"’7 ____Date_G3IA %

FOR OFFICIAL USE ONLY
Law Enforcament Senaifve




- 0028-10-CID221-10117
DEPARTMENT OFTHE ARMY :
HEADQUARTERS 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
. ATTENTION OF | E . :
. AFZS-IN-AC0oSG2 . DATEQIANVO]

*MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
SUBJECT: SCI Secirity Awaréness and Defense Travel Briefing,
1. Refereaces: ' | |

. a. - DoD §-5105.21-M-1, SCI Admin Secumy Manual, AUG 98 :
b. AR 380-28, DA Special Security System. AUG 97

B _IAWrefemcesabove,Ihavemdthesso lO"M'IN secmryawmws

. briefing” and understand the policy and procedures for the use and protection
| of Sensitive Compartmented Information Facility [SCIF]. Any specific

qu&suonsconcetmngﬂ:cuseofpromnofSClnotouﬂmdmthebmﬁng

e »-‘Wll]beduwtedtotheSSOforclanﬁcauon ¥, LR e ke

U, Ihave also reviewed the Defense Travel Secunty Briefing and understand my
.. responsibility. to report &l official or unofficial foreign travel to my security
manager or the special secunty office. ..

4, ‘AsommedmrefetheAabove,mymmWOfthwedoc\mtsmeetstbe
-:annualxeqmrmmforsectmtyAwarmmandDefenseTraveaneﬁngfor
. ‘SCl-Indoctrinated personnel. - ,

5. Acopyofthxsmemoxandumwﬂlbcmmnmnedmﬂ:eSSOfortwoyearsaﬁa'
" medateofmySCIdebnefordepamreﬁnm&nsorgammﬁon. . PN

CLe POCfOfth!sacuomstl:ew“MTNssou_'"'

' Name: __[MANNING, BRAOLEY SoumpD




0028-10-CID221-10117
— 4 :

M. Employee Qutside Activities. Potential conflicts with an mdmdual'

: .msponmbllnytoproteot SCI material may arise from outside employmerit or
*_ other outside activity from contact or association with foreign nationals. In cases
~ where such employment or association has resulted in a suspected or established
- compromise of SCI, the local SCI security official and supporting Counter-
 Intelligénce activity must be advised nnmed:.atdy Involvement in non-U.S.
government ernployment or activities that rise potential conflicts with an
‘individual’s responsibility to protect classified information is of secirrity concern
and must be evaluated by an ASI security official to determine whether the
conflict is of such a nature that SCI access should be denied or revoked.

' Individuals who hold or are being considered for SCI access approval must report

in writing to the local SCI security official any existing or contemplated outside
employment or activity that appears to meet the criteria listed below. In addition,
initial or updated personal history statements mustmcludedetaxls of outside

employment or activities,

o Employments that must be reported includes oompensated or volunteer service

* with any foreign national; with a representative of any foreign interest; or with
-any foreign, domestic or international organization or person engaged in analysis,

| : . discussion, pr publication of material on intelligence, defense, or foreign affairs. -
" 2. Continuing association with foreign nationals must be reported.
3. When an individual’s outside employment or activity raises doubt as to an

individual’s willingness or ability to safeguard classified information, he or she
'willbeadvxsedthatconumnngthatcmploymentoracuvnymaymﬂtm ;
- withdrawal of SCI access and be given an opportunity to discontinue. If the
. individual terminstes the outside employment 6r activity of security concern, his -
or her SCI access approval may be continued provided this is otherwise consistent
. with national security requirements. '

4. DoD SCl-indoctrinated individuals will have paragraph M made available to P

- for reading during SCI Indoctrination. Annual security education will advise
* individuals to report in writing to their local SCI security officer-any existing or
: '_contcmplated outside employment or activity that appears to meet the above

.. criteria. Written reports must be submitted before accepting outside employment

. or activity.

e _DIBITNG | BRODLEY Dk
. Signature: }, 7; "_L-\ ' 4

: -_'l.nae.Ja ’rmo o3

FOR OFFICIAL USE ONLY
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© 0028-10-CID221-10117
s’ : '

PRE NONDISCLOSURE EXECUTION BRIEFING

Sensitive Compartmented Information [SCI] is data about sophisticated technical systems
for collecting intelligence and information collected by those systems. SCI systems

. require a large number of people to résearch, develop, build, and operate the collection
: 4 systemal‘heptoductsof&lcsesymmsmanﬂyudmdpmducemmdemled o
- intelligence by senior planners and policy makers:

‘e Communications Intelligence [COMINT], asdeﬁnedbylSUSC 798, is the classic

example of SCI, and normally is derived from intercepted communications. The

" unauthorized disclosure of COMINT can revel to the target countries which of its |
2 .masagsarebeinginwroepwdandwhichonesmbeingread. If the targeted country
- .. implements countermeasures, no further intelligence can be expected from that source
. and by that method. More devastating than countermeasures are deception operations

which provide misleading or false data that can result in us U.S. foreign and defense
policies based on misleading data. The cost to replace such systems is enormous.

SCI systems encompass activities and information of exu'ao:dlnaxy sensmvny and

fragility requiring extensive security. Security for SCI is based on restricting access to

'person who has a clearly established official need for hat information, and who meet

rigorous and stringent personnel security criteria. Persons cleared for confidential, secret,

' oreven top secret information are not eligible by virtue of those clearances for access to
- SCL Furthermore, 2 person does now have access to SCI because of rank or position.

~ The security of SCI dépends ondxsuncuvesecmnymarhngs, restricted handling and

dissemination controls, segregating information and programs to further restrict access,

and maintaining SCI material found in “Control Facilities” which have a stringent

AN

o

*physical and procedural barrier and secure means of transmitting SCI.

-~ Persons indoctrinated for SCI accept certain responsibilities and restrictions in a most
. explicit way. As a condition of access, and individual signs a nondisclosure agreement
. ‘'which is contractual agreement between the government and the individual. This
"+ . - agreement should be read carefully before singing because it states obligations imposed
- . onthe individual and the government. Also, because of an individual’s knowledge and
.. . access to SCI and individual may be denied travel to activities which are deemed -
- Hazardous. Willful disclosure of SCI to unauthorized individuals, compromise or

security violations constitute criminal or administrative offenses that may result in

N prosecution or administrative action. Once indoctrinated it is individual’s responsibility
= to become knowledgeable of the security procedures and practices for SCL

U Name:__MOUNTV G, BRODLEQ £0e/nRD
Signature: ’)Q/ e T :
. Dae_ 33 IBW 9

FOR OFFICIAL USE ONLY
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«  0028-10-CID221-10117

|16, TYPED OR PRINTED NAME (Last, Fist, Middle inioal] 17

D PRI 2 eT 10 B PIV

mﬂigwnh tberwheaﬁme b A

or o

Ildzﬂ!ﬂucmedbyﬁxeawve fz% Seﬁml

§, United States m

1034 of Title 10, United States ammdedby

WWW SedlouZS& ® of'mh
o

mcm»-m Whm&uwu

of the Uslted States or upon the
mawwmmmmtpwuhmw
eﬂﬂy ms acoess to mtd:ls.lf

mpmde
lof'mlo

vsr&by

MANING, BRADLEY £

NKISVC

11. (gnvu:n!ngdbdmuofﬂhpmy waste, frand,

public heaith w Identities
Protection Act of 1982 (50 alanq)@uvunhg
that could expose comfidential Government agents), and the statutes
which protect against disclosure that may compromise the nattonal
security, including Section 641, 793, 794, 798, and 952 of Title 18,

of 1950 (50 . definitions
, rights, sanctions and lishilities created by said Exscutive

obligations,
Order and listed statutes are incorporated into this agreement and are

mm;mwmmnswm T, MMSSZM
: mmwmmamww
SuesCode M&eaﬂveOrdn'l?.SSB as amended, o that 1 may
read them at this time, if I so0 choose. RBTM

m:inmmumdmcmmﬂl@n dtle
mdmtemt and ties, remunerations, and emoluments that
have resulted, willmu.l{ or may result from any disclosure,
publication, or revelation not consistent with the terms of this
Agreement, , Btm
14. This A| shall be interpreted under and in conformance
with the laws of the United States. REN

15. Imhthkw‘vnhouuymmmu
puposeofcmbn : .QE”\

18. BILLET NO. (Qptiona))

22. DATE SIGNED

175 %2 b

FOR USE BY MILITARY AND GOVERNKNT CIVILIAN PERSONNEL

The execution of this

SECTION B

ent was witnessed who ed it on behalf of the United States
Government 2s a prior mﬁﬂffmwmm?cm W

23. TYPEDORPRINTED;]MMLF#:LMWM

24. ORGANIZATION
A 28T 1o® Mo DIJ Ccl)
26, DATE SIGNED

T’
_ FOR USE BY comcrons/couwumrsmon-covw PERSONNEL
_ SECTIONC ’
. The execition of this t was witnessed by the undersigned.
|27 TVPED OR PRINTED NANE (Lasc Frsc Middie Inital 28. ORGANIZATION
{79, SIGNATURE ' 30. DATE SIGNED
(wwwm)

SECTION D
. o ‘;Aegmemmtwasacoeptedbytheundaslgnedonbahu]fof&mUnitedSutesGwemmenusapnoroondiﬂonofam
.. [37. TYPED OR PRINTED NAME (Last, First, Middie Inida]) 32. ORGANIZATION
. [ SicNATORE 34. DATE SIGNED
A (YYMMDD)
.' ’ . . o .
DD FORM 1847-1, DEC 91 (BA '
e R
L
'i £ FOR OFFICIAL USE ONLY
- Law Enforcement Sensitve
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L. . © 0028-10-CID221-10117
i > 10. These restrictions are consistent with and do not supersede, conflict with or otherwise alter the employes obligations,

‘ rights or liabilities created by Executive Order 12358; Section 7211 of Title 5, United States Code (goveming disciosures to
Congress); Section 1034 of Title 10, United States Cade, as amended by the Miiitary Whistieblower Protsction Act (goveming
disciosure to Congress by members of the military); Section 2302(b)(8) of Title 5, United States Code, as amended by the
Whistisblower Protection Act (governing disciogures of illegality, waste, fraud, abuse or public health or safety threets); the
Intelligence Identities Protection Act of 1882 (50 U.S,C. 421 et s8q.) (governing disclasures that could expose confidential
Government sgents), and the statutas which protect against disclosure that may compromise the national security, Including
Sections 641, 783, 794, 798, 952 and 1824 of Title 18, United States Code, and Sactlon 4(b) of the Subversive Activities
Aot of 1850 (50 U.S.C. Section 783(b)). The definitions, requirements, obligations, rights, sanctions and labilitles created by
sald Executive Order and listed statutes are incorporated into this Agreement and are controlling.

11. 1 have read this Agreemant carefully and my questions, if any, have been answered. | acknowledge that the briefing
officer has made ‘avallable to me the Executive Order and statutes referenced in this Agreement and its implementing
regulation (32 CFR Section 2003.20) so that | may read tham at this time, If | so choose.

SIGNATORE_— Yy < DATE SOGIAL SECURITY NUMBER i
- (See Natice below) i
M seP of )
ORGANEATION (IF cowmm. LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE NUMBER)

Mﬂm““\:}d' CBradle fﬁ&wm&
IBICS TN Riva, wxbg e
U B eum, WY 3o

' WITNESS ‘ . ACCEPTANCE
THE EXECUTION OF THIS AGREEMENT WAS WITNESSED Bﬂ THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
THE UNDERSIGNED. BEHALF OF THE UNITED STATES GOVERNMENT,
SIGNATURE DATE SIGNATURE DATE
[T sepoR
NAME ANDS pe orprin . |NAME AND ADDRESS (Type or prinf)
Balonek, Kyle ) ‘ ‘ Stark, Loren J )
10100 N. Riva Ridge Loop 10100 N. Riva Ridge Loop
FT. Drum, NY 13601 ' FT. Drum, NY 13601

o : __SECURITY DEBRIEFING ACKNOWLEDGMENT _ ,
. Treaffsm that the provisions of the espioaage aws, olher fadaral riminal Taws and exeouiive Orders appicabls o the aafeg uarding of ciassifiod
, . Infonmallion have been made avallable to me; that | have retumed ali ciassified information In my custody; that | will not communicate or
) 'wmm&amodhfoMnbnnymw_tonzeapcn'on'otomoriuﬂm:matlwtlpmwmtomor-‘mBmdltwaugmmy
mmwmmw”nh»udlcbyrﬂodlmm.nndumI(hm)(hu\nnoo(whuslmm.marmr

recsived a sscurlty debrafing.
SIGNATURE OF EMPLOYEE DATE
'NAME OF WITNESS (Type or pring) SIGNATURE OF WITNESS

. NOTICE: The Privacy Act, 5 U.S5.C. 552a, requires that faderal agencies lnform individuals, ot the time fformation Is solicited from them, whather the
mummwwm,_wmmm:uchw«mumbaoﬁclw.anduﬂntun:wwbomdoofmhmm.humw
‘.mwmmwfaumgmwmwm(m)hwnom«w,vwsuwuuu«nmwm .
: when It s necessary to 1) cerlify that you have access to the information indicated above or 2) determineg that your access to the
Py nhamdhuumﬂmhd.thh'dmunofmrSSNhMmmdmy.MMnhdosommmhprmdmd

1'\ “such certifications «wom.qmmmmmmamnumrmm granted access fo clagsified Norma
E‘L . * N—OT_APPUCABLE TO NON-GOVERNMENT PERSONNEL SIGNING THB AGREEMENT. ) ) .
’ STANDARD FORM 312 BACK (REV. 1-00)
s,?s : . APD PE v1.00

T s ' FOR OFFICIAL USE ONLY
™~ : Law Enforcement Senshtive




0028-10-CID221-10117
A .
DEPARTMENT OF THE ARMY

HEADQUARTERS 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000 :

'REPLY TO

ATTENTION OF , . : _
wzsiet |  DaTe_22. 78 09

 MEMORANDUM FOR 10™ MTN Special Secrity Office [SSO] -
'SUBJECT: Personal Attestation upon the Granting of Security Access.

S L L __RRADLEY EPWARD MANNTW (- | accept the _
tesponsibilities associated with being granted access to Classified National
' Security Information. I am aware of my obligation to protect classified
- national security information through proper safeguarding and limitirig access
- to individuals with the proper security clearance and the need to know. 1
further understand that, in being granted access to classified information, a
- special confidence and trust has been placed in me by the United States
“Government.

»-2.- This form will be placcd in the individuals secu.nty folder and maintained
- TAW AR 380-67 :

 Name: _MANNIVG, BRADLEY ZDWARD
' -Signanne: %
. / o

-Witness:

Name: Stark, Loren J. 2L

' mi L , ’ FOR OFFICIAL USE ONLY




o 0028-10-CID221-10117

N .
DEPARTMENT OF THE ARMY

HEADQUARTERS 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF , . - A
AFZS-IN-AC0SG2 | ‘ DATE_22 TAN O

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
. SUBJECT: Personal Attestation of Receiving Access Card and/or Picture Badge.
1. I, m““‘df"jc‘“; BRM}L{‘( ibu/ﬂw , have bc;en issued

-] A 10™ Mountain Division [LI] SCIF Access Card with personalized PIN
Code. I understand that this card and pin code are accountable items and can not
be given to, or shared with, any other person. I understand all transactions
-involving this SCIF Access Card are to go through the SSO directly, and
immediately. I understand that returning the SCIF Access Card to the SSO is part
of the mandatory out-processing requirements. :

- A 10® Mountain Division [LI] Picture Badge. I understand that this
: »Badge is to be displayed in SCIF areas only, or T-SCIF areas during exercises. I
_ ~understand that the Pictiire Badge is only a reflection of the Access Roster
. maintained by the SSO and is to be returned to the SSO as part of the mandatory
o out-processmg requirements.

2. 1 understand failure to comply will delay in-processing gaining unit and may
- "complicate obtaining accesses through gaining unit.

- 3.. This form will be placed in the mdmduals security folder and maintained
IAW AR 380-67

 Name: ™MANNING | BRADTY "gowakv

- Signature: . ; :

=z & ’
LR . ) ) FOR OFFICIAL USE ONLY
: ’a - Law Enforcement Sansitve




‘ ' \)028-10-CID22'1-10117 _
~ _ ~— \
" DEPARTMENT OF THE ARMY

HBADQUARTERS 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM _
FORT DRUM. NEW YORK 13602-5000

" REPLY TO

ATTENTION OF
DATE 44 JDIJO‘?‘

AFZS-IN-AC0SG2

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
SUBJECT: Special Intelligence [ST] and Talent Keyhole [TK] Briefings
1. I,__BRANLEY EOWARD MANNIVG acknowledge that the
10" MTN DIV [LI].SSO has made available to me: The Special Intelligence -

(ST} and Talent Keyhole [TK] briefings during my Sensitive Companmented :
- Information [SCI] Indoctrination Bncﬂng .

2. This form will be placed in the mdmduals security folder and mamtamed
IAW AR 380-67

R  Name: __MANITYG, BRADLEY ¢pwARD
5 - Signature: \-2;2- 2
; . ‘ = d
: - - Witness: | ‘

Neme: St (ope g 5

e g7

“S
‘ FOR OFFICIAL USE ONLY
. @ -y Lew Enfarcament Bensillve
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SENSITIVE COMPARTMENTED INFORMATION
INDOCTRINATION MEMORANDUM

This memorandum records the fact that [ was briefed on this dats on the following Sensitive Compertmented Information
(SCY) Special Access Program(s) (Use Unclassified Indicators Only):

 Authity (optional):

The need for special protection of this material was made known to me, and I was reminded that my access to this material
is governed by the terms of the SCI Nondisclosure Agreement that I signed.

. . )
. %’ — HHC 2Rer W0mmd 0TV
— - . _- =

MAUNING , BRADEZ g £ -

' Printed/Typed Name (Last, First, Middle fmtial) N {See Notice Below)
s £ Tz

Rank/Grade o n Billet Number

. : (YY, MM, DD)
Icemfy aitthe above briefing pres Byme'wninaecordaneewitbmlevmtSCIprooedmu.

G280

emticie S T Sy /11
Name (Last, Hirst; Middle Initial) of Briefing (YY, D _

* Notice: The Privacy Act, 5 U.s.C. 552a, requires that federal agencies inform individuals, at the time information is | )
‘solicited from them, whether the disclosure is mandatary or voluntary, by what authority such information is solicited, and

-what uscs will be made of the information. You are bereby advised that authority for soliciting your Social Security
Account Number (SSN) is Executive Order 9397. Your SSN will be used to identify you precisely when it is necessary to
certify that you have access to the information indicated above. Although disclosure of your SSN is not mandatory, your
failure to do so may delay the processing of such certification.
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ADDENDUM
[To DD Form 1847-1]

Pursuant to Treasury, Postal Service, and General Government Appropnatlons Actof
- 1991; the following language shall be incorporated into and oons1dcrcd part of the
attached Non-Dlsclosure-Agrecment _

- “These restrictions are consistent with and do not supersede, conflict with, or otherwise
alter the employee obligations, rights, or liabilities created by Executive Order 12356,
section 7211 of title 5, United States Code, [Governing disclosures to congress] Section
* 1034 of Title 10, United States Code, as amended by the Military Whistleblower
Protection Act [governing disclosure to congress by members of the military]; section
2303 [b](8] of title 5, United States Code, as amended by the Whistleblower Protection
Act [governing dasclosures of illegality, waste, fraud, abuse of public health or safety
- threats]; the intelligence identities protection act of 1982 [50 USC 421 et seq.] [governing
~ disclosures that could expose confidential government agents], and the statues which
~ protect against disclosure that may compromise the national security, including section
'641,793,794,798 and 952 of Title 18, USC, and section 4[b]. the definitions,
' requirements, obligations, rights, sanctions and liabilities crated by said Executive Order

- and listed statues are incorporated into this agreement and are controllmg

o |

IS S . B T | |

- Neme: NWN‘V—‘NG, RRPOLEY EDWARD

B ‘Signature:

. '-Da'te:

< FOR OFFICIAL USE ONLY
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' - attorriéys foos incurred by the Uit Stites Govérarhen t may be assessbd

... .. SENSITIVE "OMPARTMENTED INEQRMATIC Nd{ RELASERRACREBMENT

An Agreement Between . RSRADLLY  COWPRRD MAN NTN G- i thio United St
. - o ' _ {Name - Printed or Typed) ' : .
1. Intending to %leauy botnd, 1-heréby accept-the chigations Gonitsined in this Agreemetit' tn’ Sonsidefation oF niy beltig granted: acee.

' information or miiterial protected within Special Access Programs, hereinafter referred torii'the Agrecment as Sensitive Compartmenied Inforation (SC
;* buvetigen advigsd that SCY involvés or derives fram intélligense souroes or fefhods and i clssified ar 18 In process of & classification déterimipation v
-the stindards.of Bxesitive Order 12958 or other Bxscutive Order or stasiid. [ ubdsrstaind apdf aboopt that by belrig granted access to SCY, special capniid

. - and trastghal] b placed in me by the United Stites Goverument. I T

: 4. T hereby acknowledge that £ have recaived: a security indoctrinstion conceming the nature arid protection of SCI, including the Pﬁm‘
", mtlowsd i esoertaining whether offier persans to-whom I contemplate djécosing this infbrinatidh ot tisberd] have been approved socess to it &

. -Rusderstail thisse proctdares. Lundetsomd that I riy be Fequired 1o sign sublioqueént agreepncats tipon bsing granted access fo diffiséat categorigs af 5
* further understand thiat all nyy obligations uader this dgreembnt conitittuo bo-exist Whitties or not 1 i Fequited o Sign suck subseqient agreements.

3. Ihave bocn advised that the unauthorized disclusure, uiduthorized reténtitin, or riegligent handling of SCI by mé could caise irreparablo injur
the United States or be used to advantage by a foreign nation. [haebya’greemtlwiumdivulmyming warked as SCI or that [ know %0 be SC
anyone who is not authorized to reccive it without prior written authofizafion fidrh the Uiiitéd States Goveniinént departméat or agency ‘(hereina
Department or Ageacy) that authorized my actess to SCI. I understand that it is my responsibility to consult with appropriate management authorities in
Department or Agency that last authorized my aecess t SCI, whether or not I pm still emplayed by or associated with that Departmeat or Agency ¢

. K] HER)

contractor thereot, i8-order to ensare that [ know whether in®iihafion of fnaterial within my knowiedge ar control that I bave reasan to belicve might be &

Iﬁmhcrnndemtqncithat[amobﬁgmd by law and regulation not to disclose any classified information or material in an unauthorized fashion.

. 4. T consideration of being granted access to SCI and of being assigned or retgippd. oo pasition of spesial confidenspe and tustroquiting i

© SC, L hereby agree to be submitted for scourity review by the. Depaitment or Agesicy that last authorized my access to such information or material, 2
‘writing or dther preparation in any form, iicluding a work of fiction, that containk of.PUrpoFts to contain any SCT or deseription obactiritiss it grducs
relate 0o:SCI oF thatLhave reason o beliove aze derived-fiym S(-1, that, [eontemplaterdiseloging to any person not-authorized to have aceess to SCT or ths
have prepared for piiblic disclosure. T understand and agre 6t miy qbligation fo sybmitisucr preparations for review applics during the course of my acx
to SCland thereafier, and I agree to make any required submissions prior to discussing the preparation with, or showing it to, suyone who is ot authoriz
to have sccess to §CL I further agree that I will not discloge the contepts of such iop. wifh, or showing.it ta, anyons. who. is not aythorizad,tebx

. @ocest 10" SCI unfil'} hiave' rebeived Wwritien aiifhiorization frotn the Departmeit o ﬂcy that last authorized my apgess to SCU tat such disdlosare

3. Tundesstend that the purposc of the ievicw described in paragraphid js to give the United States a reasonable opportunity to detesmine-whether.d
propasation submitted pursuant o paragraph 4 sets forth any SCI. I fsther.understand that,the Department ar, Agency to. which I have madea submissic
will ast upon it, éoordinating within the Intelligence Community wiien appropriate, and make a response to rae within a reasonable time, not to exceed 3
warkifig days from date of receipt. e . ‘

e

. e
e g e R

° P Leeed

()

- - T . ¥ "' . i - .0 . . -
& ' Lhiave beed advised that any breach of this Agregment may resulfin, my terination of my access to SCI sud reraoval from 2 position of spéciz
confijience and trust requiring siich dccoss, as well as the terminatior of my;employment or other relationships with any Department or Ageacy that provide
- me with access to SCL.. [n addition, I lidve beci advised that any unauthorized disclosure.of SCEby mie.may constitute violations of United Stastt-erimina
lawsinchiding provisions of $¥etions 793, 794, 798, and 952, Titte 1 {Urited S8 Code, and of Section 783(b), Tile 50, thiiited States Code. Nothingas
this Agreement constitutes 2 waiver by the United States of the right o prosecute mg for any statutory violation. T TR

- % I onderstand that the United States Goveriment may’ seék iy remedy/ available to it to-enforce this Agfecméat including, but not limited to

 application for a court erder frohibiting.dislosurs of infornativn i bréach, of this Agreenent. *Iiave beett ddvised that the actibi tan b4 Srodght against nx

in anj of the séveral appitopriaté Unitad ‘States Dictrict Courts 'whert; the Unithd Ststes. Government may eleet to file thie action. Court costs % reasonable

essBd agaiist mg, if] lose such action. . :

. . . : . (RN BRI AL . L . o

. .- &  lunderstand that all inforination to which I may obtain gcf;c'gbys:;nmg éx:;‘wemmt is now and will remain the propesty of the United States

++ Govemment unless and until otlierwise determined by an apriropitate official or fipal ruling oF & coiirt.qf law.. Sphjest ty sagh detormination, [ do adtagw,

2o will L ever, possess any righi, inteisst, fitle; or claiit whiatspever o mueh infumations L.agree that I'siinl rethrn ali-motteals thet may hivercotis istct sy

. dossession or for which I am responsible boopusé-ef such.apesss; uppe demiand by an authorized representative: of the Enited Statos Govermtven( o upotx the
- onclesion of my employment or other relationship with the United States Government catity providing me access to such materials. H1 do not retum such

. aaterials upori request, I understand that this may be a violation of Section 793, Titl¢ 18, United States€ode. : oL T
-9, Unless and until ] am released iy writing-by an anthorized represcatative of the Department or Ageacy that last provided me access  SCI, 1
1derstand that all conditions and obligations imposed on me bytﬁisAgr%applyduﬁng the time [ am granted access to SCI, and at all times thereafter.

10 Bach provisien of Hiis Agfeoment is severable.  If a court shojldfind agy aryision of this Agroement to bs pngdifoiceable, all other. pravisions of
- g Agegent hall verialt Al roc axid effect. . This A grecment cancepgs SClaind doesiot sét forth such othet Conditions and obligations not related ¢
: wm*é‘ jow or haeaﬁemmm to.my employmerit.by.or assigamenyt or relationship with the Department or Agenty. : SR

el
iy * P P - - R

Pigelof2|

“

- et _— ' . meumamms . ' -
R i414 (EF)  wuncttevsea) : FOR OFFICIAL USE ONLY
. . ) L“ . - :

3

.o "'I!'-‘;r.:!‘l CAE




11 I'havVeieadhibAgt  how  -uid my GéeSony, ifn)‘sth ot mmnmm briefing officer
wade available Sections 793, 7wy 798 ane-52 of Title 18, United States Code, mdkaém 783 ) of Title 50, United States Oode. and Exequtive O

" 12958, asmded,m dxatlmymdlbanatdﬂsﬁme,nﬂsochom

2 IhmbymgnmmeUmdsmesGommmunngm ummdmea,mdmmyalm mmmnous,mdmlwwﬂmhmmﬂ
mwamymtmuywmwumwmhﬁWrWMWofmw )

with domtammﬂ#m o!hetwmd the omobnmum«ﬁbm«m
sl i '7 ws'geuomlmnmdomwsmm

C}rda;tms smmzn ofmﬁs United States Codk:
mﬁjﬁemlmry%sﬂ IomhﬂwuonAa(gommng mbymd&owmm“m
Unied States Code, 25 amended by the Whistleblower Protection Act disclosure of illegality, waste, fraud, abuse, of public health or sa

{gdvemning
.Mm@dﬁw[mm Act 50,U.S.C. 421 g fgpveming disclosurgy that cowld expose confidential Goyernment agen
.““m‘ dndq:re “’%(mngmmh quﬂdonﬁl %3, mm.mmwtmmml
%Nmmdhswmwmmﬁmgu;o‘aw:scfm mmmowsﬁmmwmm
liﬁiﬁa(ﬁw bya;dExecuuveO(dwand listed statufes gre in 4 info-this Agreement.aud sre-contralling.

. 14 MMchmwmmdmmfmmmmmhwofm Ummdsm

:5 ImﬂcedusAgxmqnmthou:anyumnlmumqnorpuqmonfmon L ,'“
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SECURITY BRIE‘F“INGIDEBRIEFING ACKNOWLEDGMENT R

sy oo o o BETT oo

l
! | | .
F o | @peampmbyummn»_' ‘ T %
‘ . J w A‘.“u,:.. - .’l?ﬁBw , QATE;‘_. . . RELSE #:
R ; Wwadge ; !mmmmw ) Re 0f piy. Sotfiaging obligatien t - S EO
4 -L- Amnmﬁ(i A 2t iftsosd ; Comply it e tens of s Agrecmac, +hoati g
-

o T Y oA T Y s Y e e e T o M g

dfsddsm is mandébry or

volutitary, &y, whiat suthority~such-infoanation is sollited, andwhatuses Wil be made e»mm Yw um

Acoount Number (SSN).is Exacutive. Qrdgr 9397. Your SSN will be tsed to identify you precisely whaen i ke

that authordty: for soliciting your Social

‘necessary to 1) ceitify that you have access fo the information indicated above, 2) determing that your access 1o the information has tarmingled, or 3) certy
:‘:‘I W"i mmwmwedabmlngormng Although disclosure o your SSN is-not mandatory, yourfauummdasomwmpedeamqu
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. come into my possession or for which | am.responsible because of such access: (a) upon demand by an authorized

- 0028- ~10- m0971 10117

CLASSIFIEVNFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN AANNIV & ’3‘. o&\e.\l AND THE UNITED STATES
(Name of Indlvidual - Printed or typet)

1. Intending o be legally bound, | hereby accept the obligations contalned in this Agreement in consideration of my being
granted aceess to classifled information. As used in this Agresment, classified Information is marked or unmarked classified
Information, Including oral communications, that Is classifiad under the standards of Executive Order 12958, or under any
other Executive order or statute that prohibits the unauthorized disclosure of information In the interest of national security;

- and unclassified Information that meets the standards for classification and is In the process of a classification determination
as provided in Sectione 1.2, 1.3, and 14(e) of Executive Order 12958, or under any ather Exeoutive order or statuts that

. -requires protection for such information in the interest of natlional security. | understand and accept that by being granted
access to classified information, special confidence and trust shall be placed in me by the United States Government. -

2. | hereby acknowledge that | have }acoivad a security indoclirination concerning the neture and protection of classified
informetion, Including the procedures to be foliowed in ascertaining whether other persons to whom | contemplate disclosing
this information have been approved for access to if, and that | understend these procedures.

3. 1 have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified
Information by me could cause damage or irreparable injury to the United States or could be used to advantage by a foreign
nation. | hereby agree ttiat | will never divulge classlffed information to anyone unless: (a) | have offlcially verified that the
recipiant has bsen properly authorized by the United States Government to receive it; or (b) | have beer given prior written
notice of authorization from the Unlted States Government Depariment or Agency (hersinafier Department or Agency)
responsible for the classification of the information or last granting me a security clearance that such disciosure is permittsd. |
understand that if | am uncertain about ths classification status of information, | am required to confirm from an authorized -

, officlal that the information is unciassified before | may disciose It, excepl to a person as provided in () or (b), above. |
further understand that | am obligated to comply with laws and regulations that prohibit the unauthorized disclosure of

classified Information.

. 4. thave been advised that any breach of this Agreement may result in the termination of any security clearances | hold;
~ ‘removal from any position of speclil confidence and trust requiring such clearances; or the termination of my employment or
".other ralationships with the Departments or Agencies that granted my security clearance or clearances: h addition, | have
beon advised that any unauthorized disclosure of classified information by me may constitute a vislation, or violations, of
“United States criminal laws, Including the provisions of Sections 641, 783, 794, 798, *952 and 1824, Title 18, United
States Code, " the provisions of Section 783(b), Title 50, United Statés Code, and the provisions of the lntamgenco Idenﬂﬂu
- Protection Act of 1982. 1 recognize that nothing In this Agréement constitutes a walver by the United States of the right to

prosecute me for any statutory violation,
" &. | hereby essign to the United States Government all royaities, remunerations, and emoluments that have resulted, will
" result or may résult from any disclosure, publication, or revelation of classifled informatlon not consistent with the terms of
‘this Agreement. .
‘6. lunderstand that the United States Government may seek any remady available to it to enforce this Agreement including, '
but not limlted to, application for a court order prohiblﬂng disclosure of lnformuhon in breach of this Agreemeant. : i

. | understand that all claaslﬁed information to which | have access or may obtain access by signing this Agresment Is now
. nnd wiii remain the property of, or under the control of the United States Government unless and until: oth_orwhe determined
"+ by an authorized official or final ruling of a court of law. | agree that | shall return all classified matarials which have, or may

representative of the Unlted States Government; (b) upen the conclusion of my employment ot .other relationship wiih the
-Department or Agency that last granted me & security clearance or that provided me access to classified information; or (c)
‘upon the conclusion of my empioyment or other relationship thet requires access to classlfied information. If | do not return
such materlals upon request, | understand that this may be a violation of Section 793 and/or 1924, Title 18, United States

* Code, & United States criminal 1aw.

;8. Unless and until | am released In writing by an authorized representative of the Unitad States Governiment, | understand
that ali conditions and obligations imposed upon e by this Agreement apply during the time | am granted access to classified.

. Information. and at ail times thereafter.

"'9. Each provision of this Agreement is severable. If a court should find any pfovuslon of thls Agreement to be unenforceable,
" alt other provisionx of this Agreement shail remain In full force and effect.

' ( Continue on reverse. )

STANDARO FORM312 (REV. 1:00)
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10, These restrictions are consistent Mm&.\-l‘do not supersede, conflict with or otherwise lk..)n':employee obligations,
‘rights or.liabilities created by Executive Order 12358; Section 7211 of Title 5, United States Code (goveming disclosures io

" Congrass); Section 1034 of Title 10, United States Code, as amended by, the Mifitary Whistieblower Protection Act (governing

disclosure to Congress by members of the miiitary); Section 2302(b)(8) of Titie 5, UnHed States Code, as amended by the
Whistisblower Protection Act (governing disclosures of illegality, waste, fraud, abuse or public health or safety threats), the
Intalligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (govarning disclosures that could expose confidentlal

" Goveérnment agents), and the statutes which protect against disclosure that may compromise the natlonal security, including

Sections 641, 793, 784, 798, 852 and 1924 of Title 18, United States Code, and Section 4(b) of the Subversive Activities
Act of 1950'(50 U.S.C. Section 783(b)). The definitlons, requirements, obligationis, rights, sanctions and Habllities created by
said Executive Order and listed statutes are incorporated into this Agreament and are controliing.

11, | have read this Agreement carefully and my questions, if any, have been answared. | acknowledge that the briefing
‘officar has made avallable to me the Executive Order and statutes referenced In this Agreement and its Impiementing
regulation (32 CFR Section 2003.20) so that | may read them at this time, Iif | 0 choose,

SIGNATURE .
— oo T

ORGANIZATIONGFCO CTOR, LICENSEE, GRANTEORAGENT. PROVIDE: WEADDRESQ.AM),FAPHJCABLE. FEDERAL SUPPLY CODE NUMBER)

or Aring

© Mannving, | Sradley Rdward
Tellorey CRAva. Rde e L®
U Beuw, WY \BLOD

_ WITNESS . ; ACCEPTANCE .
‘THE EXECU“ON OF THIS AGREEMENT WAS WITNESSED BY| THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
THE UNDERSIGNED. . | BEHALF OF THE UNITED STATES GOVERNMENT.
' DATE ~{SIGNATURE ) — DATE
I7 Sep O8 .
_ BORESS Yiype - NAME AND ADDRESS (Typs or pri) o
Biloack, KyleJ - Stark, ‘Loren J '
* 10100N. Riva Ridge Loop 10100 N, Riva Ridge Loop

FT. Drum, NY 13601 FT. Drum, NY*13601

SECURITY DEBRIEFING ACKNOWLEDGMENT -

,'mmummcmm mmmmmm«mwebhmdm

MMMMMubm.Mlmmwwmwmmnmmwlwmmmmmma
u'mltdusmdmommhwmwwﬂudmmamwmdlwﬂwmpnyrmﬂbﬂnwaumdw-ny
-mumotw.nuwmdpmbuletdmmmmmInm)omlnw(mummm.wmormm) T

. recelved a security dobdnﬁnq .
SﬂGNAfURE OF EMPLOYEE DATE
NAME OF WITNESS (Type or prinl} SIGNATURE OF WITNESS

" NQTICE: ThoPﬂvaA&t.SU.s.c 552:.mwmmmmmuuﬁmeﬁmlmmummmmﬁ

disclosure is mandatory or voluntary, by what authority such information Is sollcied, and what uses wil ba made of the information. You are hereby

advised that authority for soliciting your Soclal Security Account Number (SSN) is Exacutive Order 9387. Your SSN will be used to ldentify you

precisely when It Is necessary to 1) ceitify that you have sceess to the information Indicated above or 2) determinia that your access to the
Indicsted has terminated. Although disclosure of your SSN is not mandatory, yourfnﬂuntodoaomylmpedeheproe“amgof

information
.4mc-mﬂomordotmm wmhwwlmmedmhlofyourbummmmmdnm

* NOT APPUCABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.
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AFDR-BBAIN | 22 January 2009 -

MEMORANDUM TO Division Provost Marshal
SUBJECT: Request for Local Provost Marshal Records Check

1. Reference: AR380-67, Personnel Security Program, 9 Sep 88

2. In accordance with AR380-67, the individual listed below requires a local law enforcement
records check. This check is to detemine if the individual has a record of any derogatory
information. This mformatlon will become a part of the individual's application for a personnel
security clearanoe .

3. Request your office conduct thls check and indicate below if there is a record of any
: derogato:y information.

4. Individual Information:

NAME: Bradley E.\Manhing :
RANK: PFC

- UNIT:
SSN:

~Kyle J\BalbnekS
ST -
FOR PROVOST MARSHAL USE ONLY

~TO WHOM IT MAY CONCERN

. 1. The above named individual does / oes no (circle one) have derogatory information.

2. The list of positive results is listed here:

. NAME ~ OFFENSE . DATE MPR-
N | - ' PMO APPROVING AUTHORITY
T ioSEPSE.
T , _ Directc, Emseg. Svee.
= X . _ hh 7 & anng
=z ‘ A

v FOR OFFICIAL USE ONLY
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JUAVD PErson d>ummary Lage L vi &
' » 0028-10-CID221-10117
e ~

Person Summary

. MANNING, BRADLEY EDWARD

Accesses
Category US Access PSP poultapllity and | Avallable Actions
Active Duty - Top Secret No IT:3 Indoctrinate Non-
Enlisted (USA) SCI
Public Trust: N/A
Debrief Non-SC
Child Care; N/A

Person Category Information

Category Classification: N/A
Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , FT DRUM NY, 13602
Organization Status: N/A v
Occupation Code: N/A Separation Date: N/A
SCI SMO: N/A
Non-SCI SMO: 2ND BCT, SID, Level 6, 315-772-7346, kyle.balonek@us.army.mil
Sarvicing SMO: Yes

- Office Symbol: N/A Grade: E3
" -Position Code: N/A ' PS:N/A
Arrival Date: N/A RNLTD: N/A
. Office Phone Comm: N/A . Office Phone DSN: N/A
Separation Status: N/A TAFMSD:2007 03 26
: Interim: N/A Proj. Departure Date: N/A
. Proj. UIC/RUC/PASCODE: N/A
_ ' Remarks
&~ SuspenseData ) | R
— A : .
°£°‘ lnvestlgatlon Summary ' Investigation History
.9 FOR OFFICIAL USE ONLY
< Lew Enforcement Sansitive
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rage Loks

JUA»VS Pérson Suminary .
- _ 0028-10-CID221-10117
SSBI from OPM, Opened: 2007 10 10 Ciosed 2008 0t 15
ENAC from OPM Opened: 2007'09 26 Closed 2007 10 02

Adjudication Summary udicatio

PSI Adjudication of SSBI-OPM, Opened 2007 10 10, Closed 2008 01 15, determmed
- Eligibility of SCI - DCID 6/4 on 2008 10 06 ArmyCCF

‘Interim SCI Adjudication of ENAC OPM, Opened 2007 08 26, Closed 2007 10 02,

,determmed Eliglbmty of Interlm SCI on 2007 10 17 AnnyCCF

External Interfaces =
Perfoim Sii §_ earch ‘ ‘BClt

~ . Notice: Under the Privacy Act of 1974 you must safeguard personnel information retrieved through this
-+ system. Disclosure of inforrmiation is governed by Title 5, United States Code, Section 552a Public Law 93-579
g DoDD 5400.11, DoDR 5400 11-R and the apphcable service dlrectlves o

8 c\q'q_'q\f S
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- POSITION:
" ORGANIZATION:

— DEPARTMENT OF THE ARM__/ 0028-10-CID221-10117
HEADOUARTERS, 20 INFANTRY BRIGADE COMBAT TEAM - - 3
10TH MOUNTAIN DIVISION (LIGHT INFANTRY)
FORT DRUM, NEW YORK 13602

AFZS-LF-| | | 22 January 2009

MEMORANDUM FOR SSO, 10th MTN Division

SUBJECT: Nomination for SC! Access

1. The following Individual requires access to SCI material:

NAME AND RANK:
SSN, DOB, POB:

EMAIL Address

" 2. Justification. PFC Manning is an Intelligence Analyst assigned to the S2 section:

2BCT, 10th Mountain Division (LI). He requires a TS Clearance with access to SCI
(SUTK/G/HCS). _ "

3. PFC Manning's requirement for TS/SCI is validated by the unit Security Manager

and certified there are no known reasons why this individual should be denied access to

- SCL. Additionally, should any such information be discovered, it will be reported to the

-d“

10th MTN Division SSO immediately.

4. The point of contact for this memorandum is the undersigned a-'

LO N J. STARK
2LT, Ml
Brigade Security Manager
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(U/:‘FOHG) INDOC'IRINA'HON FOR SENSITIVE SERIES C‘OMTNT

(w//Eowo)
1. (€) Cestain communications mmlhgcncc .due to its unique or highly sensitive

‘nature, is Published in GAMMA series reports and requires more restrictive bandling

than normal TOP SECRET Codeword Product.

(ik/IFBUO)
2. (€) In accordance with the cammumty-wxdc criteria set forth in the Si

"Inteiigence Security Regulations (SISR), COMINT is placed in the GAMMA Sen& b}'

fthe Director, NSA baSed on one or more of the following factors:

a, Collecnon methdds, whea the dissernination of the information could-reveal an

unusually seasitive method or locatxon.

-b. Analytxc techniques, when the dissemination of the mfom\auon courd rcveata.n
unusualry sophisticated S[GINT technique, :

" ¢. Security pmvzsos. when a providing Agency (other than NSA) detemunw that

' ms(rxctedpmtecuon is necessary to protect a sensitive means of collection or when

© the éxistence. -or contents of the report could reveal the means of qplle_cuon

| EXAMPLE: GIO®AOC0G9 ,

. d. Sensitive substantive content -

+ ¢. A sensitive target
3. (Ub'F@UO) Accéss to GAMMA COMlNTreqmrcs speaaf c!earancc )

w)
4. (€) If used in any manner-in other pubhcanon, memos, cables er bneﬁngs

- GAMMA information rust he identified by the caveat "GAMMA Contolled lfem” and

accéss to such materials may only be afforded to persons having the GAMMA

" clearance. GAMMA material is never used in gormal COMINT series reports outsxdc the
" GAMMA Control System. -~ o :

© (WFoup) -
5. (€) GAMMA sensitive series COMINT produced by U.S. or second party

L ‘vcryptologzc activities is casily recognized by the use,of the appropriate GAMMA, control
- caveat. Addmona.lly, these items arc identifiedt in the COMINT serial.©

- I havie read ami mdersmd this memo
TN, Df“i

Date: ,
Signature: -

Print: mANuW R f
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